DZIENNIK USTAW

RZECZYPOSPOLITEJ POLSKIEJ

Warszawa, dnia 20 listopada 2018 r.
Poz. 2162

OBWIESZCZENIE
MARSZALKA SEJMU RZECZYPOSPOLITEJ POLSKIEJ

z dnia 25 pazdziernika 2018 r.

w sprawie ogloszenia jednolitego tekstu ustawy o udziale Rzeczypospolitej Polskiej w Systemie Informacyjnym
Schengen oraz Wizowym Systemie Informacyjnym

1. Na podstawie art. 16 ust. 1 zdanie pierwsze ustawy z dnia 20 lipca 2000 r. o ogtaszaniu aktéw normatywnych
i niektorych innych aktéw prawnych (Dz. U. z 2017 r. poz. 1523) oglasza si¢ w zataczniku do niniejszego obwieszczenia
jednolity tekst ustawy z dnia 24 sierpnia 2007 r. o udziale Rzeczypospolitej Polskiej w Systemie Informacyjnym Schengen
oraz Wizowym Systemie Informacyjnym (Dz. U. z 2018 r. poz. 134), z uwzglednieniem zmian wprowadzonych ustawag
z dnia 8 grudnia 2017 r. o Stuzbie Ochrony Panstwa (Dz. U. z 2018 r. poz. 138) oraz zmian wynikajacych z przepisow
ogloszonych przed dniem 24 pazdziernika 2018 r.

2. Podany w zataczniku do niniejszego obwieszczenia tekst jednolity ustawy nie obejmuje art. 357, art. 376 i art. 392
ustawy z dnia 8 grudnia 2017 r. o Stuzbie Ochrony Panstwa (Dz. U. z 2018 r. poz. 138), ktore stanowig:

,Art. 357. 1. Decyzje, postanowienia, poswiadczenia bezpieczenstwa i odmowy wydania poswiadczenia bezpie-
czenstwa wydane przez pelnomocnika ochrony informacji niejawnych BOR zachowuja waznos¢, chyba ze na podsta-
wie odrebnych przepisdw zostang zmienione lub utracg waznosc.

2. Akredytacje systemow teleinformatycznych udzielone dla systemdw teleinformatycznych uzytkowanych przez
BOR przed dniem wej$cia w zycie niniejszej ustawy zachowujg wazno$¢ do czasu dokonania w systemie teleinforma-
tycznym zmian, ktore moga mie¢ istotny wplyw na bezpieczenstwo teleinformatyczne, lub uptywu terminu ich waznosci.”

,Art. 376. Dotychczasowe upowaznienia Szefa BOR wydane odpowiednio funkcjonariuszom albo pracownikom
w celu wykonywania przez nich obowiazkow stuzbowych oraz zadan, stajg si¢ upowaznieniami Komendanta SOP, na
okres nie dtuzszy niz do dnia nastgpujacego po uplywie 3 miesigcy od dnia wejscia w zycie niniejszej ustawy.”

,HArt. 392, Ustawa wchodzi w zycie z dniem 1 lutego 2018 r., z wyjatkiem art. 346, ktoéry wchodzi w zycie
z dniem ogloszenia.”.

Marszatek Sejmu: M. Kuchcinski
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Zalacznik do obwieszczenia Marszatka Sejmu Rzeczypospolitej
Polskiej z dnia 25 pazdziernika 2018 r. (poz. 2162)

USTAWA
z dnia 24 sierpnia 2007 r.

o udziale Rzeczypospolitej Polskiej w Systemie Informacyjnym Schengen
oraz Wizowym Systemie Informacyjnym

Rozdzial 1

Przepisy ogoélne

Art. 1. Ustawa okresla zasady isposob realizacji udzialu Rzeczypospolitej Polskiej w Systemie Informacyjnym

Schengen oraz Wizowym Systemie Informacyjnym, w tym obowiazki iuprawnienia organdéw dotyczace dokonywania
wpiséw oraz wgladu do danych zawartych w Systemie Informacyjnym Schengen oraz Wizowym Systemie Informacyjnym
poprzez Krajowy System Informatyczny (KSI).

)]

2)

3)
4)
5)

6)

7)

8)

9)
10)

11)

12)

Art. 2. Ilekro¢ w ustawie jest mowa o:

bezposrednim dostepie — rozumie si¢ przez to dokonywanie wpisow oraz wglad do danych wykorzystywanych
poprzez Krajowy System Informatyczny (KSI), realizowany w sposdb bezposredni przez organ wskazany w ustawie;

Centralnym Wizowym Systemie Informacyjnym — rozumie si¢ przez to system centralny, o ktérym mowa w art. 1 ust. 2
decyzji Rady 2004/512/WE z dnia 8 czerwca 2004 r. w sprawie ustanowienia Wizowego Systemu Informacyjnego
(VIS) (Dz. Urz. UE L 213 z 15.06.2004, str. 5-7);

centralnym organie technicznym KSI — rozumie si¢ przez to Komendanta Gléwnego Policji;
danych — rozumie si¢ przez to dane SIS lub dane VIS;

danych SIS — rozumie si¢ przez to dane okreslone w art. 20 ust. 1 i 2 rozporzadzenia (WE) nr 1987/2006 Parlamentu
Europejskiego i Rady zdnia 20 grudnia 2006 r. w sprawie utworzenia, funkcjonowania iuzytkowania Systemu
Informacyjnego Schengen drugiej generacji (SIS II) (Dz. Urz. UE L 381 z 28.12.20006, str. 4) oraz dane okreslone
w art. 20 ust. 1-3 decyzji Rady 2007/533/WSiSW z dnia 12 czerwca 2007 r. w sprawie utworzenia, funkcjonowania
iuzytkowania Systemu Informacyjnego Schengen drugiej generacji (SIS II) (Dz. Urz. UE L 205 z 07.08.2007,
str. 63);

danych VIS — rozumie si¢ przez to dane okreslone w art. 5 ust. 1 rozporzadzenia (WE) nr 767/2008 Parlamentu Euro-
pejskiego i Rady z dnia 9 lipca 2008 r. w sprawie Wizowego Systemu Informacyjnego (VIS) oraz wymiany danych
pomigdzy panstwami cztonkowskimi na temat wiz krotkoterminowych (rozporzadzenie w sprawie VIS) (Dz. Urz.
UE L 218 z 13.08.2008, str. 60-81);

informacjach uzupehiajacych — rozumie si¢ przez to wszelkie informacje, wymieniane za posrednictwem biur SIRENE
mig¢dzy krajowymi a zagranicznymi organami uprawnionymi do wykorzystywania danych SIS, niezbedne przy doko-
nywaniu wpiséw do Systemu Informacyjnego Schengen lub w celu umozliwienia podjecia odpowiednich dziatan,
w przypadkach gdy w wyniku przegladania danych SIS odnaleziono osoby Iub przedmioty, ktorych dotycza wpisy;

interfejsie krajowym — rozumie si¢ przez to interfejs krajowy, o ktérym mowa w art. 1 ust. 2 decyzji Rady 2004/512/WE
z dnia 8 czerwca 2004 r. w sprawie ustanowienia Wizowego Systemu Informacyjnego;

(uchylony)

kopii krajowej — rozumie si¢ przez to petna kopi¢ bazy danych SIS, o ktérej mowa w art. 4 ust. 1 lit. b rozporzadzenia
(WE) nr 1987/2006 Parlamentu Europejskiego i Rady z dnia 20 grudnia 2006 r. w sprawie utworzenia, funkcjonowa-
nia i uzytkowania Systemu Informacyjnego Schengen drugiej generacji (SIS II) oraz w art. 4 ust. 1 lit. b decyzji Rady
2007/533/WSiSW z dnia 12 czerwca 2007 r. w sprawie utworzenia, funkcjonowania i uzytkowania Systemu Informa-
cyjnego Schengen drugiej generacji (SIS II);

Krajowym Systemie Informatycznym (KSI) — rozumie si¢ przez to zespot wspdtpracujacych ze sobg urzadzen, proce-
dur przetwarzania informacji inarzedzi programowych (oprogramowania) zastosowanych w celu przetwarzania
danych oraz infrastrukture telekomunikacyjna, umozliwiajace organom administracji publicznej 1 organom wymiaru
sprawiedliwosci wykorzystywanie danych gromadzonych w Systemie Informacyjnym Schengen oraz w Wizowym
Systemie Informacyjnym;

(uchylony)
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13) Panstwie Czlonkowskim — rozumie si¢ przez to panstwo cztonkowskie Unii Europejskiej, panstwo cztonkowskie
Europejskiego Porozumienia o Wolnym Handlu (EFTA) — strony umowy o Europejskim Obszarze Gospodarczym
nienalezace do Unii Europejskiej lub panstwo niebedace strong umowy o Europejskim Obszarze Gospodarczym, kto-
rego obywatele moga korzysta¢ ze swobody przepltywu oséb na podstawic umdéw zawartych przez to panstwo ze
Wspodlnota Europejska i jej panstwami cztonkowskimi, z wyjatkiem panstwa, wobec ktérego Rada podjeta decyzje
o niestosowaniu przepiséw dorobku Schengen;

14) posrednim dostgpie — rozumie si¢ przez to dokonywanie wpisow oraz wglad do danych wykorzystywanych poprzez
Krajowy System Informatyczny (KSI), realizowany w sytuacjach wskazanych w ustawie za posrednictwem centralne-
go organu technicznego KSI albo organu wskazanego w art. 7 ust. 2;

14a) systemie centralnym SIS II — rozumie si¢ przez to system centralny sktadajacy si¢ z funkcji wsparcia technicznego
zawierajacej baze danych oraz z jednolitego interfejsu krajowego, o ktorym mowa w art. 4 ust. 1 lit. a rozporzadzenia
(WE) nr 1987/2006 Parlamentu Europejskiego i Rady z dnia 20 grudnia 2006 r. w sprawie utworzenia, funkcjonowa-
nia i uzytkowania Systemu Informacyjnego Schengen drugiej generacji (SIS II) oraz w art. 4 ust. 1 lit. a decyzji Rady
2007/533/WSiSW z dnia 12 czerwca 2007 r. w sprawie utworzenia, funkcjonowania i uzytkowania Systemu Informa-
cyjnego Schengen drugiej generacji (SIS 11);

15) Systemie Informacyjnym Schengen — rozumie si¢ przez to system informacyjny, o ktérym mowa w art. 1 14 roz-
porzadzenia (WE) nr 1987/2006 Parlamentu Europejskiego i Rady z dnia 20 grudnia 2006 r. w sprawie utworzenia,
funkcjonowania i uzytkowania Systemu Informacyjnego Schengen drugiej generacji (SIS II) oraz w art. 1 i 4 decyzji
Rady 2007/533/WSiSW z dnia 12 czerwca 2007 r. w sprawie utworzenia, funkcjonowania i uzytkowania Systemu
Informacyjnego Schengen drugiej generacji (SIS 1I);

15a) systemie krajowym N.SIS II — rozumie si¢ przez to polski system krajowy zawierajacy kopi¢ krajowa, ktory taczy sie
z systemem centralnym SIS II, o ktorym mowa w art. 4 ust. 1 lit. b rozporzadzenia (WE) nr 1987/2006 Parlamentu
Europejskiego iRady zdnia 20 grudnia 2006 r. w sprawie utworzenia, funkcjonowania iuzytkowania Systemu
Informacyjnego Schengen drugiej generacji (SIS II) oraz w art. 4 ust. 1 lit. b decyzji Rady 2007/533/WSiSW z dnia
12 czerwca 2007 r. w sprawie utworzenia, funkcjonowania i uzytkowania Systemu Informacyjnego Schengen drugiej
generacji (SIS II);

16) Wizowym Systemie Informacyjnym — rozumie si¢ przez to system, o ktorym mowa wart. 1 decyzji Rady
2004/512/WE z dnia 8 czerwca 2004 r. w sprawie ustanowienia Wizowego Systemu Informacyjnego (VIS);

17) wpisie — rozumie si¢ przez to czynnosci faktyczne polegajace na wprowadzeniu do Systemu Informacyjnego Schengen
lub Wizowego Systemu Informacyjnego, zmianie lub usunig¢ciu z Systemu Informacyjnego Schengen lub Wizowego
Systemu Informacyjnego danych umozliwiajacych wiasciwym organom identyfikacje osoby lub przedmiotu oraz pod-
jecie wnioskowanego dziatania w zwigzku ze zidentyfikowaniem osoby lub przedmiotu;

18) wykorzystywaniu danych — rozumie si¢ przez to przetwarzanie danych bedacych danymi osobowymi w rozumieniu
ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (Dz. U. z 2016 r. poz. 922 oraz z 2018 r. poz. 138
i723)", jak réwniez jakiekolwiek operacje wykonywane na danych niebedacych danymi osobowymi, takie jak zbie-
ranie, wpisywanie, utrwalanie, przechowywanie, opracowywanie, zmienianie, udostepnianie i usuwanie.

Rozdziat 2
Organy i sluzby uprawnione do wykorzystywania danych

Art. 3. 1. Uprawnienie do bezposredniego dostgpu do Krajowego Systemu Informatycznego (KSI) w celu dokonywa-
nia wpiséw danych SIS dotyczacych:
1)  o0séb poszukiwanych do tymczasowego aresztowania w celu wydania ich przez panstwo obce na podstawie wniosku
o wydanie przyshuguje sadowi lub prokuraturze;

2)  0s6éb poszukiwanych do tymczasowego aresztowania w celu przekazania osoby $ciganej na podstawie europejskiego
nakazu aresztowania przystuguje sadowi lub prokuraturze;

D' Ustawa utracita moc z dniem 25 maja 2018 r. z wyjatkiem art. 1, art. 2, art. 3 ust. 1, art. 47, art. 14-22, art. 23-28, art. 31 oraz

rozdziatow 4, 5 i1 7, ktore zachowuja moc w odniesieniu do przetwarzania danych osobowych w celu rozpoznawania, zapobiegania,
wykrywania i zwalczania czynéw zabronionych, prowadzenia postgpowan w sprawach dotyczacych tych czyndéw oraz wykonywania
orzeczen w nich wydanych, kar porzadkowych i srodkéw przymusu w zakresie okreslonym w przepisach stanowiacych podstawe
dziatania stuzb i organéw uprawnionych do realizacji zadan w tym zakresie, w terminie do dnia wejscia w zycie przepiséw wdraza-
jacych dyrektywe Parlamentu Europejskiego i Rady (UE) 2016/680 z dnia 27 kwietnia 2016 r. w sprawie ochrony o0sob fizycznych
w zwiazku z przetwarzaniem danych osobowych przez wlasciwe organy do celdw zapobiegania przestgpczosci, prowadzenia poste-
powan przygotowawczych, wykrywania i $cigania czynéw zabronionych i wykonywania kar, w sprawie swobodnego przeptywu
takich danych oraz uchylajaca decyzj¢ ramowa Rady 2008/977/WSiSW (Dz. Urz. UE L 119 z 04.05.2016, str. 89), na podstawie
art. 175 ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. poz. 1000), ktéra weszta w zycie z dniem 25 maja
2018 r.
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3)

4)

5)

6)

7)

swiadkéw wezwanych do stawienia si¢ przed sagdem lub prokuratorem w zwiazku z postgpowaniem karnym lub po-
stepowaniem karnym skarbowym lub podejrzanych wezwanych do stawienia si¢ przed prokuratorem w zwiazku
z postgpowaniem karnym Iub postgpowaniem karnym skarbowym, ktorzy sa poszukiwani, lub oskarzonych wezwa-
nych do stawienia si¢ przed sadem w zwiazku z postgpowaniem karnym lub postgpowaniem karnym skarbowym
w celu poniesienia odpowiedzialnosci za czyny, za ktére sa poszukiwani, lub skazanych, wobec ktorych powinien
zosta¢ wykonany wyrok w sprawie karnej lub w sprawie o przestgpstwo skarbowe, lub skazanych wezwanych do sta-
wienia si¢ w celu odbycia kary pozbawienia wolnosci — dla ustalenia miejsca ich pobytu przystuguje sadowi lub pro-
kuraturze;

cudzoziemca, o ktorym mowa w art. 443 ustawy zdnia 12 grudnia 2013 r. o cudzoziemcach (Dz.U. z 2017 r.
poz. 2206 i 2282 oraz z 2018 r. poz. 107, 138, 771 i 1669), przystuguje Szefowi Urzgdu do Spraw Cudzoziemcow;

0s0b zaginionych albo 0s6b zaginionych, ktére dla ich ochrony lub w celu zapobiegania stwarzanym przez nie zagro-
zeniom powinny zosta¢ oddane do wlasciwej placowki opiekunczej lub leczniczej, przystuguje Policji;

0s6b lub pojazdow silnikowych o pojemnosci silnika przekraczajacej 50 cm’, statkéw wodnych, statkéw powietrz-
nych i konteneréw, wprowadzonych w celu:

a) przeprowadzania niejawnego nadzorowania, ktorego celem jest $ciganie przestgpstw oraz zapobieganie zagroze-
niom bezpieczenstwa publicznego, przystuguje Policji, Stuzbie Celno-Skarbowej, Strazy Granicznej, Agencji
Bezpieczenstwa Wewnetrznego, Zandarmerii Wojskowej lub Centralnemu Biuru Antykorupcyjnemu,

b) przeprowadzania kontroli, ktdrej celem jest sciganie przestgpstw oraz zapobieganie zagrozeniom bezpieczenstwa
publicznego, przystuguje Policji, Stuzbie Celno-Skarbowej, Strazy Granicznej, Agencji Bezpieczenstwa Wewnetrz-
nego, Zandarmerii Wojskowej lub Centralnemu Biuru Antykorupcyjnemu,

c) przeprowadzania nicjawnego nadzorowania, ktoérego celem jest zapobieganie powaznym zagrozeniom wewnetrz-
nego i zewngtrznego bezpieczenstwa panstwa, przyshuguje Strazy Granicznej, Agencji Bezpieczenstwa Wewngtrz-
nego, Agencji Wywiadu, Centralnemu Biuru Antykorupcyjnemu, Stuzbie Kontrwywiadu Wojskowego Iub
Stuzbie Wywiadu Wojskowego,

d) przeprowadzania kontroli, ktérej celem jest zapobieganie powaznym zagrozeniom wewnetrznego i zewnetrznego
bezpieczenstwa panstwa, przystuguje Strazy Granicznej, Agencji Bezpieczenstwa Wewnetrznego, Agencji
Wywiadu, Centralnemu Biuru Antykorupcyjnemu, Shizbie Kontrwywiadu Wojskowego lub Stuzbie Wywiadu
Wojskowego;

przedmiotow podlegajacych zatrzymaniu albo zatrzymaniu w celu wykorzystania jako dowdd w postgpowaniu kar-
nym lub postgpowaniu karnym skarbowym przystuguje ministrowi wiasciwemu do spraw wewnetrznych, ministrowi
wlasciwemu do spraw zagranicznych, Policji, Strazy Granicznej, Agencji Bezpieczenstwa Wewnetrznego, Zandar-
merii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Stuzbie Celno-Skarbowej, wojewodom, Szefowi Urzgdu
do Spraw Cudzoziemcow, dyrektorowi urzgdu morskiego, sgdowi lub prokuraturze.

2. W przypadku braku bezposredniego dostgpu do Krajowego Systemu Informatycznego (KSI), spowodowanego

przyczynami niezaleznymi od danego organu, organy wymienione w ust. 1 moga dokonywa¢ wpisow danych SIS za
posrednictwem centralnego organu technicznego KSI.

3. Organy wymienione w ust. 1, dokonujac wpisow danych SIS, s3 obowigzane do zapewnienia ich zgodnosci

z prawem, doktadnosci i aktualnosci.

Art. 3a. (uchylony)

Art. 4. 1. Uprawnienie do bezposredniego dostepu do Krajowego Systemu Informatycznego (KSI) w celu wgladu do

danych SIS dotyczacych:

1)  o0s6b poszukiwanych do tymczasowego aresztowania w celu wydania ich na wniosek Panstwa Czlonkowskiego lub
pafistwa obcego przystuguje Strazy Granicznej, Policji, Agencji Bezpieczenstwa Wewnetrznego, Zandarmerii Woj-
skowej, Centralnemu Biuru Antykorupcyjnemu, Stuzbie Celno-Skarbowej, sadowi lub prokuraturze;

2) 0s6b poszukiwanych do tymczasowego aresztowania w celu przekazania osoby $ciganej na podstawie europejskiego
nakazu aresztowania przystuguje Strazy Granicznej, Policji, Agencji Bezpieczenstwa Wewnetrznego, Zandarmerii
Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Stuzbie Celno-Skarbowej, sadowi lub prokuraturze;

3) s$wiadkéw wezwanych do stawienia si¢ przed sadem lub prokuratorem w zwigzku z postepowaniem karnym lub po-

stepowaniem karnym skarbowym lub podejrzanych wezwanych do stawienia si¢ przed prokuratorem w zwigzku
z postgpowaniem karnym lub postgpowaniem karnym skarbowym, ktoérzy sg poszukiwani, lub oskarzonych wezwa-
nych do stawienia si¢ przed sadem w zwiazku z postgpowaniem karnym lub postgpowaniem karnym skarbowym
w celu poniesienia odpowiedzialnosci za czyny, za ktore sg poszukiwani, lub skazanych, wobec ktoérych powinien
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zosta¢ wykonany wyrok w sprawie karnej lub w sprawie o przestgpstwo skarbowe, lub skazanych wezwanych do sta-
wienia si¢ w celu odbycia kary pozbawienia wolnosci — dla ustalenia miejsca ich pobytu przystuguje Strazy Granicz-
nej, Policji, Agencji Bezpieczenstwa Wewnetrznego, Zandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjne-
mu, Shuzbie Celno-Skarbowej, sadowi lub prokuraturze;

4) cudzoziemcéw, ktorych dane zostaty wpisane do Systemu Informacyjnego Schengen dla celdéw odmowy wjazdu,
przystuguje ministrowi wiasciwemu do spraw zagranicznych, Strazy Granicznej, Policji, Agencji Bezpieczenstwa
Wewnetrznego, Agencji Wywiadu, Zandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Stuzbie Kontr-
wywiadu Wojskowego, Stuzbie Wywiadu Wojskowego, Stuzbie Celno-Skarbowej, Szefowi Urzedu do Spraw Cudzo-
ziemcow, wojewodzie, konsulowi, sadowi lub prokuraturze;

5) 0s6b zaginionych albo 0sob zaginionych, ktére dla ich ochrony lub w celu zapobiegania stwarzanym przez nie zagro-
zeniom powinny by¢ oddane do wtasciwej placowki opiekunczej lub leczniczej, przystuguje Strazy Granicznej, Poli-
cji, Agencji Bezpieczenstwa Wewnetrznego, Zandarmerii Wojskowej, Centralnemu Biuru Antykorupcyjnemu, Shuz-
bie Celno-Skarbowej, sadowi lub prokuraturze;

6) 0s6b lub pojazdow silnikowych o pojemnosci silnika przekraczajacej 50 cm’, statkéw wodnych, statkéw powietrz-
nych i konteneréw, wprowadzonych w celu przeprowadzania niejawnego nadzorowania lub kontroli przyshuguje Stra-
zy Granicznej, Policji, Agencji Bezpieczenstwa Wewnetrznego, Agencji Wywiadu, Zandarmerii Wojskowej, Stuzbie
Kontrwywiadu Wojskowego, Stuzbie Wywiadu Wojskowego, Centralnemu Biuru Antykorupcyjnemu, Stuzbie Celno-
-Skarbowej, sadowi lub prokuraturze;

7) przedmiotéw podlegajacych zatrzymaniu albo zatrzymaniu w celu wykorzystania jako dowdd w postgpowaniu kar-
nym lub postgpowaniu karnym skarbowym, nalezacych do jednej z ponizszych kategorii:

a) pojazdy silnikowe o pojemnosci silnika przekraczajacej 50 cm’, statki wodne i statki powietrzne,

b) przyczepy inaczepy o masie wlasnej przekraczajacej 750 kg, przyczepy turystyczne, urzadzenia przemystowe,
silniki przyczepne i kontenery,

c) bron palna,
d) Dblankiety dokumentéw urzedowych, ktére zostaty skradzione, przywtaszczone lub utracone,

e) wydane dokumenty tozsamosci, takie jak: paszporty, dowody tozsamosci, prawa jazdy, dokumenty pobytowe
i dokumenty podrdzy, ktore zostaty skradzione, przywlaszczone, utracone lub uniewaznione,

f) dowody rejestracyjne i tablice rejestracyjne pojazdow, ktore zostaly skradzione, przywlaszczone, utracone lub
uniewaznione,

g) Dbanknoty (o spisanych numerach),

h) papiery wartosciowe i $rodki platnicze, takie jak: czeki, karty kredytowe, obligacje, akcje i dokumenty potwier-
dzajace udziat, ktore zostaty skradzione, przywlaszczone, utracone lub uniewaznione

— przystuguje Strazy Granicznej, Policji, Agencji Bezpieczenstwa Wewnetrznego, Zandarmerii Wojskowej, Central-
nemu Biuru Antykorupcyjnemu, Stuzbie Celno-Skarbowej, sadowi lub prokuraturze;

8) przedmiotow podlegajacych zatrzymaniu albo zatrzymaniu w celu wykorzystania jako dowod w postgpowaniu kar-
nym lub postgpowaniu karnym skarbowym, nalezacych do jednej z kategorii, o ktorych mowa w pkt 7 lit. d oraz e,
przystuguje ministrowi wlasciwemu do spraw wewnetrznych, Szefowi Urzedu do Spraw Cudzoziemcow, wojewodzie,
konsulowi lub dyrektorowi urzedu morskiego;

9)? przedmiotéw podlegajacych zatrzymaniu albo zatrzymaniu w celu wykorzystania jako dowod w postepowaniu kar-
nym lub postgpowaniu karnym skarbowym, nalezacych do jednej z kategorii, o ktérych mowa w pkt 7 lit. a, b oraz f,
przystuguje ministrowi wlasciwemu do spraw wewnetrznych, Stuzbie Ochrony Panstwa, Agencji Wywiadu, Stuzbie
Wywiadu Wojskowego, Shuzbie Kontrwywiadu Wojskowego, organom jednostek wojskowych Sit Zbrojnych Rzeczy-
pospolitej Polskiej lub wojewodzie mazowieckiemu.

2. Uprawnienie do posredniego dostepu do Krajowego Systemu Informatycznego (KSI) w celu wgladu do danych SIS
dotyczacych przedmiotow, o ktérych mowa w ust. 1 pkt 7 lit. a, b oraz f, przystuguje organom samorzadowym wihasciwym
w sprawach rejestracji pojazdow.

?  Ze zmiang wprowadzong przez art. 315 pkt 1 ustawy z dnia 8 grudnia 2017 r. o Stuzbie Ochrony Panstwa (Dz. U. z 2018 r.

poz. 138), ktora weszta w zycie z dniem 1 lutego 2018 r.
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3. Uprawnienie do wgladu do danych SIS przystuguje organom okreslonym wust. 1 pkt 9 iust. 2 wylacznie
w zwigzku z wykonywaniem obowigzku rejestracji pojazdow okreslonego w art. 73 i 74 ustawy z dnia 20 czerwca 1997 r. —
Prawo o ruchu drogowym (Dz. U. z 2018 r. poz. 1990) w celu sprawdzenia, czy zgtoszone do rejestracji pojazdy nie zosta-
ty skradzione, przywlaszczone lub utracone w inny sposob.

4. Organy, o ktéorych mowa w ust. 1 i 2, w przypadku odnalezienia na skutek wgladu do danych SIS osoby lub przed-
miotu, ktorych dotyczy wpis, sa obowigzane do podjecia wnioskowanych we wpisie dzialan, o ile realizowane przez dany
organ zadania umozliwiajg im takie dzialania, albo do bezzwlocznego przekazania osoby lub przedmiotu Policji.

5. Minister wlasciwy do spraw wewnetrznych okresli, w drodze rozporzadzenia, tryb przekazywania Policji osob lub
przedmiotéw odnalezionych na skutek wgladu do danych SIS, a takze zwigzane z tym obowiazki Policji, uwzgledniajac
sprawng 1 skuteczng realizacj¢ wnioskowanych we wpisie dziatan wobec odnalezionych osob lub przedmiotow.

Art. 4a. (uchylony)

Art. 5. 1. Bezposredni dostep do Wizowego Systemu Informacyjnego jest realizowany poprzez Krajowy System
Informatyczny (KSI) w celu dokonywania wpisow danych VIS przez Straz Graniczna, konsula, wojewodg, ministra wlas-
ciwego do spraw zagranicznych lub Szefa Urzedu do Spraw Cudzoziemcow.

2. Organy okreslone w ust. 1 s3 obowigzane do:

1) wymiany krajowych danych VIS przez dokonywanie wpiséw do Centralnego Wizowego Systemu Informacyjnego
poprzez Krajowy System Informatyczny (KSI);

2) zapewnienia, aby dokonywane przez dany organ wpisy danych VIS byly zgodne z prawem, a ponadto, aby te dane
VIS byly doktadne i aktualne;

3) zapewnienia usuwania danych VIS po uplywie okresu, na ktory dane te zostaty przez dany organ wprowadzone;

4) niezwlocznego informowania centralnego organu technicznego KSI o ujawnionych nieprawidtowosciach w zwigzku
z wykorzystaniem danych VIS poprzez Krajowy System Informatyczny (KSI);

5) rozpatrzenia wnioskow Panstw Czlonkowskich o dokonanie zmiany lub usunigcia danych VIS wprowadzonych przez
dany organ oraz powiadomienia Panstw Cztonkowskich o koniecznosci dokonania zmiany lub usuni¢cia danych VIS
wprowadzonych przez te Panstwa Czlonkowskie.

3. Konsul lub wojewoda niezwlocznie powiadamiajg Panstwo Cztonkowskie lub Panstwa Cztonkowskie o nabyciu
obywatelstwa polskiego przez osobe ubiegajaca si¢ o wiz¢ w tym Panstwie Cztonkowskim lub Panstwach Cztonkowskich.

Art. 6. Bezposredni dostep do Wizowego Systemu Informacyjnego realizowany poprzez Krajowy System Informa-
tyczny (KSI) umozliwiajacy wglad do danych VIS w celu:

1) rozpatrzenia ztozonych wnioskéw wizowych oraz podjecia decyzji dotyczacych tych wnioskow, jak rowniez decyzji
o uniewaznieniu, przedtuzeniu, cofnigciu wizy, przystuguje Strazy Granicznej, konsulowi, wojewodzie, ministrowi
wihasciwemu do spraw zagranicznych lub Szefowi Urzedu do Spraw Cudzoziemcow;

2) przeprowadzania konsultacji migdzy centralnymi organami wizowymi w sprawie wnioskow wizowych zgodnie
z art. 22 rozporzadzenia Parlamentu Europejskiego i Rady (WE) nr 810/2009 z dnia 13 lipca 2009 r. ustanawiajgcego
Wspolnotowy Kodeks Wizowy (kodeks wizowy) (Dz. Urz. UE L 243 z 15.09.20009, str. 1) przystuguje Szefowi Urze-
du do Spraw Cudzoziemcow;

3) sporzadzania sprawozdan i statystyk, przystuguje Strazy Granicznej, konsulowi, wojewodzie, ministrowi wlasciwemu
do spraw zagranicznych lub Szefowi Urzgdu do Spraw Cudzoziemcdow;

4) sprawdzania na przej$ciach granicznych tozsamos$ci posiadacza wizy, autentyczno$ci wizy lub speliania warunkow
wjazdu na terytorium Panstw Czlonkowskich zgodnie z art. 5 rozporzadzenia (WE) nr 562/2006 Parlamentu Europej-
skiego 1 Rady z dnia 15 marca 2006 r. ustanawiajgcego wspolnotowy kodeks zasad regulujacych przeptyw oséb przez
granice (kodeks graniczny Schengen) (Dz. Urz. UE L 105 z 13.04.2006, str. 1) przystuguje Strazy Granicznej i Stuz-
bie Celno-Skarbowej;

5) sprawdzania na terytorium Rzeczypospolitej Polskiej tozsamosci posiadacza wizy, autentycznosci wizy lub spetniania
warunkow wjazdu lub pobytu na terytorium Panstw Czlonkowskich przystuguje komendantowi wojewddzkiemu Poli-
cji, komendantowi powiatowemu (miejskiemu) Policji, komendantowi oddziatu Strazy Granicznej lub komendantowi
placéwki Strazy Granicznej, Stuzbie Celno-Skarbowej, wojewodzie lub Szefowi Urzedu do Spraw Cudzoziemcow;

6) zidentyfikowania osoby, ktéra nie spetia lub przestala spelnia¢ warunki wjazdu lub pobytu na terytorium Panstw
Cztonkowskich, przystuguje Strazy Granicznej, Policji, Stuzbie Celno-Skarbowej, wojewodzie lub Szefowi Urzedu
do Spraw Cudzoziemcow;
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7)  okreslania Panstwa Czlonkowskiego odpowiedzialnego za rozpatrzenie wniosku o udzielenie ochrony mig¢dzynaro-
dowej zgodnie z art. 12 i art. 34 rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 604/2013 z dnia 26 czerw-
ca 2013 r. w sprawie ustanowienia kryteriow i mechanizméw ustalania panstwa czlonkowskiego odpowiedzialnego
za rozpatrzenie wniosku o udzielenie ochrony migdzynarodowej ztozonego w jednym z panstw czlonkowskich przez
obywatela panstwa trzeciego lub bezpanstwowca (wersja przeksztatcona) (Dz. Urz. UE L 180 z 29.06.2013) przystu-
guje Szefowi Urzgdu do Spraw Cudzoziemcow;

8) rozpatrzenia wniosku o udzielenie ochrony mi¢dzynarodowej przystuguje Szefowi Urzedu do Spraw Cudzoziemcow
lub Radzie do Spraw Uchodzcow;

9) realizacji obowiazku, o ktorym mowa w art. 25 ust. 2 rozporzadzenia (WE) nr 767/2008 Parlamentu Europejskiego
i Rady z dnia 9 lipca 2008 r. w sprawie Wizowego Systemu Informacyjnego (VIS) oraz wymiany danych pomig¢dzy
panstwami cztonkowskimi na temat wiz krotkoterminowych (rozporzadzenie w sprawie VIS), przystuguje konsulowi
lub wojewodzie.

Art. 7. 1. Uprawnienie do posredniego dostepu do Krajowego Systemu Informatycznego (KSI) w celu wgladu do
danych VIS przystuguje sadowi, prokuraturze, Policji, Strazy Granicznej, Stuzbie Celno-Skarbowej, Agencji Bezpie-
czenstwa Wewngtrznego, Agencji Wywiadu, Centralnemu Biuru Antykorupcyjnemu, Stuzbie Ochrony Panstwa, Stuzbie
Kontrwywiadu Wojskowego, Zandarmerii Wojskowej lub Stuzbie Wywiadu Wojskowego, jezeli:*

1) dostgp jest konieczny w celu zapobiegania, wykrywania lub $cigania przestgpstw wymienionych w art. 607w ustawy
z dnia 6 czerwca 1997 r. — Kodeks postepowania karnego (Dz. U. z 2018 r. poz. 1987);

2) jest to niezb¢dne w zwigzku z okreslong sprawa;

3) istniejg uzasadnione powody do uznania, ze wglad do danych VIS ma istotne znaczenie dla zapobiegania, wykrywa-
nia lub $cigania przestepstw, o ktérych mowa w pkt 1.

2. Posredni dostep, o ktdrym mowa w ust. 1, jest realizowany poprzez centralne punkty dostepu, ktdrymi sa odpo-
wiednio dla:

1)  sadu, prokuratury, Policji — Komendant Gtowny Policji;

2)  Strazy Granicznej — Komendant Gtowny Strazy Granicznej;

3)  Stuzby Celno-Skarbowej — Szef Krajowej Administracji Skarbowej;

4)  Agencji Bezpieczenstwa Wewnetrznego — Szef Agencji Bezpieczenstwa Wewngtrznego;
5) Agencji Wywiadu — Szef Agencji Wywiadu;

6) Centralnego Biura Antykorupcyjnego — Szef Centralnego Biura Antykorupcyjnego;

7)  (uchylony)

8)Y Stuzby Ochrony Panstwa — Komendant Stuzby Ochrony Pafistwa;

9) Stuzby Kontrwywiadu Wojskowego — Szef Stuzby Kontrwywiadu Wojskowego;

10) Stuzby Wywiadu Wojskowego — Szef Stuzby Wywiadu Wojskowego;

11) Zandarmerii Wojskowej — Komendant Gtéwny Zandarmerii Wojskowe;.

Rozdziat 3
Ochrona danych osobowych oraz odpowiedzialno$¢ za niezgodne z prawem dzialanie
lub zaniechanie zwiazane z wykorzystywaniem danych

Art. 8. 1. Generalny Inspektor Ochrony Danych Osobowych® sprawuje kontrole nad tym, czy wykorzystywanie
danych nie narusza praw osob, ktorych dane te dotycza.

2. Generalny Inspektor Ochrony Danych Osobowych® jest uprawniony do bezposredniego dostepu do Krajowego
Systemu Informatycznego (KSI) w celu sprawowania kontroli, o ktorej mowa w ust. 1.

3. Kontrola, o ktérej mowa wust. 1, jest sprawowana zgodnie z przepisami ustawy z dnia 29 sierpnia 1997 r.
o ochronie danych osobowych".

3)
4)
5)

Wprowadzenie do wyliczenia ze zmiang wprowadzong przez art. 315 pkt 1 ustawy, o ktérej mowa w odnosniku 2.
W brzmieniu ustalonym przez art. 315 pkt 2 ustawy, o ktérej mowa w odnosniku 2.
Obecnie Prezes Urzedu Ochrony Danych Osobowych na podstawie art. 166 ust. 1 ustawy, o ktérej mowa w odnosniku 1.
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Art. 9. Generalny Inspektor Ochrony Danych Osobowych® w przypadku, o ktorym mowa w art. 34 ust. 4 rozporza-
dzenia (WE) nr 1987/2006 Parlamentu Europejskiego i Rady z dnia 20 grudnia 2006 r. w sprawie utworzenia, funkcjono-
wania 1uzytkowania Systemu Informacyjnego Schengen drugiej generacji (SIS II) oraz wart. 49 ust. 4 decyzji Rady
2007/533/WSiSW z dnia 12 czerwca 2007 r. w sprawie utworzenia, funkcjonowania i uzytkowania Systemu Informacyjne-
go Schengen drugiej generacji (SIS II), jest organem uprawnionym do przekazania sprawy Europejskiemu Inspektorowi
Ochrony Danych, w celu podj¢cia dziatan mediacyjnych.

Art. 10. Centralny organ techniczny KSI, w zakresie wykorzystywania danych poprzez Krajowy System Informatycz-
ny (KSI), jest administratorem danych w rozumieniu art. 7 pkt 4 ustawy z dnia 29 sierpnia 1997 r. o ochronie danych oso-
bowych".

Art. 11. Wykorzystywanie danych moze nastgpowaé bez wiedzy i zgody oséb, ktérych dane dotycza, oraz bez obo-
wigzku ujawniania faktycznego celu zbierania danych.

Art. 12. (uchylony)
Art. 13. (uchylony)

Rozdzial 4

Bezpieczenstwo Krajowego Systemu Informatycznego (KSI)

Art. 14. Organy, o ktorych mowa w rozdziale 2, obowigzane sa, w zakresie swojego dzialania, do wspotpracy
z centralnym organem technicznym KSI w celu realizacji ich zadan zwigzanych z udzialem w Systemie Informacyjnym
Schengen lub Wizowym Systemie Informacyjnym, w tym do przekazywania dokumentéw oraz udzielania informacji.

Art. 15. Centralny organ techniczny KSI sktada ministrowi wiasciwemu do spraw wewnetrznych raz w roku,
w terminie do dnia 31 marca, sprawozdanie z funkcjonowania Krajowego Systemu Informatycznego (KSI) w poprzednim
roku kalendarzowym.

Art. 16. 1. Minister wlasciwy do spraw wewngtrznych sprawuje nadzér nad prawidlowoscia dziatania Krajowego
Systemu Informatycznego (KSI).

2. Minister wlasciwy do spraw wewnetrznych, w celu wykonania nadzoru wynikajacego z ust. 1, ma w szczegdlnosci
prawo:

1) dostepu do wykazu zarejestrowanych przypadkow, o ktérych mowa w art. 27 ust. 1 pkt 10;

2) sprawdzania, czy Krajowy System Informatyczny (KSI) spelnia wymagania techniczne niezbedne do udziatu
w Systemie Informacyjnym Schengen i Wizowym Systemie Informacyjnym;

3) sprawdzania, czy osoby majace dostep do Krajowego Systemu Informatycznego (KSI) zostaty odpowiednio przeszko-
lone w zakresie bezpieczenistwa danych oraz zasad ich ochrony oraz czy posiadaja upowaznienie, o ktérym mowa
w art. 25 ust. 2, a takze czy wobec tych 0sdb przeprowadzono kontrole bezpieczenstwa;

4) sprawdzania prawidtowosci opisu zadan i funkcji os6b majacych dostep do Krajowego Systemu Informatycznego
(KSD);

5) sprawdzania, czy jest zapewniona odpowiednia fizyczna ochrona Krajowego Systemu Informatycznego (KSI) przez
organy majace do niego bezposredni dostgp, w szczegdlnosci czy nie ma mozliwosci dostepu 0séb nieuprawnionych
do Krajowego Systemu Informatycznego (KSI).

Art. 17. 1. Minister wlasciwy do spraw wewnetrznych, przed uruchomieniem Krajowego Systemu Informatycznego
(KSI), jest uprawniony do sprawdzenia gotowosci do prawidtowej eksploatacji Krajowego Systemu Informatycznego (KSI)
w ramach poszczegolnych organdw uprawnionych do bezposredniego dostepu.

2. W przypadku stwierdzenia braku gotowosci do prawidtowej eksploatacji Krajowego Systemu Informatycznego
(KSI) wramach poszczegolnych organdw uprawnionych do bezposredniego dostgpu minister wlasciwy do spraw
wewnetrznych jest uprawniony do wstrzymania uruchomienia Krajowego Systemu Informatycznego (KSI) w ramach
organu, w przypadku ktérego stwierdzono nieprawidtowosci.

Art. 18. W przypadku stwierdzenia nieprawidtowosci dzialania Krajowego Systemu Informatycznego (KSI) lub jego
zabezpieczenia w poszczegdlnych organach majacych do niego bezposredni dostgp minister wlasciwy do spraw wewnetrz-
nych jest uprawniony do zablokowania bezposredniego dostgpu do Krajowego Systemu Informatycznego (KSI) dla organu,
w przypadku ktérego stwierdzone zostaty te nieprawidtowosci, do czasu ich usunigcia.
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Art. 19. W celu wykonania zadan, o ktorych mowa w art. 1618, minister wlasciwy do spraw wewngtrznych moze:
1)  Zzadac przedtozenia informacji w zakresie niezb¢dnym do ustalenia stanu faktycznego;

2) przeprowadzaé, w godzinach urzgdowania danego organu, ogledziny urzadzen, nosnikow oraz systemow informa-
tycznych wiaczonych do Krajowego Systemu Informatycznego (KSI) w ramach danego organu;

3) zlecaé sporzadzanie ekspertyz 1 opinii;

4) zada¢ zablokowania bezposredniego dostgpu do Krajowego Systemu Informatycznego (KSI) do czasu usunigcia
stwierdzonych nieprawidtowosci.

Art. 20. W przypadku stwierdzenia nieprawidtowosci dziatania Krajowego Systemu Informatycznego (KSI) minister
wilasciwy do spraw wewnetrznych moze zadaé wszczecia postgpowania dyscyplinarnego lub innego przewidzianego pra-
wem postgpowania przeciwko osobom winnym dopuszczenia do uchybien i poinformowania tych osob, w okreslonym
terminie, o wynikach tego postgpowania i podjetych dziataniach.

Art. 21. 1. Minister wlasciwy do spraw wewnetrznych okresli, w drodze rozporzadzenia, techniczne warunki, sposob
i tryb dokonywania wpiséw danych SIS, a takze zwigzane z tym obowiazki uprawnionych organow oraz sposob i tryb aktu-
alizowania, usuwania i wyszukiwania danych SIS poprzez Krajowy System Informatyczny (KSI), majac na wzglgdzie pra-
widtowe wykonywanie przez Rzeczpospolita Polska zobowigzan wynikajacych z udziatu w Systemie Informacyjnym
Schengen.

2. Minister wlasciwy do spraw wewnetrznych okresli, w drodze rozporzadzenia, sposob wykorzystywania Krajowego
Systemu Informatycznego (KSI) jako krajowego interfejsu Wizowego Systemu Informacyjnego, w tym sposob dokonywa-
nia wpiséw danych VIS, a takze wgladu do danych VIS, majac na wzgledzie prawidlowe wykonanie przez Rzeczpospolita
Polska zobowigzan wynikajacych z udziatu w Wizowym Systemie Informacyjnym.

Art. 22. 1. Organy uprawnione zgodnie z art. 3 ust. 2 do dokonania wpisu danych SIS za posrednictwem centralnego
organu technicznego KSI kierujg wniosek o dokonanie wnioskowanego wpisu danych SIS na wypelnionej karcie wpisu.
Centralny organ techniczny KSI niezwlocznie dokonuje wpisu danych SIS, informujac o tym organ, ktory wystapit z takim
wnioskiem, albo informuje organ o braku mozliwo$ci dokonania danego wpisu danych SIS oraz jego przyczynach.

2. Organy wskazane w art. 4 ust. 2 kieruja zapytanie o dane SIS, do ktorych maja dostgp posredni, do centralnego
organu technicznego KSI na wypetnionej karcie zapytania. Centralny organ techniczny KSI przekazuje niezwlocznie
odpowiednie dane SIS organowi sktadajacemu zapytanie.

3. Minister wiasciwy do spraw wewnetrznych okresli, w drodze rozporzadzenia, wzor karty wpisu, o ktorej mowa
w ust. 1, oraz wzor karty zapytania, o ktdrej mowa w ust. 2, a takze sposdb ich wypelienia, uwzglgdniajac zakres upraw-
nien organdow do wykorzystywania danych SIS.

Art. 23. 1. W przypadku stwierdzenia przez organ, ktory dokonal wpisu danych SIS, Zze zawarte we wpisie dane SIS
sa nieprawidtowe, organ ten niezwlocznie dokonuje niezbednej modyfikacji tych danych, zawiadamiajgc jednoczesnie
o tym fakcie centralny organ techniczny KSI.

2. W przypadku stwierdzenia przez organ, ktory dokonat wpisu danych SIS, ze uptynat okres konieczny do osiagnig-
cia celow, dla ktorych wpis zostat dokonany, lub jest brak podstaw prawnych do dalszego przechowywania tych danych
SIS albo ze nie uptynat okres konieczny do osiagnigcia celow, dla ktorych dany wpis zostal dokonany, organ ten odpo-
wiednio usuwa dane SIS albo przediuza termin przechowywania danych SIS, zawiadamiajac jednoczesnie o tym fakcie
centralny organ techniczny KSI.

3. Centralny organ techniczny KSI informuje organy, ktére zglosity zapytanie o dane SIS, o dokonanej modyfikacji
danych SIS.

4. Organy, o ktérych mowa w art. 3 14, w przypadku stwierdzenia, ze wykorzystywane przez te organy dane SIS sg
nieprawidlowe, niezwlocznie informuja o tym biuro SIRENE w celu weryfikacji prawidtowosci tych danych SIS.

Art. 24. Organ uprawniony do wykorzystywania danych poprzez Krajowy System Informatyczny (KSI) jest obowig-
zany stosowa¢ odpowiednie procedury kontrolne wskazujace dziatania podejmowane w ramach danego organu majace na
celu zapewnienie zgodnosci wykorzystywania danych z obowigzujacymi przepisami.

Art. 25. 1. Organ uprawniony do wykorzystywania danych poprzez Krajowy System Informatyczny (KSI) jest obo-
wigzany do przeszkolenia z zakresu bezpieczenstwa i ochrony danych wszystkich 0os6b majacych dostep do Krajowego
Systemu Informatycznego (KSI).

2. Odbycie szkolenia, o ktorym mowa w ust. 1, jest warunkiem otrzymania upowaznienia do dostgpu do Krajowego
Systemu Informatycznego (KSI) oraz wykorzystywania danych.
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3. Minister wlasciwy do spraw wewng¢trznych, po zasiggnigciu opinii Generalnego Inspektora Ochrony Danych Oso-
bowych® okresli, w drodze rozporzadzenia, sposéb przeprowadzania szkolen z zakresu bezpieczenstwa i ochrony danych
wykorzystywanych poprzez Krajowy System Informatyczny (KSI) oraz kwalifikacje oséb uprawnionych do przeprowadza-
nia tych szkolen, uwzgledniajac koniecznosé zapewnienia ochrony danych.

4. Minister wlasciwy do spraw wewngtrznych okresli, w drodze rozporzadzenia, tryb dostgpu do Krajowego Systemu
Informatycznego (KSI), sposob przydzielania osobom upowaznionym do dostgpu osobistych i niepowtarzalnych identy-
fikatoréw uzytkownika, a takze wzor upowaznienia do dostepu do Krajowego Systemu Informatycznego (KSI) oraz wyko-
rzystywania danych, uwzgledniajac prawidlowa realizacj¢ przez Rzeczpospolita Polska obowiazkéw wynikajacych
z udziatu w Systemie Informacyjnym Schengen i Wizowym Systemie Informacyjnym.

Rozdziat 5
Centralny organ techniczny KSI
Art. 26. 1. Organem odpowiedzialnym za system krajowy N.SIS II jest centralny organ techniczny KSI.
2. Do zadan centralnego organu technicznego KSI nalezy:
1) utworzenie, uruchomienie, eksploatacja techniczna oraz utrzymanie Krajowego Systemu Informatycznego (KSI);

2) zapewnienie sprawnego dziatania i bezpieczenistwa Systemu Informacyjnego Schengen w ramach systemu krajowego
N.SIS II.

Art. 27. 1. W celu realizacji zadan, o ktérych mowa w art. 26 ust. 2 pkt 1, centralny organ techniczny KSI jest
w szczegdlnosci obowigzany do:

1) przestrzegania obowiazujacych protokotow i procedur technicznych w celu zapewnienia kompatybilnosci Krajowego
Systemu Informatycznego (KSI) z systemem centralnym SIS II oraz Centralnym Wizowym Systemem Informacyj-
nym;

2) zapewnienia, aby dane SIS przechowywane w kopii krajowej byty, dzigki automatycznym aktualizacjom, identyczne
1 spojne z danymi przechowywanymi w systemie centralnym SIS 1I;

3) zapewnienia bezpieczenstwa Krajowego Systemu Informatycznego (KSI), w szczegoélnosci poprzez sporzadzenie
planow awaryjnych stuzacych ochronie infrastruktury krytyczne;j;

4) sprawdzania, czy organy, ktore wykorzystuja dane poprzez Krajowy System Informatyczny (KSI), maja prawo doste-
pu do danych;

5) umozliwienia organom, o ktéorych mowa w art. 5—7, wykorzystywania danych VIS poprzez Krajowy System Informa-
tyczny (KSI) oraz udzielania tym organom niezbednych informacji do prawidlowego wykonywania przez te organy
zadan w zakresie uczestnictwa w Wizowym Systemie Informacyjnym;

6) przekazywania Komisji Europejskiej listy organdw, o ktérych mowa w art. 5-7;

7) wspolpracy zjednostka krajowa Europolu w zakresie udzielania zgody na dostgp Europejskiego Urzedu Policji
(Europol) do danych VIS;

8) zapobiegania dostgpowi 0sdb nieuprawnionych do Krajowego Systemu Informatycznego (KSI);

9) zapobiegania nieuprawnionemu odczytywaniu, kopiowaniu, zmienianiu lub usuwaniu no$nikéw informatycznych
wykorzystywanych w Krajowym Systemie Informatycznym (KSI);

10) zapewnienia rejestrowania wszystkich przypadkéw, w ktérych uzyskano dostep do danych lub wykorzystano dane
w inny sposéb poprzez Krajowy System Informatyczny (KSI);

11) zapewnienia fizycznej ochrony danych wykorzystywanych poprzez Krajowy System Informatyczny (KSI);

12) zapobiegania wykorzystywaniu Krajowego Systemu Informatycznego (KSI) przez osoby nieuprawnione korzystajace
ze sprzetu do przekazywania danych;

13) zapewnienia mozliwosci pdzniejszej weryfikacji i stwierdzenia, ktére dane zostaty wprowadzone poprzez Krajowy
System Informatyczny (KSI) oraz kiedy i przez kogo zostaty wykorzystane, a takze w jakim zakresie zostaty udostep-
nione;

14) zapobiegania nieuprawnionemu odczytywaniu, kopiowaniu, zmienianiu lub usuwaniu danych podczas transferu tych
danych lub podczas przemieszczania no$nikow informatycznych w ramach Krajowego Systemu Informatycznego
(KSI), w szczegdlnosci poprzez zastosowanie odpowiednich technik szyfrowania;

15) zapewnienia, aby osoby uprawnione do korzystania z Krajowego Systemu Informatycznego (KSI) miaty dostep wy-
facznie do danych w zakresie zgodnym z upowaznieniami wynikajacymi z przepisow ustawy.
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2. W celu realizacji zadan, o ktorych mowa w art. 26 ust. 2 pkt 2, centralny organ techniczny KSI jest w szczegol-
nos$ci obowigzany do:

1) umozliwienia organom, o ktorych mowa w art. 3 i 4, wykorzystywania danych SIS poprzez Krajowy System Informa-
tyczny;

2) udzielania informacji niezbednych do prawidtowego wykonywania zadan przez organy, o ktéorych mowa w art. 3 i 4;

3) wspoldziatania z organami, ktére sa uprawnione do dokonywania wpiséw danych SIS poprzez Krajowy System
Informatyczny, w celu zapewnienia, aby wpisy danych SIS byly zgodne z prawem oraz aby byly one doktadne i aktualne;

4) sprawdzania, czy organy, ktore wykorzystuja dane SIS poprzez Krajowy System Informatyczny, maja prawo dostgpu
do danych SIS;

5) sprawdzenia skutecznosci $§rodkéw majacych na celu zapewnienie bezpieczenstwa danych SIS wykorzystywanych
poprzez Krajowy System Informatyczny;

6) zapewnienia usuwania danych SIS wprowadzonych poprzez Krajowy System Informatyczny po uptywie okresu, na
ktory wpisy te zostaty wprowadzone;

7) sprawdzenia zasadno$ci przedtuzenia okresu przechowywania danych SIS wprowadzonych poprzez Krajowy System
Informatyczny;

8) przekazywania organowi zarzadzajacemu systemem centralnym SIS II wykazu organdw, o ktérych mowa w art. 3 1 4;

9) zapobiegania nieuprawnionemu wykorzystywaniu danych SIS.

Art. 28. Minister wlasciwy do spraw wewnetrznych okresli, w drodze rozporzadzenia, szczegétowy sposob rejestro-
wania przypadkoéw, o ktorych mowa w art. 27 ust. 1 pkt 10, majac na wzgledzie bezpieczenstwo i ochrone danych wyko-
rzystywanych poprzez Krajowy System Informatyczny (KSI).

Art. 29. 1. Centralny organ techniczny KSI, przed uruchomieniem Krajowego Systemu Informatycznego (KSI), jest
obowiazany poinformowaé ministra wlasciwego do spraw wewnetrznych o gotowosci Krajowego Systemu Informatyczne-
go (KSI) do uruchomienia.

2. Minister wlasciwy do spraw wewnetrznych, po uzyskaniu informacji, o ktérej mowa w ust. 1, przeprowadza kon-
trole w zakresie spetniania przez Krajowy System Informatyczny (KSI) wymogdw okreslonych w art. 92 ust. 2 Konwencji
Wykonawczej.

3. Po przeprowadzeniu kontroli, o ktorej mowa w ust. 2, minister wlasciwy do spraw wewnetrznych przedstawia cen-
tralnemu organowi technicznemu KSI pisemna opini¢ w zakresie spetnienia przez Krajowy System Informatyczny (KSI)
wymogow okreslonych wart. 92 ust. 2 Konwencji Wykonawczej, a w przypadku stwierdzenia nieprawidtowosci
w Krajowym Systemie Informatycznym (KSI) przekazuje centralnemu organowi technicznemu KSI zalecenia pokontrolne
w formie pisemne;.

Art. 30. 1. Centralny organ techniczny KSI, przed uruchomieniem Krajowego Systemu Informatycznego (KSI), jest
obowiazany do wystapienia do Generalnego Inspektora Ochrony Danych Osobowych® z wnioskiem o przeprowadzenie
kontroli w zakresie spetniania przez Krajowy System Informatyczny (KSI) wymogdéw okreslonych w art. 36-39 ustawy
z dnia 29 sierpnia 1997 r. o ochronie danych osobowych" oraz w przepisach wydanych na podstawie art. 39a tej ustawy").

2. Wniosek, o ktorym mowa w ust. 1, powinien zawiera¢ opis srodkow technicznych i organizacyjnych okreslonych
w art. 36-39 ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych" oraz informacje o sposobie wypekienia
warunk6w technicznych i organizacyjnych, okre§lonych w przepisach, wydanych na podstawie art. 39a tej ustawy").

3. Centralny organ techniczny KSI obowiazany jest wspolpracowac z Generalnym Inspektorem Ochrony Danych
Osobowych® w celu przeprowadzenia kontroli, o ktérej mowa w ust. 1, w szczeg6lnosci udziela¢ informacji i wyjasnien.

4. W celu wykonania zadaf, o ktérych mowa w ust. 1, Generalny Inspektor Ochrony Danych Osobowych®, zastepca
Generalnego Inspektora lub upowaznieni przez niego pracownicy Biura Generalnego Inspektora Ochrony Danych Oso-
bowych®, maja prawo:

1)  wstepu, w godzinach od 6% do 22", za okazaniem imiennego upowaznienia i legitymacji stuzbowej, do pomieszcze-
nia, w ktorym zlokalizowany jest Krajowy System Informatyczny (KSI) i przeprowadzenia niezbgdnych badan lub
innych czynnosci kontrolnych;

2) zada¢ zlozenia pisemnych lub ustnych wyjasnien oraz wzywac i przestuchiwaé osoby w zakresie niezb¢dnym do usta-
lenia stanu faktycznego;

% Obecnie Urzedu Ochrony Danych Osobowych na podstawie art. 167 ust. 1 ustawy, o ktérej mowa w odnoéniku 1.
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3) wgladu do wszelkich dokumentéw i wszelkich danych majacych bezposredni zwiazek z przedmiotem kontroli oraz
sporzadzania ich kopii;

4) przeprowadzania ogledzin poszczegodlnych elementéw Krajowego Systemu Informatycznego (KSI), w tym urzadzen,
oprogramowania, procedur przetwarzania informacji;

5)  zlecac sporzadzanie ekspertyz i opinii.

5. Generalny Inspektor Ochrony Danych Osobowych® po przeprowadzeniu kontroli, o ktérej mowa w ust. 1, przed-
stawia centralnemu organowi technicznemu KSI pisemng opini¢ w zakresie spetnienia przez Krajowy System Informatycz-
ny (KSI) wymogéw okreslonych w art. 36-39 ustawy z dnia 29 sierpnia 1997 r. 0 ochronie danych osobowych", a takze
w przepisach wydanych na podstawie art. 39a tej ustawy", a w przypadku stwierdzenia nieprawidtowosci w Krajowym
Systemie Informatycznym (KSI) przekazuje centralnemu organowi technicznemu KSI zalecenia pokontrolne w formie
pisemne;j.

Art. 31. 1. W przypadku przedstawienia przez ministra wiasciwego do spraw wewngetrznych lub Generalnego
Inspektora Ochrony Danych Osobowych® zalecen pokontrolnych, centralny organ techniczny KSI ma prawo zgloszenia na
pisSmie umotywowanych zastrzezen co do przekazanych zalecen pokontrolnych, w terminie 7 dni od dnia otrzymania
zalecen pokontrolnych.

2. W razie zgloszenia zastrzezen, o ktorych mowa w ust. 1, odpowiednio minister wtasciwy do spraw wewnetrznych
lub Generalny Inspektor Ochrony Danych Osobowych® moze:

1) uznaé zgloszone zastrzezenia za niezasadne i podtrzymac zalecenia pokontrolne;
2) uwzgledni¢ zgloszone zastrzezenia w czgsci, a w pozostatym zakresie podtrzymac zalecenia pokontrolne;
3) uwzglednié zgloszone zastrzezenia w catosci i wydac pozytywna opinig.

Art. 32. W przypadku niezgloszenia przez centralny organ techniczny KSI zastrzezen, jak rdwniez w przypadku nie-
uwzglednienia zastrzezen przez odpowiednio ministra wlasciwego do spraw wewnetrznych lub Generalnego Inspektora
Ochrony Danych Osobowych”, centralny organ techniczny KSI obowigzany jest wykona¢ zalecenia pokontrolne, a nastep-
nie wystapi¢ z wnioskiem do organu, ktory przedstawit zalecenia pokontrolne, o przeprowadzenie kontroli, o ktérej mowa
w art. 29 ust. 2 lub art. 30 ust. 1.

Art. 33. Uruchomienie Krajowego Systemu Informatycznego (KSI) moze nastgpi¢ pod warunkiem uzyskania pozy-
tywnych opinii, o ktorych mowa w art. 29 ust. 3, art. 30 ust. 5 lub w art. 31 ust. 2 pkt 3.

Art. 34. 1. W przypadku dokonywania jakichkolwiek zmian w Krajowym Systemie Informatycznym (KSI) po jego
uruchomieniu centralny organ techniczny KSI jest obowigzany przed wdrozeniem tych zmian do uzyskania pisemnej opinii
ministra wlasciwego do spraw wewngetrznych w zakresie spetniania przez Krajowy System Informatyczny (KSI) wymogow
okreslonych w art. 4 19 rozporzadzenia (WE) nr 1987/2006 Parlamentu Europejskiego i Rady z dnia 20 grudnia 2006 r.
w sprawie utworzenia, funkcjonowania i uzytkowania Systemu Informacyjnego Schengen drugiej generacji (SIS II) oraz
w art. 4 19 decyzji Rady 2007/533/WSiSW z dnia 12 czerwca 2007 r. w sprawie utworzenia, funkcjonowania i uzytkowa-
nia Systemt;) Informacyjnego Schengen drugiej generacji (SIS 1I), oraz opinii Generalnego Inspektora Ochrony Danych
Osobowych™.

2. W celu wydania opinii minister wlasciwy do spraw wewngtrznych przeprowadza kontrolg w zakresie spelniania
przez Krajowy System Informatyczny (KSI) wymogow, o ktorych mowa w ust. 1.

3. Po przeprowadzeniu kontroli minister wiasciwy do spraw wewnetrznych przedstawia centralnemu organowi tech-
nicznemu KSI pisemng opinig¢, o ktorej mowa w ust. 1, a w przypadku stwierdzenia nieprawidtowosci w Krajowym Syste-
mie Informatycznym (KSI) przekazuje centralnemu organowi technicznemu KSI zalecenia pokontrolne w formie pisemne;.
W przypadku przekazania zalecen pokontrolnych przepis art. 31 stosuje si¢ odpowiednio do centralnego organu technicz-
nego KSI.

4. W przypadku niezgloszenia przez centralny organ techniczny KSI zastrzezen, jak rowniez w przypadku nie-
uwzglednienia zastrzezen przez ministra wtasciwego do spraw wewnetrznych, centralny organ techniczny KSI jest obowig-
zany wykona¢ zalecenia pokontrolne, a nastgpnie wystgpi¢ z wnioskiem do ministra wlasciwego do spraw wewnetrznych
o przeprowadzenie kontroli, o ktérej mowa w ust. 2.

5. Uzyskanie opinii Generalnego Inspektora Ochrony Danych Osobowych®, o ktérej mowa w ust. 1, nastepuje w za-
kresie i w trybie okreslonych w art. 30-32.
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Rozdzial 6
Biuro SIRENE

Art. 35. 1. W ramach struktury Komendy Gtéwnej Policji wyznacza si¢ komodrke organizacyjng bedaca biurem
SIRENE, zapewniajaca w szczegdlnosci wymiang informacji uzupetniajacych w trybie i zgodnie z zasadami okreslonymi
w podreczniku SIRENE, o ktérym mowa w art. 8 ust. 4 rozporzadzenia (WE) nr 1987/2006 Parlamentu Europejskiego
i Rady z dnia 20 grudnia 2006 r. w sprawie utworzenia, funkcjonowania i uzytkowania Systemu Informacyjnego Schengen
drugiej generacji (SIS II) oraz wart. 8 ust. 4 decyzji Rady 2007/533/WSiSW z dnia 12 czerwca 2007 r. w sprawie
utworzenia, funkcjonowania i uzytkowania Systemu Informacyjnego Schengen drugiej generacji (SIS II).

2. Biuro SIRENE, w celu realizacji zadan, posiada bezposredni dostep do Krajowego Systemu Informatycznego (KSI).

Art. 36. Szefa biura SIRENE powotuje i odwotuje Komendant Gtéwny Policji po uzyskaniu zgody ministra wasci-
wego do spraw wewnetrznych.

Art. 37. 1. Organy, o ktorych mowa w rozdziale 2, s3 obowigzane, w zakresie swojego dziatania, do wspotpracy
z biurem SIRENE w celu realizacji jego zadan zwigzanych z udzialem w Systemie Informacyjnym Schengen, w tym do
wymiany informacji uzupetniajacych.

2. Obowiazek, o ktérym mowa w ust. 1, dotyczy w szczegodlnosci bezzwlocznego przekazywania do biura SIRENE,
w zwigzku z dokonaniem poprzez Krajowy System Informatyczny (KSI) wpisu danych SIS, kopii decyzji bedacych pod-
stawa wpisu danych SIS do celéw odmowy wjazdu dotyczacych cudzoziemcéw bedacych cztonkami rodzin obywateli UE
w rozumieniu art. 2 pkt 4 ustawy z dnia 14 lipca 2006 r. o wjezdzie na terytorium Rzeczypospolitej Polskiej, pobycie oraz
wyjezdzie z tego terytorium obywateli panstw cztonkowskich Unii Europejskiej i cztonkéw ich rodzin (Dz. U. z 2017 r.
poz. 900 oraz z 2018 r. poz. 650).

Rozdziat 7
Zmiany w przepisach obowigzujacych

Art. 38—42. (pominigcte)

Rozdziat 8
Przepisy przej$ciowe i koncowe
Art. 43. Centralny organ techniczny KSI jest obowiazany do utworzenia oraz uruchomienia Krajowego Systemu

Informatycznego (KSI) w terminie do dnia 1 wrzesnia 2007 r.

Art. 44. Osoby majace dostep do Krajowego Systemu Informatycznego (KSI) po dniu 1 czerwca 2008 r. muszg by¢
przeszkolone w sposob okreslony w przepisach wydanych na podstawie art. 25 ust. 3, przez osoby posiadajace kwalifikacje
okreslone w tych przepisach.

Art. 45. (pominigty)
Art. 46. Ustawa wchodzi w zycie z dniem ogloszenia”, z tym ze:

1) art. 5-7, art. 13 oraz art. 27 ust. 1 pkt 5-7 stosuje si¢ zgodnie z okreslong przez Komisje Europejska datg rozpoczecia
funkcjonowania Wizowego Systemu Informacyjnego w Rzeczypospolitej Polskiej;

2)  (uchylony)

3) art. 41 wchodzi w zycie z dniem okreslonym w decyzji Rady, zgodnie z art. 3 ust. 2 Aktu dotyczacego warunkow
przystapienia Republiki Czeskiej, Republiki Estonskiej, Republiki Cypryjskiej, Republiki Lotewskiej, Republiki
Litewskiej, Republiki Wegierskiej, Republiki Malty, Rzeczypospolitej Polskiej, Republiki Stowenii i Republiki
Stowackiej oraz dostosowan w Traktatach stanowigcych podstawe Unii Europejskiej z dnia 16 kwietnia 2003 r.
(Dz. U. 22004 r. poz. 864).

" Ustawa zostata ogloszona w dniu 14 wrzesnia 2007 r.
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