Dz.U. 2019 poz. 700

OBWIESZCZENIE
MARSZALKA SEJMU RZECZYPOSPOLITEJ POLSKIEJ

z dnia 4 kwietnia 2019 r.

w sprawie ogloszenia jednolitego tekstu ustawy o informatyzacji dzialalno$ci podmiotéw realizujacych
zadania publiczne

1. Na podstawie art. 16 ust. 1 zdanie pierwsze ustawy z dnia 20 lipca 2000 r. 0 ogtaszaniu aktow normatywnych i nie-

ktorych innych aktow prawnych (Dz. U. z 2017 r. poz. 1523 oraz z 2018 r. poz. 2243) oglasza si¢ w zalaczniku do niniej-
szego obwieszczenia jednolity tekst ustawy z dnia 17 lutego 2005 r. o0 informatyzacji dziatalno$ci podmiotow realizujacych
zadania publiczne (Dz. U. z 2017 r. poz. 570), z uwzglgdnieniem zmian wprowadzonych:

1)
2)

3)

4)

5)

ustawg z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. poz. 1000),

ustawg z dnia 3 lipca 2018 r. — Przepisy wprowadzajace ustawe — Prawo 0 szkolnictwie wyzszym i nauce (Dz. U.
poz. 1669),

ustawa z dnia 5 lipca 2018 r. o zmianie ustawy o ustugach zaufania oraz identyfikacji elektronicznej oraz niektorych
innych ustaw (Dz. U. poz. 1544),

ustawa z dnia 6 grudnia 2018 r. 0 zmianie ustawy o dowodach osobistych oraz niektorych innych ustaw (Dz. U. z 2019
r. poz. 60),

ustawg z dnia 21 lutego 2019 r. o Sieci Badawczej Lukasiewicz (Dz. U. poz. 534)

oraz zmian wynikajacych z przepisow ogloszonych przed dniem 2 kwietnia 2019 r.

1)

2)

3)

2. Podany w zataczniku do niniejszego obwieszczenia tekst jednolity ustawy nie obejmuje:

odnoénikow nr 1 i 2 oraz art. 176 ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. poz. 1000),
ktore stanowia:

Y Niniejsza ustawa stuzy stosowaniu rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia

27 kwietnia 2016 r. w sprawie ochrony o0sob fizycznych w zwigzku z przetwarzaniem danych osobowych
i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (og6lne rozporzadzenie
o0 ochronie danych).

2 Niniejsza ustawa w zakresie swojej regulacji wdraza dyrektywe Parlamentu Europejskiego i Rady (UE) 2016/680
z dnia 27 kwietnia 2016 r. w sprawie ochrony 0sob fizycznych w zwigzku z przetwarzaniem danych osobowych
przez wlasciwe organy do celow zapobiegania przestgpczosci, prowadzenia postgpowan przygotowawczych, wy-
krywania i $cigania czynow zabronionych i wykonywania kar, w sprawie swobodnego przeptywu takich danych
oraz uchylajaca decyzje ramowa Rady 2008/977/WSiSW.”

Art. 176. Ustawa wchodzi w zycie z dniem 25 maja 2018 r.”;

art. 350 ustawy z dnia 3 lipca 2018 r. — Przepisy wprowadzajgce ustawe — Prawo o szkolnictwie wyzszym i nauce
(Dz. U. poz. 1669), ktory stanowi:

,»Art. 350. Ustawa wchodzi w zycie z dniem 1 pazdziernika 2018 r., z wyjatkiem:

1) art. 1 pkt1,art. 42 pkt 2 lit. b oraz art. 334 ust. 2, ktére wchodza w zycie z dniem nastepujacym po dniu oglosze-
nia;

2) art. 19 pkt 3 lit. b w zakresie dodawanego w art. 21 w ust. 1 pkt 39c, art. 120 pkt 1, art. 127 pkt 33-36 i 39 oraz
art. 167, ktore wchodza w zycie z dniem 1 stycznia 2019 r.”;

art. 61-64, art. 67 i art. 69 ustawy z dnia 5 lipca 2018 r. 0 zmianie ustawy o ustugach zaufania oraz identyfikacji
elektronicznej oraz niektorych innych ustaw (Dz. U. poz. 1544), ktore stanowia:



Dziennik Ustaw —-2- Poz. 700

4)

5)

,yJArt. 61. Dotychczasowe przepisy wykonawcze wydane na podstawie art. 20a ust. 3 pkt 1 i 2 ustawy zmienianej
w art. 29 zachowujg moc do dnia wejécia w zycie przepisow wykonawczych wydanych odpowiednio na podstawie
art. 20a ust. 3 pkt 1 iart. 20d pkt 1 ustawy zmienianej w art. 29 w brzmieniu nadanym niniejsza ustawa, jednak nie
dtuzej niz 18 miesigcy od dnia wejscia w zycie niniejszej ustawy.

Art. 62. Profil zaufany ePUAP potwierdzony przed dniem wejscia w zycie niniejszej ustawy, zgodnie z przepi-
sami ustawy zmienianej w art. 29 w brzmieniu dotychczasowym staje si¢ profilem zaufanym w rozumieniu art. 3 pkt 14
ustawy zmienianej w art. 29 w brzmieniu nadanym niniejszg ustawa.

Art. 63. Podpis potwierdzony profilem zaufanym ePUAP w rozumieniu art. 3 pkt 15 ustawy zmienianej w art. 29
w brzmieniu dotychczasowym uznaje si¢ za podpis zaufany w rozumieniu art. 3 pkt 14a ustawy zmienianej w art. 29
W brzmieniu nadanym niniejszg ustawg.

Art. 64. Zgody udzielone przez ministra wlasciwego do spraw informatyzacji na podstawie art. 20c ust. 3 i 8
ustawy zmienianej w art. 29 pozostaja w mocy.”

,Art. 67. Publiczny system identyfikacji, 0 ktorym mowa w art. 20aa ustawy zmienianej w art. 29, notyfikuje Ko-
misji Europejskiej minister wlasciwy do spraw informatyzacji.”

,yArt. 69. Ustawa wchodzi w zycie po uptywie miesigca od dnia ogloszenia, z wyjatkiem:
1) art. 1 pkt 4-7 oraz art. 29 w zakresie art. 20a ust. 1 pkt 2, ktore wchodzg w zycie z dniem 29 wrzeénia 2018 r.;
2) art. 10 pkt 1, art. 16 pkt 1, art. 46 oraz art. 57, ktére wchodza w zycie z dniem 1 stycznia 2020 r.;

3) art. 25, art. 27, art. 33, art. 37, art. 47 oraz art. 52 pkt 1 i 2, ktore wchodza w zycie po uptywie 4 miesi¢ey od dnia
ogloszenia;

4) art. 41 oraz art. 65, ktore wchodzg w zycie z dniem ogloszenia z mocg od dnia 1 lipca 2018 r.;
5) art. 44, ktory wchodzi w zycie z dniem 31 maja 2019 r;

6) art. 66, ktory wchodzi w zycie z dniem nastepujacym po dniu ogloszenia.”;

art. 54 ustawy z dnia 6 grudnia 2018 r. 0 zmianie ustawy o dowodach osobistych oraz niektorych innych ustaw (Dz. U.
z 2019 r. poz. 60), ktory stanowi:

,,Art. 54, Ustawa wchodzi w zycie z dniem 4 marca 2019 r., z wyjatkiem:
1) art. 45 pkt 6, ktory wchodzi w zycie po uptywie 14 dni od dnia ogloszenia;
2)  art. 45 pkt 3, ktory wchodzi w Zycie z dniem 31 maja 2019 r.;
3) art. 23 pkt 3, ktory wchodzi w zycie z dniem 1 czerwca 2019 r.;
4) art. 26 pkt 2 oraz art. 45 pkt 1, 2, 4 1 5, ktore wchodza w zycie z dniem 1 stycznia 2020 r.;

5) art. 91 art. 40 w zakresie wnioskow sktadanych za posrednictwem systemu teleinformatycznego Zaktadu Ubez-
pieczen Spotecznych, ktére wchodza w zycie po uptywie 12 miesigey od dnia ogloszenia.”;

art. 133 ustawy z dnia 21 lutego 2019 r. o Sieci Badawczej Lukasiewicz (Dz. U. poz. 534), ktéry stanowi:

,,Art. 133. Ustawa wchodzi w zycie z dniem 1 kwietnia 2019 r., z wyjatkiem:

1) art. 95, art. 96 pkt 3, 5, 9-11, pkt 14 lit. ¢, pkt 21 lit. a, pkt 25, 26 1 39, art. 111 ust. 2, art. 128 i art. 130, ktore
wchodza w zycie z dniem nastepujacym po dniu ogloszenia;

2) art. 39, art. 41 ust. 1 pkt 1 i ust. 5 pkt 1, art. 74 i art. 84 pkt 1 lit. c tiret drugie, ktore wchodza w zycie z dniem
1 kwietnia 2020 r.”.

Marszalek Sejmu: M. Kuchcinski
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1
2)

3)

4)

5)

6)

7)

8)
9)

Zatacznik do obwieszczenia Marszatka Sejmu Rzeczypospolitej
Polskiej z dnia 4 kwietnia 2019 r. (poz. 700)

USTAWA
z dnia 17 lutego 2005 r.

o informatyzacji dzialalnoSci podmiotéw realizujacych zadania publiczne

Rozdziat 1
Przepisy ogdlne
Art. 1. Ustawa okresla zasady:
dofinansowania projektow informatycznych o publicznym zastosowaniu,

ustalania minimalnych wymagan dla systemoéw teleinformatycznych uzywanych do realizacji zadan publicznych oraz
dla rejestrow publicznych i wymiany informacji w postaci elektronicznej z podmiotami publicznymi oraz ustalania
Krajowych Ram Interoperacyjnosci systemow teleinformatycznych w sposdéb gwarantujacy neutralno$¢ technolo-
giczng i jawnos$¢ uzywanych standardow i specyfikacji,

dostosowania systemow teleinformatycznych uzywanych do realizacji zadan publicznych do minimalnych wymagan
dla systemdw teleinformatycznych uzywanych do realizacji zadan publicznych oraz do Krajowych Ram Interoperacyj-
nosci systemow teleinformatycznych w sposob gwarantujacy neutralno$¢ technologiczng i jawnos¢ uzywanych stan-
dardow i specyfikacji,

dostosowania rejestrow publicznych i wymiany informacji w postaci elektronicznej z podmiotami publicznymi do mi-
nimalnych wymagan dla rejestrow publicznych i wymiany informacji z podmiotami publicznymi oraz do Krajowych
Ram Interoperacyjnosci systemow teleinformatycznych w sposéb gwarantujacy neutralno$¢ technologiczng i jawno$é
uzywanych standardow i specyfikacji,

kontroli projektow informatycznych o publicznym zastosowaniu, systemow teleinformatycznych uzywanych do reali-
zacji zadan publicznych, rejestrow publicznych i wymiany informacji w postaci elektronicznej z podmiotami publicz-
nymi,

wymiany informacji drogg elektroniczng, w tym dokumentow elektronicznych, pomiedzy podmiotami publicznymi
a podmiotami nieb¢dgcymi podmiotami publicznymi,

ustalania i publikacji specyfikacji rozwigzan stosowanych w oprogramowaniu umozliwiajacym laczenie i wymiang in-
formacji, w tym przestanie dokumentow elektronicznych, pomigdzy systemami teleinformatycznymi podmiotéw pu-
blicznych a systemami podmiotow niebedacymi podmiotami publicznymi,

funkcjonowania elektronicznej platformy ustug administracji publicznej, zwanej dalej ,,ePUAP”,

funkcjonowania centralnego repozytorium wzoréw dokumentdéw elektronicznych,

9a)Y funkcjonowania publicznego systemu identyfikacji elektronicznej,

9b)Y $wiadczenia ushugi podpisu zaufanego
10) (uchylony)

—w celu ochrony interesu publicznego, w tym zachowania przez Panstwo mozliwo$ci swobody wyboru technologii w pro-
cesach informatyzacji realizacji zadan publicznych.

Art. 2. 1. Z zastrzezeniem ust. 2—4, przepisy ustawy stosuje si¢ do realizujacych zadania publiczne okres§lone przez

ustawy:

1) organow administracji rzadowej, organow kontroli panstwowej i ochrony prawa, sadow, jednostek organizacyjnych
prokuratury, a takze jednostek samorzadu terytorialnego i ich organéw,

2)  jednostek budzetowych i samorzagdowych zaktadow budzetowych,

3) funduszy celowych,

4) samodzielnych publicznych zaktadow opieki zdrowotnej oraz spotek wykonujgcych dziatalno$é lecznicza w rozumie-
niu przepisOw o dzialalnosci lecznicze;j,

5)  Zaktadu Ubezpieczen Spotecznych, Kasy Rolniczego Ubezpieczenia Spotecznego,

)

Dodany przez art. 29 pkt 1 ustawy z dnia 5 lipca 2018 r. o zmianie ustawy o ustugach zaufania oraz identyfikacji elektronicznej oraz
niektorych innych ustaw (Dz. U. poz. 1544), ktéra weszta w zycie z dniem 11 wrze$nia 2018 r.
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6) Narodowego Funduszu Zdrowia,

7) panstwowych lub samorzadowych 0sob prawnych utworzonych na podstawie odrebnych ustaw w celu realizacji zadan
publicznych,

8)? uczelni,

9)? federacji podmiotéw systemu szkolnictwa wyzszego i nauki,

9a)? instytutow badawczych,

9b)? instytutéw dziatajacych w ramach Sieci Badawczej Lukasiewicz,
9¢)? jednostek organizacyjnych tworzonych przez Polska Akademie Nauk,
10)? Polskiej Komisji Akredytacyijnej,

11)? Rady Doskonato$ci Naukowej

—zwanych dalej ,,podmiotami publicznymi”.

2. Przepis art. 13 ust. 2 pkt 1 stosuje si¢ rowniez do podmiotu, ktéremu podmiot publiczny powierzyt lub zlecit reali-
zacje zadania publicznego, jezeli w zwiagzku z realizacja tego zadania istnieje obowigzek przekazywania informacji do lub
od podmiotéw niebedacych organami administracji rzadowe;j.

3. Przepis6w ustawy nie stosuje si¢ do przedsigbiorstw panstwowych, spotek handlowych, stuzb specjalnych w rozu-
mieniu art. 11 ustawy z dnia 24 maja 2002 r. 0 Agencji Bezpieczenstwa Wewnetrznego oraz Agencji Wywiadu (Dz. U.
z 2018 r. poz. 2387, 2245 i 2399 oraz z 2019 r. poz. 53 i 125), Kancelarii Sejmu, Kancelarii Senatu, Kancelarii Prezydenta
Rzeczypospolitej Polskiej oraz Narodowego Banku Polskiego, z wyjatkiem art. 13 ust. 2 pkt 1, gdy w zwiazku z realizacja
zadan przez te podmioty istnieje obowigzek przekazywania informacji do i od podmiotéw niebedacych organami admini-
stracji rzadowej, oraz z wyjatkiem art. 13a, art. 19¢ i art. 19d.

4.9 Przepisow rozdziatu 4 nie stosuje si¢ do instytutéw badawczych, Centrum ELukasiewicz, instytutéw dziatajacych
w ramach Sieci Badawczej Lukasiewicz, uczelni, federacji podmiotéw systemu szkolnictwa wyzszego i nauki, Polskiej Aka-
demii Nauk i tworzonych przez nia jednostek organizacyjnych, Polskiej Komisji Akredytacyjnej, Rady Doskonatosci Nau-
kowej, Rzecznika Praw Obywatelskich, Trybunatu Konstytucyjnego, Sadu Najwyzszego, sadow administracyjnych, Naj-
wyzszej [zby Kontroli, Krajowej Rady Radiofonii i Telewizji, Krajowego Biura Wyborczego, Instytutu Pami¢ci Narodowe;j
— Komisji Scigania Zbrodni przeciwko Narodowi Polskiemu, Prezesa Urzedu Ochrony Danych Osobowych, Komisji Nad-
zoru Finansowego oraz Generalnego Inspektora Informacji Finansowej.

Art. 3. Uzyte w ustawie okreslenia oznaczaja:

1) informatyczny nos$nik danych — materiat lub urzadzenie stuzace do zapisywania, przechowywania i odczytywania da-
nych w postaci cyfrowej;

2) dokument elektroniczny — stanowigcy odrebng cato$¢ znaczeniowa zbior danych uporzadkowanych w okreslonej struk-
turze wewnetrznej i zapisany na informatycznym nos$niku danych;

3) system teleinformatyczny — zespo6t wspolpracujacych ze soba urzadzen informatycznych i oprogramowania zapewnia-
jacy przetwarzanie, przechowywanie, a takze wysytanie i odbieranie danych przez sieci telekomunikacyjne za pomoca
wiasciwego dla danego rodzaju sieci telekomunikacyjnego urzadzenia koncowego w rozumieniu przepisOw ustawy
z dnia 16 lipca 2004 r. — Prawo telekomunikacyjne (Dz. U. z 2018 r. poz. 1954, 2245 i 2354);

4)  érodki komunikacji elektronicznej — $rodki komunikacji elektronicznej w rozumieniu art. 2 pkt 5 ustawy z dnia 18 lipca
2002 r. 0 $wiadczeniu ustug droga elektroniczng (Dz. U. z 2019 r. poz. 123);

5)  rejestr publiczny — rejestr, ewidencje¢, wykaz, liste, spis albo inng forme ewidencji, stuzace do realizacji zadan publicz-
nych, prowadzone przez podmiot publiczny na podstawie odrebnych przepisdw ustawowych;

6) projekt informatyczny o publicznym zastosowaniu — okre§lony w dokumentacji zesp6t czynnosci organizacyjnych
i technicznych majacych na celu zbudowanie, rozbudowanie lub unowoczesénienie systemu teleinformatycznego uzy-
wanego do realizacji zadan publicznych, zapewnienie utrzymania tego systemu lub opracowanie procedur realizowania
zadan publicznych drogg elektroniczna;

2 Dodany przez art. 91 pkt 1 lit. a ustawy z dnia 3 lipca 2018 r. — Przepisy wprowadzajace ustawe — Prawo o szkolnictwie wyzszym
i nauce (Dz. U. poz. 1669), ktora weszta w zycie z dniem 1 pazdziernika 2018 r.

3  Dodany przez art. 78 pkt 1 ustawy z dnia 21 lutego 2019 r. o Sieci Badawczej Lukasiewicz (Dz. U. poz. 534), ktora weszta w Zycie z
dniem 1 kwietnia 2019 r.

4 W brzmieniu ustalonym przez art. 78 pkt 2 ustawy, o ktorej mowa w odnosniku 3.
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7)

8)

9)

10)

11)

12)

13)

ponadsektorowy projekt informatyczny — projekt informatyczny o publicznym zastosowaniu, ktérego zakres przed-
miotowy dotyczy spraw nalezacych do wlasciwosci wigcej niz jednego dziatu administracji rzadowe;;

sektorowy projekt informatyczny — projekt informatyczny o publicznym zastosowaniu, ktorego zakres przedmiotowy
dotyczy spraw nalezacych do wiasciwosci jednego dzialu administracji rzadowej;

minimalne wymagania dla systemow teleinformatycznych — zesp6t wymagan organizacyjnych i technicznych, ktérych
spetnienie przez system teleinformatyczny uzywany do realizacji zadan publicznych umozliwia wymiane danych z in-
nymi systemami teleinformatycznymi uzywanymi do realizacji zadan publicznych oraz zapewnia dostep do zasobow
informacji udostepnianych za pomoca tych systeméw;

minimalne wymagania dla rejestrow publicznych i wymiany informacji w postaci elektronicznej — zesp6t cech infor-
macyjnych, w tym identyfikatoréw oraz odpowiadajacych im charakterystyk elementow strukturalnych przekazu
informacji, takich jak zawarto$ci pola danych, shuzgcych do zapewnienia spojnosci prowadzenia rejestrow publicznych
oraz wymiany informacji w postaci elektronicznej z podmiotami publicznymi;

oprogramowanie interfejsowe — oprogramowanie umozliwiajace taczenie i wymian¢ danych w komunikacji pomiedzy
systemami teleinformatycznymi;

testy akceptacyjne — udokumentowane warto$ci danych wejsciowych wprowadzanych do systemu teleinformatycznego
i powigzanych z nimi warto$ci oczekiwanych danych wyjsciowych, opisujace zestawy poprawnych odpowiedzi sys-
temu teleinformatycznego na podawane dane wej$ciowe, pozwalajace na sprawdzenie poprawnosci wdrozenia opro-
gramowania interfejsowego;

elektroniczna platforma ustug administracji publicznej — system teleinformatyczny, w ktérym instytucje publiczne udo-
stepniaja ustugi przez pojedynczy punkt dostepowy w Sieci Internet;

14) profil zaufany — srodek identyfikacji elektronicznej zawierajacy zestaw danych identyfikujacych i opisujacych osobe

fizyczna, ktdry zostal wydany w sposob, o ktorym mowa w art. 20c;

14a)® podpis zaufany — podpis elektroniczny, ktérego autentyczno$¢ i integralnos¢ sg zapewniane przy uzyciu pieczeci elek-

tronicznej ministra wlasciwego do spraw informatyzacji, zawierajacy:

a) dane identyfikujace osobe, ustalone na podstawie $rodka identyfikacji elektronicznej wydanego w systemie, o kto-
rym mowa w art. 20aa pkt 1, obejmujace:

— imi¢ (imiona),
— nazwisko,
— numer PESEL,
b) identyfikator $rodka identyfikacji elektronicznej, przy uzyciu ktorego zostat ztozony,

C) czas jego zlozenia;

14b)" profil osobisty — $rodek identyfikacji elektronicznej, o ktérym mowa w art. 2 ust. 1 pkt 10 ustawy z dnia 6 sierpnia

15)
16)
17)

18)

2010 r. o dowodach osobistych (Dz. U. z 2017 r. poz. 1464, z 2018 r. poz. 730 oraz z 2019 r. poz. 53 i 60);
(uchylony)®

(uchylony)

elektroniczna skrzynka podawcza — dostepny publicznie srodek komunikacji elektronicznej stuzacy do przekazywania

dokumentu elektronicznego do podmiotu publicznego przy wykorzystaniu powszechnie dostepnego systemu teleinfor-
matycznego;

interoperacyjnos¢ — zdolno$¢ réznych podmiotéw oraz uzywanych przez nie systeméw teleinformatycznych i rejestrow
publicznych do wspotdziatania na rzecz osiggniecia wzajemnie korzystnych i uzgodnionych celow, z uwzglednieniem
wspotdzielenia informacji i wiedzy przez wspierane przez nie procesy biznesowe realizowane za pomoca wymiany
danych za posrednictwem wykorzystywanych przez te podmioty systemow teleinformatycznych;

5)
6)
7)

8)

W brzmieniu ustalonym przez art. 29 pkt 2 lit. a ustawy, o ktoérej mowa w odnosniku 1.

Dodany przez art. 29 pkt 2 lit. b ustawy, o ktorej mowa w odno$niku 1.

Dodany przez art. 23 pkt 1 ustawy z dnia 6 grudnia 2018 r. 0 zmianie ustawy o dowodach osobistych oraz niektorych innych ustaw
(Dz. U. 22019 r. poz. 60), ktora weszta w zycie z dniem 4 marca 2019 r.

Przez art. 29 pkt 2 lit. ¢ ustawy, o ktérej mowa w odnosniku 1.
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19)

20)

21)

22)
23)

24)

neutralno$¢ technologiczna — zasada rownego traktowania przez wladze publiczne technologii teleinformatycznych
i tworzenia warunkow do ich uczciwej konkurencji, w tym zapobiegania mozliwosci eliminacji technologii konkuren-
cyjnych przy rozbudowie i modyfikacji eksploatowanych systeméw teleinformatycznych lub przy tworzeniu konku-
rencyjnych produktow i rozwiazan;

urzgdowe poswiadczenie odbioru — dane elektroniczne powigzane z dokumentem elektronicznym dor¢czonym pod-
miotowi publicznemu lub przez niego dorgczanym w sposob zapewniajacy rozpoznawalnos¢ pozniejszych zmian do-
konanych w tych danych, okreslajace:

a) petna nazwe podmiotu publicznego, ktéremu dorgczono dokument elektroniczny lub ktoéry dorgeza dokument,

b) date i godzing wprowadzenia albo przeniesienia dokumentu elektronicznego do systemu teleinformatycznego pod-
miotu publicznego — w odniesieniu do dokumentu dorgczanego podmiotowi publicznemu,

c) date i godzing podpisania urzedowego poswiadczenia odbioru przez adresata z uzyciem mechanizméw, o ktorych
mowa w art. 20a ust. 1 albo 2 — w odniesieniu do dokumentu dorgczanego przez podmiot publiczny,

d) date i godzing wytworzenia urzedowego poswiadczenia odbioru;

Krajowe Ramy Interoperacyjnoséci — zestaw wymagan semantycznych, organizacyjnych oraz technologicznych doty-
czacych interoperacyjnosci systemow teleinformatycznych i rejestrow publicznych;

uzytkownik — osobe fizyczng korzystajaca z systemow teleinformatycznych;

katalog ustug — rejestr, udostgpniony na elektronicznej platformie ustug administracji publicznej, zawierajacy informa-
cje 0 ustugach udostepnianych przez podmioty publiczne;

wz6r dokumentu elektronicznego — zbior danych okreslajacych zestaw, sposdb oznaczania oraz wymagalnos$¢ elemen-
tow tresci i metadanych dokumentu elektronicznego, a takze mogacych okresla¢ sposob zapisu danych dla wskazanych
elementow oraz kolejno$¢ i sposob wyswietlania na ekranie lub drukowania poszczegdlnych elementow (wizualizacji);

25)% formularz elektroniczny — oprogramowanie stuzace do przygotowania i wygenerowania dokumentu elektronicznego

26)

27)

zgodnego z odpowiadajacym mu wzorem dokumentu elektronicznego, mogace stanowié¢ cz¢$¢ ustugi udostepnionej na
ePUAP lub w innym systemie teleinformatycznym:;

9 zakres uzytkowy dokumentu elektronicznego — dane zawarte w dokumencie elektronicznym niezbedne do zatatwienia
okreslonego rodzaju spraw za posrednictwem ustugi udostepnionej na ePUAP lub w innym systemie teleinformatycz-
nym;

autoryzacja — przydzielenie osobie fizycznej lub prawnej, uprawnien w systemie teleinformatycznym po jej pozytyw-
nym uwierzytelnieniu lub potwierdzenie woli realizacji czynno$ci w postaci elektronicznej przez uwierzytelnionego
uzytkownika za pomocg dodatkowych danych.

Art. 4. Przepisy ustawy nie naruszaja:

1)!9 przepiséw o ochronie danych osobowych;

2)

3)

4)

ustawy z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych (Dz. U. z 2018 r. poz. 412, 650, 1000, 1083 i 1669
oraz z 2019 r. poz. 125);

obowiazkow wynikajacych z potrzeby wspolpracy z systemami teleinformatycznymi i rejestrami organéw innych pan-
stw lub organizacji miedzynarodowych;

obowigzkow wynikajacych z uméw migdzynarodowych, jak réwniez umoéw o cztonkostwo w instytucjach migdzyna-
rodowych, w przypadku gdy prawo danego podmiotu do cztonkostwa w instytucjach migdzynarodowych zostato za-
gwarantowane aktem prawnym o mocy ustawy.

Rozdziat 2
Projekty informatyczne o publicznym zastosowaniu

Art. 5. (uchylony)
Art. 6. (uchylony)

9
10)

W brzmieniu ustalonym przez art. 29 pkt 2 lit. d ustawy, o ktérej mowa w odnosniku 1.
W brzmieniu ustalonym przez art. 131 pkt 2 ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. poz. 1000), ktora
weszta w zycie z dniem 25 maja 2018 r.
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Art. 7. (uchylony)
Art. 8. (uchylony)
Art. 9. (uchylony)
Art. 10. (uchylony)
Art. 11. (uchylony)
Art. 12. (uchylony)
Art. 12a. (uchylony)

Art. 12b. Rada Ministrow, na wniosek ministra wlasciwego do spraw informatyzacji, przyjmuje, w drodze uchwaty,
Program Zintegrowanej Informatyzacji Panstwa stanowigcy program rozwoju w rozumieniu art. 15 ust. 4 pkt 2 ustawy
z dnia 6 grudnia 2006 r. o zasadach prowadzenia polityki rozwoju (Dz. U. z 2018 r. poz. 1307 i 1669).

Art. 12c. 1. Minister wlasciwy do spraw informatyzacji co najmniej raz w roku przeprowadza konkurs na dofinanso-
wanie projektow informatycznych o publicznym zastosowaniu lub przedsigwzie¢ wspierajacych rozwdj spoteczenstwa in-
formacyjnego, zwany dalej ,,konkursem”.

2. Minister wlasciwy do spraw informatyzacji publikuje ogloszenie o konkursie w Biuletynie Informacji Publicznej na
stronie podmiotowej ministra.

3. Ogtoszenie o konkursie okresla co najmnie;j:
1) przedmiot konkursu;
2) podmioty publiczne mogace ubiegac si¢ o dofinansowanie;
3)  warunki udziatu w konkursie;
4)  kryteria oceny wniosku o dofinansowanie;
5) termin i warunki realizacji projektu lub przedsigwziecia;
6) wysoko$¢ srodkow finansowych przeznaczonych na realizacje konkursu;
7)  termin sktadania wnioskow o dofinansowanie.

4. Podmioty publiczne mogace ubiega¢ si¢ o dofinansowanie sktadaja wniosek o dofinansowanie do ministra wtasci-
wego do spraw informatyzaciji.

Art. 12d. 1. Minister whasciwy do spraw informatyzacji rozstrzyga konkurs na podstawie oceny wnioskéw dokonane;j
przez komisj¢ konkursowa oraz ogltasza wyniki konkursu.

2. Minister wlasciwy do spraw informatyzacji, w drodze zarzadzenia, powotuje komisje konkursows, a takze okresla
jej sktad, tryb pracy oraz zakres zadan.

3. Datg ogtoszenia wynikow konkursu jest data ich zamieszczenia w Biuletynie Informacji Publicznej na stronie pod-
miotowej ministra wlasciwego do spraw informatyzacji.

Art. 12e. 1. Wnioskodawca moze ztozy¢ do ministra whasciwego do spraw informatyzacji odwotanie od wyniku kon-
kursu, w terminie 7 dni od dnia ogtoszenia wyniku konkursu.

2. Odwotanie wniesione po terminie nie podlega rozpatrzeniu. O zachowaniu terminu decyduje data wptywu odwotania
do urzedu obstugujacego ministra wtasciwego do spraw informatyzaciji.

3. Minister wlasciwy do spraw informatyzacji rozpatruje odwotanie w terminie 14 dni od dnia jego wptywu do urzedu
obstugujacego tego ministra.

Art. 12f. 1. Srodki finansowe na dofinansowanie projektow i przedsiewzie¢, o ktorych mowa w art. 12c ust. 1, sg prze-
kazywane podmiotowi, ktorego wniosek o dofinansowanie zostat wytoniony w drodze konkursu, w formie dotacji celowej,
na podstawie umowy zawartej migdzy ministrem wtasciwym do spraw informatyzacji a tym podmiotem.

2. Umowa o dofinansowanie nie moze zosta¢ zawarta przed uptywem terminu, o ktdrym mowa w art. 12e ust. 1,
a w przypadku wniesienia odwotania od wyniku konkursu — do czasu rozpatrzenia odwotania.

Art. 129. 1. Minister wlasciwy do spraw informatyzacji uniewaznia konkurs, jezeli:

1) wterminie wskazanym w ogtoszeniu o konkursie nie ztozono zadnego wniosku o dofinansowanie;
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2)  zaden ze ztozonych wnioskéw o dofinansowanie nie spetnia warunkow okreslonych w ogloszeniu o konkursie.

2. Informacje o uniewaznieniu konkursu minister wlasciwy do spraw informatyzacji zamieszcza w Biuletynie Infor-
macji Publicznej na stronie podmiotowej ministra.

Art. 12h. 1. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:

1) tryb przeprowadzania konkursu oraz kryteria, sposob i tryb przeznaczania oraz rozliczania $rodkow finansowych na
dofinansowanie projektow i przedsiewzie¢, o ktorych mowa w art. 12¢ ust. 1, w tym:

a) sposob oceny wnioskéw o dofinansowanie projektow i przedsigwziec,

b) sposob oceny realizacji projektow i przedsiewzie¢, zgodnie z warunkami okreslonymi w umowie, 0 ktérej mowa
w art. 12f ust. 1;

2)  wz6r wniosku o dofinansowanie;

3)  wzbr raportu rocznego z przebiegu realizacji projektow i przedsigwzieé oraz rozliczenia przyznanych $rodkow finan-

sowych;

4)  wzor raportu koncowego z przebiegu realizacji projektéw i przedsigwzie¢ oraz rozliczenia przyznanych $rodkoéw fi-
nansowych.

2. Minister wtasciwy do spraw informatyzacji, wydajac rozporzadzenie, o ktérym mowa w ust. 1, uwzgledni:
1) mozliwo$¢ elektronicznego sktadania wnioskow o dofinansowanie;
2) potrzebe dokonania oceny wnioskow o dofinansowanie za pomocg zobiektywizowanych kryteriow;
3) potrzebe dokonania oceny realizacji projektow i przedsiewzie¢ na podstawie raportdw rocznych i raportu koncowego;

4)  konieczno$¢ ujednolicenia sktadanych wnioskow o dofinansowanie oraz raportow rocznych i koncowych.

Rozdziat 3

Systemy teleinformatyczne uzywane do realizacji zadan publicznych, rejestry publiczne
oraz wymiana informacji w postaci elektronicznej miedzy podmiotami publicznymi

Art. 13. 1. Podmiot publiczny uzywa do realizacji zadan publicznych systemow teleinformatycznych spetniajacych
minimalne wymagania dla systeméw teleinformatycznych oraz zapewniajacych interoperacyjno$¢ systemow na zasadach
okreslonych w Krajowych Ramach Interoperacyjnosci.

1a. Postanowienia ust. 1 nie stosuje si¢ do systemow teleinformatycznych uzywanych do celow naukowych i dydak-
tycznych.

2. Podmiot publiczny realizujacy zadania publiczne przy wykorzystaniu systemu teleinformatycznego albo z uzyciem
srodkéw komunikacji elektronicznej do przekazywania danych pomigdzy tym podmiotem a podmiotem niebgedacym orga-
nem administracji rzadowe;j:

1) zapewnia, aby system teleinformatyczny stuzacy do wymiany danych pomigdzy tym podmiotem a podmiotami niebe-
dacymi organami administracji rzadowej, poza minimalnymi wymaganiami, o ktérych mowa w ust. 1, speiniat
wymog rownego traktowania rozwigzan informatycznych;

2)  publikuje w Biuletynie Informacji Publicznej lub udostepnia w inny sposob:

a) zestawienie stosowanych w oprogramowaniu interfejsowym systemu teleinformatycznego uzywanego przez ten
podmiot do realizacji zadan publicznych struktur dokumentow elektronicznych, formatow danych oraz protokotéw
komunikacyjnych i szyfrujacych,

b) testy akceptacyjne, z zastrzezeniem ust. 4.

3. Rozwiazania, o ktorych mowa w ust. 2 pkt 2 lit. a, nie moga wykracza¢ poza zakres minimalnych wymagan dla
systemow teleinformatycznych.

4. Podmiot publiczny moze nie udostgpnia¢ testow akceptacyjnych, jezeli w oprogramowaniu interfejsowym maja by¢
stosowane wylacznie formaty danych oraz protokoty komunikacyjne i szyfrujace okreslone w przepisach wydanych na pod-
stawie art. 18 pkt 1.

Art. 13a.*V Podmioty publiczne, o ktérych mowa w art. 2 ust. 1, stuzby specjalne w rozumieniu art. 11 ustawy z dnia
24 maja 2002 r. 0 Agencji Bezpieczenstwa Wewnetrznego oraz Agencji Wywiadu, Kancelaria Sejmu, Kancelaria Senatu,

1) W brzmieniu ustalonym przez art. 29 pkt 3 ustawy, o ktérej mowa w odnosniku 1.
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Kancelaria Prezydenta Rzeczypospolitej Polskiej, Narodowy Bank Polski, agencje wykonawcze w rozumieniu art. 18
ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych (Dz. U. z 2017 r. poz. 2077, z p6zn. zm.*?) oraz podmioty, 0 kto-
rych mowa w art. 2 ust. 4, niewskazane wprost w art. 2 ust. 1, uprawnione do wykonywania praw majatkowych do programu
komputerowego stworzonego przez pracownikow w ramach wykonywania obowigzkow ze stosunku pracy §wiadczonej na
rzecz tych podmiotow, moga umozliwi¢ sobie wzajemnie nicodptatne korzystanie z tego programu komputerowego.

Art. 14. 1. Podmiot publiczny prowadzacy rejestr publiczny jest obowigzany:

1) prowadzi¢ ten rejestr w sposob zapewniajgcy spelnianie minimalnych wymagan dla systemow teleinformatycznych,
w przypadku gdy ten rejestr dziata przy uzyciu systemow teleinformatycznych;

2) prowadzi¢ ten rejestr zgodnie z minimalnymi wymaganiami dla rejestréw publicznych i wymiany informacji w postaci
elektronicznej;

3) umozliwi¢ dostarczanie informacji do tego rejestru oraz udostepnianie informacji z tego rejestru drogg elektroniczna,
w przypadku gdy ten rejestr dziata przy uzyciu systemow teleinformatycznych.

2. Organ administracji rzadowej zapewnia dzialanie rejestru publicznego, uzywajac systemow teleinformatycznych.

Art. 15. 1. Podmiot prowadzacy rejestr publiczny zapewnia podmiotowi publicznemu albo podmiotowi niebedacemu
podmiotem publicznym, realizujgcym zadania publiczne na podstawie odrebnych przepisow albo na skutek powierzenia lub
zlecenia przez podmiot publiczny ich realizacji, nieodptatny dostep do danych zgromadzonych w prowadzonym rejestrze,
w zakresie niezbednym do realizacji tych zadan.

2. Dane, o ktérych mowa w ust. 1, powinny by¢ udostepniane za pomoca $rodkoéw komunikacji elektronicznej i moga
by¢ wykorzystane wyltacznie do realizacji zadan publicznych.

3. Rada Ministrow okresli, w drodze rozporzadzenia, sposob, zakres i tryb udostepniania danych, o ktérych mowa
w ust. 1, majac na uwadze potrzebe usprawnienia realizacji zadan publicznych, zapewnienia szybkiego i bezpiecznego do-
stepu do danych oraz zabezpieczenia wykorzystania danych do celéw realizacji zadan publicznych.

4. Przekazanie przez podmiot prowadzacy rejestr publiczny danych z rejestru do ich ponownego wykorzystywania
W celu innym niz realizacja zadania publicznego nast¢puje na zasadach okreslonych w ustawie z dnia 25 lutego 2016 r.
0 ponownym wykorzystywaniu informacji sektora publicznego (Dz. U. z 2018 r. poz. 1243 i 1669).

Art. 15a.'® 1. Podmiot publiczny moze udostepnié dane gromadzone w prowadzonym rejestrze publicznym lub w sys-
temie teleinformatycznym innemu podmiotowi publicznemu lub podmiotowi, o ktorym mowa w art. 19c ust. 1, z uwzgled-
nieniem zasad przewidzianych w przepisach szczegdlnych dotyczacych odpowiednio tego rejestru  lub
danych gromadzonych w tym systemie teleinformatycznym, wytgcznie na potrzeby ustugi online, ktora jest §wiadczona na
rzecz osoby albo podmiotu przy uzyciu systemu teleinformatycznego.

2. Udostepnienie danych, 0 ktorych mowa w ust. 1, nastepuje na kazdorazowy wniosek osoby albo podmiotu, na rzecz
ktorych $wiadczona jest ustuga online i ktdrych te dane dotycza, po ich uwierzytelnieniu w sposob, o ktorym mowa
w art. 20a ust. 1. Osobie lub podmiotowi, ktorych dane sa udostgpniane, zapewnia si¢ wglad do udostgpnionych danych.

3. Jezeli podmiot $wiadczacy ustuge online, o ktorej mowa w ust. 1, posiada dostep do danych osoby albo podmiotu,
na rzecz ktorych $wiadczona jest ustuga online, zgromadzonych w rejestrze publicznym lub systemie teleinformatycznym
wynikajacy:

1) zjawnosci tych danych lub
2)  zprzepisow szczegolnych uprawniajacych ten podmiot do dostepu do tych danych

—a dostep ten moze by¢ realizowany w sposob, o ktérym mowa w ust. 4, udostepnienie tych danych jest realizowane bez
koniecznosci sktadania wniosku.

4. Udostegpnienie danych, o ktorych mowa w ust. 1, nastgpuje za posrednictwem uslug sieciowych migdzy systemem
teleinformatycznym, z ktérego udostepniane sg dane, a systemem teleinformatycznym, przy uzyciu ktérego $wiadczona jest
ustuga online.

5. Warunki udostepniania danych, o ktérych mowa w ust. 1, okresla si¢ w porozumieniu, z uwzglednieniem przepisow
szczegblnych regulujacych funkcjonowanie rejestrow lub systemow teleinformatycznych, z ktoérych wnioskowane dane po-
chodza.

12 Zmiany tekstu jednolitego wymienionej ustawy zostaty ogtoszone w Dz. U. z 2018 r. poz. 62, 1000, 1366, 1669, 1693, 2245, 2354
i 2500 oraz z 2019 r. poz. 303, 326 i 534.
13) Dodany przez art. 29 pkt 4 ustawy, o ktérej mowa w odnosniku 1.
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6. Udostepnienie ustug sieciowych, o ktorych mowa w ust. 4, nastgpuje w terminie okre§lonym w porozumieniu, nie
dhuzszym jednak niz 12 miesigcy od zawarcia tego porozumienia.

7. Udostgpniane dane, o ktérych mowa w ust. 1, sg wykorzystywane wytacznie do realizacji ustugi online $wiadczonej
na rzecz osoby albo podmiotu, o ktérych mowa w ust. 2, w celu:

1) uzupehnienia zakresu uzytkowego dokumentu elektronicznego wymaganego w zwiazku ze $wiadczong ustuga online;

2) potwierdzenia faktow lub stanu prawnego wymaganego w zwigzku ze $wiadczong ustugg online.

Art. 16. 1. Podmiot publiczny, organizujac przetwarzanie danych w systemie teleinformatycznym, jest obowigzany
zapewni¢ mozliwo$¢ przekazywania danych rowniez w postaci elektronicznej przez wymiang dokumentow elektronicznych
zwigzanych z zatatwianiem spraw nalezacych do jego zakresu dzialania, wykorzystujac informatyczne noéniki danych lub
srodki komunikacji elektroniczne;j.

la. Podmiot publiczny udostepnia elektroniczng skrzynke podawcza, spetniajaca standardy okreslone i opublikowane
na ePUAP przez ministra wlasciwego do spraw informatyzacji, oraz zapewnia jej obstuge.

1b. Podmiot publiczny, w terminie 7 dni od dnia udostepnienia elektronicznej skrzynki podawczej, przekazuje mini-
strowi wlasciwemu do spraw informatyzacji informacje o jej adresie.

2. Podmiot publiczny, o ktorym mowa w ust. 1, jest obowigzany prowadzi¢ wymiang informacji w postaci elektronicz-
nej:
1) z wykorzystaniem systemow teleinformatycznych, spetniajacych minimalne wymagania dla systemow teleinforma-
tycznych;
2)  zgodnie z minimalnymi wymaganiami dla rejestrow publicznych i wymiany informacji w postaci elektronicznej.
3. Prezes Rady Ministrow okresli, w drodze rozporzadzenia:

1) warunki organizacyjno-techniczne dorgczania dokumentéw elektronicznych, w tym reguly tworzenia elektroniczne;j
skrzynki podawczej,

2) formg urzgdowego poswiadczania odbioru dokumentow elektronicznych przez adresatow,
3)  sposob sporzadzania i dorgczania dokumentow elektronicznych,

4)  sposob udostgpniania kopii dokumentow elektronicznych oraz warunki bezpieczenstwa udostgpniania formularzy
i wzoréw dokumentow

— uwzgledniajac minimalne wymagania dla rejestrow publicznych i wymiany danych w postaci elektronicznej oraz potrzebe
usprawnienia i ujednolicenia obiegu dokumentéw mi¢dzy podmiotami publicznymi.

Art. 16a. 1. W przypadku gdy w przepisach prawa zostat wskazany organ wiasciwy do okreslenia wzoru dokumentu,
jezeli przepisy te nie wykluczajg przesytania dokumentow drogg elektroniczng, organ ten:

1) przekazuje ministrowi wlasciwemu do spraw informatyzacji wzor dokumentu elektronicznego w celu umieszczenia go
W centralnym repozytorium wzoréw dokumentéw elektronicznych, o ktérym mowa w art. 19b ust. 1;

2) przekazuje ministrowi wtasciwemu do spraw informatyzacji opis ustugi mozliwej do zrealizowania przy wykorzystaniu
wzoru dokumentu elektronicznego w celu zamieszczenia go w katalogu ustug;

3) udostepnia na ePUAP lub w innym systemie teleinformatycznym formularz elektroniczny umozliwiajacy wygenero-
wanie dokumentu elektronicznego w celu ztozenia go za pomoca $rodkéw komunikacji elektronicznej.

2. Czynnosci, o ktorych mowa w ust. 1, organ realizuje w terminie 3 miesi¢cy od dnia wejscia w zycie przepisow okre-
$lajacych wzor dokumentu.

3.1 Formularz elektroniczny udostepniony na ePUAP lub w innym systemie teleinformatycznym, ktérego funkcjono-
wanie zapewnia minister wtasciwy do spraw informatyzacji, spetnia standardy okreslone dla formularzy elektronicznych
przez ministra wlasciwego do spraw informatyzacji, opublikowane w Biuletynie Informacji Publicznej na jego stronie pod-
miotowej.

4 W przypadku gdy formularz elektroniczny nie spetnia standardow, o ktérych mowa w ust. 3, minister wasciwy
do spraw informatyzacji moze wezwaé organ do dostosowania, we wskazanym terminie, formularza elektronicznego do
tych standardow.

14) W brzmieniu ustalonym przez art. 29 pkt 5 lit. a ustawy, o ktorej mowa w odnosniku 1.
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5.1 W przypadku niedostosowania we wskazanym terminie formularza elektronicznego do standardow, o ktérych
mowa W ust. 3, minister wlasciwy do spraw informatyzacji moze usuna¢ formularz elektroniczny z systemu albo po zasigg-
nigciu opinii organu, ktéry udostepnit formularz elektroniczny, dokona¢ jego modyfikacji.

6.1 W celu poprawienia funkcjonalnosci ustugi minister wkasciwy do spraw informatyzacji moze, po zasiggnigciu
opinii organu wiasciwego do okreslenia wzoru dokumentu oraz w uzasadnionych przypadkach organow, w ktorych wihasci-
wosci pozostajg sprawy zwigzane z okres§lonym w tym wzorze zakresem uzytkowym dokumentu elektronicznego, udostep-
ni¢ na ePUAP lub w innym systemie teleinformatycznym formularz elektroniczny.

7.1 Jezeli organ whasciwy do okreslenia wzoru dokumentu nie okreslit wzoru dokumentu elektronicznego, minister
wilasciwy do spraw informatyzacji moze, po zasiggnigciu opinii organu wlasciwego do okreslenia wzoru dokumentu oraz
w uzasadnionych przypadkach organéow, w ktorych witasciwosci pozostaja sprawy zwiazane z okreslonym w tym wzorze
zakresem uzytkowym dokumentu elektronicznego, okresli¢ wzor dokumentu elektronicznego.

8.1 W przypadku okreslenia wzoru dokumentu elektronicznego przez ministra wasciwego do spraw informatyzacji
ust. 1 pkt 1-3 stosuje sie odpowiednio.

Art. 16b. 1.1 W przypadku gdy w przepisach prawa nie zostal wskazany organ wlasciwy do okreslenia wzoru doku-
mentu, wzor dokumentu elektronicznego moze przekaza¢ do centralnego repozytorium wzoréw dokumentow elektronicz-
nych organ, w ktorego wlasciwosci pozostaja sprawy zwigzane z okreslonym w tym wzorze zakresem uzytkowym doku-
mentow elektronicznych, lub minister wlasciwy do spraw informatyzacji po zasiggnieciu w uzasadnionych przypadkach
opinii organow, w ktorych wlasciwosci pozostaja sprawy zwigzane z okreslonym w tym wzorze zakresem uzytkowym do-
kumentu elektronicznego.

2. Do przekazania, o ktorym mowa w ust. 1, stosuje si¢ art. 16a ust. 1.

Art. 17. 1. Przy ministrze wlasciwym do spraw informatyzacji dziata Rada do Spraw Cyfryzacji, zwana dalej ,,Rada”.
Rada jest organem opiniodawczo-doradczym ministra.

2. Do zadan Rady nalezy:

1) proponowanie i opiniowanie na zlecenie ministra whasciwego do spraw informatyzacji projektéw stanowisk Rady Mi-
nistrow w sprawie dokumentoéw Komisji Europejskiej i Parlamentu Europejskiego dotyczacych spraw informatyzacji,
tacznosci lub rozwoju spoteczenstwa informacyjnego;

1a) opiniowanie projektu Programu Zintegrowanej Informatyzacji Panstwa oraz innych dokumentow rzadowych, w tym
projektow strategii rozwoju i projektow programoéw, w rozumieniu przepisdw ustawy z dnia 6 grudnia 2006 r. o zasa-
dach prowadzenia polityki rozwoju, dotyczacych spraw informatyzacji, facznosci lub rozwoju spoteczenstwa informa-
Ccyjnego;

2) opiniowanie projektow przepiséw wydawanych na podstawie art. 18;

3) opiniowanie innych przekazanych przez ministra wlasciwego do spraw informatyzacji projektow aktow prawnych i in-
nych dokumentow dotyczacych spraw informatyzacji, fgcznosci lub rozwoju spoteczenstwa informacyjnego;

4) opiniowanie na zlecenie ministra wtasciwego do spraw informatyzacji raportdw i innych opracowan dotyczacych:
a) potrzeb i postulatow dotyczacych rozwoju spoteczenstwa informacyjnego,
b) zasad funkcjonowania rejestrow publicznych,
c) zasad wdrazania systemow teleinformatycznych w administracji publicznej oraz stanu ich realizacji,

d) aktualnych rozwigzan technicznych majgcych zastosowanie w informatyzacji administracji, rozwoju sieci i ustug
szerokopasmowych,

e) terminologii polskiej z zakresu informatyki i facznosci.

3. Rada moze inicjowa¢ dziatania na rzecz informatyzacji, rozwoju rynku technologii informatyczno-komunikacyjnych
oraz rozwoju spoteczenstwa informacyjnego.

4. Rada wyraza opini¢ w terminie 30 dni od dnia otrzymania projektéw lub propozycji, o ktérych mowa w ust. 2.

5. Opinie, protokoty posiedzen oraz inne dokumenty Rady sg publikowane w wydzielonej czeéci Biuletynu Informacji
Publicznej na stronach ministra wtasciwego do spraw informatyzacji.

15 Dodany przez art. 29 pkt 5 lit. b ustawy, o ktérej mowa w odnoséniku 1.
16) W brzmieniu ustalonym przez art. 29 pkt 6 ustawy, o ktérej mowa w odnosniku 1.
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6. Rada przedstawia ministrowi wiasciwemu do spraw informatyzacji sprawozdanie z dziatalnos$ci za kazdy rok
kalendarzowy w terminie do dnia 30 kwietnia nastgpnego roku.

7. Rada sktada si¢ z od 15 do 20 cztonkow.
8. Kandydatow na cztonkéw Rady moga rekomendowac:
1) ministrowie;
2)  Naczelny Dyrektor Archiwoéw Pafistwowych;
3) Prezes Polskiego Komitetu Normalizacyjnego;
4)  wspdlprzewodniczacy ze strony samorzgdowej Komisji Wspdlnej Rzgdu i Samorzadu Terytorialnego;

5)1) podmioty, 0 ktérych mowa w art. 7 ust. 1 pkt 1, 2 i 4-8 ustawy z dnia 20 lipca 2018 r. — Prawo 0 szkolnictwie wyzszym
i nauce (Dz. U. poz. 1668, z p6zn. zm.'®)), ktére prowadza badania naukowe lub prace rozwojowe w zakresie informatyki
lub tacznosci;

6) izby gospodarcze reprezentujgce przedsigbiorcow wykonujacych dziatalnos¢ gospodarcza w zakresie gospodarki elek-
tronicznej, komunikacji, mediéw, wytwarzania sprzgtu informatycznego, oprogramowania lub §wiadczenia ustug in-
formatycznych;

7) stowarzyszenia wpisane do Krajowego Rejestru Sadowego, ktorych celem statutowym jest reprezentowanie srodowi-
ska informatycznego lub wspieranie zastosowan informatyki, gospodarki elektronicznej, komunikacji lub mediow.

9. Rekomendowany do Rady kandydat powinien posiada¢ wyksztalcenie wyzsze oraz wyrazi¢ zgod¢ na kandydowanie.

10. Minister wlasciwy do spraw informatyzacji powotuje sktad Rady na dwuletnig kadencje sposrdd kandydatow
rekomendowanych przez podmioty, o ktéorych mowa w ust. 8.

11. Przed uptywem kadencji cztonkostwo w Radzie wygasa z powodu:
1) rezygnacji cztonka Rady ztozonej na pi$mie Przewodniczacemu Rady;
2)  $mierci cztonka Rady;

3) niemozno$ci sprawowania funkcji cztonka Rady z powodu ditugotrwatej choroby stwierdzonej zaswiadczeniem
lekarskim;

4)  wycofania rekomendacji podmiotu, o ktorej mowa w ust. 8.

12. W przypadkach, o ktérych mowa w ust. 11, minister wlasciwy do spraw informatyzacji powotuje na cztonka Rady
osobe sposrod pozostatych rekomendowanych kandydatow po sprawdzeniu aktualnosci rekomendacji.

13. Minister wlasciwy do spraw informatyzacji powotuje i odwotuje Przewodniczacego i Wiceprzewodniczacego Rady
sposrod jej cztonkow.

14. Przewodniczacy Rady kieruje jej pracami i reprezentuje ja na zewnatrz. W przypadku nicobecnosci Przewodnicza-
cego zastgpuje go Wiceprzewodniczacy.

15. Obstuge Rady zapewnia urzad obshugujacy ministra whasciwego do spraw informatyzacji.

16. Na posiedzenie Rady moga by¢ zapraszane, przez ministra wlasciwego do spraw informatyzacji oraz Przewodni-
czacego Rady, inne osoby, o ile jest to wskazane dla realizacji zadan Rady.

17. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia, wysoko$¢ wynagrodzenia cztonka
Rady za udziat w posiedzeniu, uwzgledniajac funkcje pelnione przez cztonkéw Rady i zakres obowiazkow cztonkow Rady,
a takze majac na uwadze, ze wynagrodzenie za jedno posiedzenie Rady nie moze przekroczy¢ 50% minimalnego wynagro-
dzenia okre$lonego na podstawie ustawy z dnia 10 pazdziernika 2002 r. 0 minimalnym wynagrodzeniu za prace (Dz. U.
z 2018 r. poz. 2177), obowigzujgcego w dniu powotania Rady.

18. Zamiejscowym cztonkom Rady przystugujg diety oraz zwrot kosztow podrdzy i zakwaterowania na warunkach
okreslonych w przepisach wydanych na podstawie art. 77° § 2 ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy (Dz. U.
22018 . poz. 917, z pézn. zm.'?).

1) W brzmieniu ustalonym przez art. 91 pkt 2 ustawy, o ktérej mowa w odnosniku 2.

18 Zmiany wymienionej ustawy zostaly ogloszone w Dz. U. z 2018 r. poz. 2024 i 2245 oraz z 2019 r. poz. 276, 447, 534 i 577.

19 Zmiany tekstu jednolitego wymienionej ustawy zostaty ogtoszone w Dz. U. z 2018 r. poz. 1000, 1076, 1608, 1629, 2215, 2244, 2245,
2377 i2432.
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19. Szczegdtowy tryb dziatania Rady okresla jej regulamin ustanawiany na wniosek Rady przez ministra wlasciwego
do spraw informatyzacji.

Art. 18. Rada Ministrow, na wniosek ministra wtasciwego do spraw informatyzacji, okresli w drodze rozporzadzenia:
1) minimalne wymagania dla systemow teleinformatycznych, majgc na uwadze konieczno$¢ zapewnienia:

a) spojnosci dziatania systemow teleinformatycznych uzywanych do realizacji zadan publicznych poprzez okreslenie
co najmniej specyfikacji formatow danych oraz protokoldw komunikacyjnych i szyfrujacych, ktdre maja by¢ sto-
sowane w oprogramowaniu interfejsowym, przy zachowaniu mozliwosci nieodptatnego wykorzystania tych spe-
cyfikaciji,

b) sprawnej i bezpiecznej wymiany informacji w postaci elektronicznej miedzy podmiotami publicznymi oraz mie-
dzy podmiotami publicznymi a organami innych pafistw lub organizacji migdzynarodowych,

c) dostepu do zasobow informacji osobom niepetnosprawnym

— Z uwzglednieniem Polskich Norm oraz innych dokumentéw normalizacyjnych zatwierdzonych przez krajowa jed-
nostke normalizacyjna, zachowujac zasade rownego traktowania réznych rozwigzan informatycznych;

2) minimalne wymagania dla rejestrow publicznych i wymiany informacji w postaci elektronicznej, uwzgl¢dniajac ko-
nieczno$¢ zachowania spojnosci prowadzenia rejestrow publicznych i wymiany informacji w postaci elektronicznej
z podmiotami publicznymi;

3) Krajowe Ramy Interoperacyjnosci obejmujace zagadnienia interoperacyjnosci semantycznej, organizacyjnej oraz tech-
nologicznej, z uwzglednieniem zasady rownego traktowania réznych rozwigzan informatycznych, Polskich Norm oraz
innych dokumentéw normalizacyjnych zatwierdzonych przez krajowa jednostke normalizacyjna.

Art. 19. (uchylony)

Art. 19a. 1. Minister wlasciwy do spraw informatyzacji zapewnia funkcjonowanie ePUAP.

la. Minister wlasciwy do spraw informatyzacji zamieszcza na ePUAP informacj¢ o adresach elektronicznych skrzynek
podawczych udostepnionych przez podmioty publiczne.

2.2 Minister wtaéciwy do spraw informatyzacji jest administratorem danych uzytkownikow ePUAP.

2a. Minister wlasciwy do spraw informatyzacji, na wniosek banku krajowego lub innego przedsigbiorcy, udziela zgody
na nieodptatne wykorzystywanie do identyfikacji i uwierzytelniania w ePUAP $rodkow identyfikacji elektronicznej stoso-
wanych do uwierzytelniania w systemie teleinformatycznym banku krajowego lub innego przedsigbiorcy, po spetnieniu
przez bank krajowy lub innego przedsigbiorce warunkow, o ktorych mowa w przepisach wydanych na podstawie ust. 3.

2b. Minister wiasciwy do spraw informatyzacji moze sprawdzad, czy bank krajowy lub inny przedsigbiorca, o ktorym
mowa W ust. 1, spelnia warunki, o ktorych mowa w przepisach wydanych na podstawie ust. 3.

2¢. Minister wiasciwy do spraw informatyzacji cofa zgode, o ktorej mowa w ust. 2a, w przypadku gdy bank krajowy
lub inny przedsiebiorca nie spelnia warunkow okreslonych w przepisach wydanych na podstawie ust. 3.

3. Minister wtasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:
1) zakres i warunki korzystania z ePUAP,

2)  sposob identyfikacji i uwierzytelniania w ePUAP, w tym przy wykorzystaniu $rodkoéw identyfikacji elektronicznej sto-
sowanych do uwierzytelniania w systemie teleinformatycznym banku krajowego lub innego przedsiebiorcy,

3) warunki organizacyjne i techniczne nieodptatnego wykorzystywania do identyfikacji i uwierzytelniania w ePUAP
srodkow identyfikacji elektronicznej stosowanych do uwierzytelniania w systemie teleinformatycznym banku krajo-
wego lub innego przedsi¢biorcy,

4)  sposob potwierdzania spetniania warunkow, o ktorych mowa w pkt 1

— Z uwzglednieniem roli ePUAP w procesie realizacji zadan publicznych drogg elektroniczng oraz zasad przetwarzania da-
nych osobowych.

Art. 19b. 1. Minister wlasciwy do spraw informatyzacji w ramach ePUAP prowadzi centralne repozytorium wzoréow
dokumentow elektronicznych, zwane dalej ,,centralnym repozytorium”.

20) W brzmieniu ustalonym przez art. 131 pkt 3 ustawy, o ktérej mowa w odnosniku 10.
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2. W centralnym repozytorium umieszcza si¢, przechowuje i udostgpnia wzory dokumentow, ktore uwzgledniajg nie-
zbedne elementy struktury dokumentdéw elektronicznych okreslone w przepisach wydanych na podstawie art. 5 ust. 2a
ustawy z dnia 14 lipca 1983 r. 0 narodowym zasobie archiwalnym i archiwach (Dz. U. z 2019 r. poz. 553).

3. Organy administracji publicznej przekazuja do centralnego repozytorium oraz udostgpniajg w Biuletynie Informacji
Publicznej wzory dokumentow elektronicznych. Przy sporzadzaniu wzoréw dokumentdéw elektronicznych stosuje si¢ mig-
dzynarodowe standardy dotyczace sporzadzania dokumentow elektronicznych przez organy administracji publiczne;j,
z uwzglednieniem koniecznos$ci podpisywania ich kwalifikowanym podpisem elektronicznym.

4. Jezeli wzor podania okres$lajg odrebne przepisy, to umieszczenie wzoru dokumentu elektronicznego przez organy
administracji publicznej w centralnym repozytorium jest rownoznaczne z okresleniem wzoru wnoszenia podan, o ktérych
mowa w art. 63 § 3a ustawy z dnia 14 czerwca 1960 r. — Kodeks postepowania administracyjnego (Dz. U. z 2018 r. poz. 2096
oraz z 2019 r. poz. 60).

5. Niezaleznie od obowigzku wynikajacego z ust. 3 organy administracji publicznej moga prowadzi¢ wlasne lub wspol-
nie z innymi organami administracji publicznej repozytoria wzoréw dokumentdw elektronicznych.

Art. 19¢.2Y 1. Minister whasciwy do spraw informatyzacji moze zawrze¢ porozumienie w sprawie udostepniania ustug
na ePUAP lub korzystania z ustug sieciowych pozwalajacych na wykorzystanie profilu zaufanego z:

1) podmiotami, 0 ktérych mowa w art. 2 ust. 3, realizujacymi zadania publiczne,

2) innymi podmiotami realizujacymi zadania publiczne lub wspierajacymi swiadczenie tych zadan w celu realizacji stra-
tegii i programéw przyjetych przez Rade Ministrow lub strategii rozwoju, programow i dokumentéw programowych
W rozumieniu ustawy z dnia 6 grudnia 2006 r. o zasadach prowadzenia polityki rozwoju

— jezeli wykazg interes faktyczny w udostepnianiu ustug na ePUAP lub w korzystaniu z ustug sieciowych pozwalajacych na
wykorzystanie profilu zaufanego; ocena interesu faktycznego dokonywana jest z uwzglednieniem jego wptywu na bezpie-
czenstwo 1 interes publiczny.

2. W porozumieniu okresla si¢ sposob udostepniania ushlug na ePUAP oraz ich zakres lub warunki korzystania z ushug
sieciowych pozwalajacych na wykorzystanie profilu zaufanego.

Art. 19d. Podmioty udostgpniajace ustugi na ePUAP zapewniaja ich zgodnos¢ z przepisami stanowigcymi podstawe
sporzadzenia wzoru dokumentu elektronicznego oraz dokonujg aktualizacji tych ustug w katalogu ustug.

Art. 19e.?2 1. Minister wlasciwy do spraw informatyzacji udostepnia oraz zapewnia rozwoj oprogramowania przezna-
czonego dla urzadzen mobilnych, zwanego dalej ,,publiczng aplikacja mobilng”, pozwalajacego w szczegdlnosei na:

1) pobranie, przechowywanie i prezentacj¢ dokumentow elektronicznych, o ktorych mowa w ust. 2, a takze przekazywa-
nie tych dokumentéw migdzy urzadzeniami mobilnymi;

2) weryfikacj¢ integralnosci i pochodzenia dokumentu elektronicznego.

2. Minister wlasciwy do spraw informatyzacji zapewnia dziatanie systemu teleinformatycznego, ktory pozwala, przy
uzyciu publicznej aplikacji mobilnej, na pobranie dokumentu elektronicznego:

1) zawierajagcego dane osobowe uzytkownika publicznej aplikacji mobilnej pobrane z rejestrow publicznych w zakresie
okreslonym w ust. 3 i 4;

2) zawierajacego dane dotyczace sytuacji prawnej uzytkownika publicznej aplikacji mobilnej lub praw mu przystugujacych;
3) zawierajacego dane umozliwiajace identyfikacj¢ rzeczy zwigzanej z uzytkownikiem publicznej aplikacji mobilnej;
4) stanowigcego kopi¢ dokumentu urzedowego, ktory wydawany jest w postaci innej niz postac elektroniczna.

3. Uzytkownik publicznej aplikacji mobilnej, po uwierzytelnieniu w sposob okreslony w art. 20a ust. 1, moze pobrac z:

1) Rejestru Dowodow Osobistych aktualne dane, o ktorych mowa w art. 56 pkt 1, 2 i 4 lit. a—c ustawy z dnia 6 sierpnia
2010 r. o dowodach osobistych;

2) rejestru PESEL aktualne dane, o ktorych mowa w art. 8 pkt 1-3, 4-6, 9-11, 14 i 22 ustawy z dnia 24 wrzesnia 2010 r.
0 ewidencji ludno$ci (Dz. U. z 2018 r. poz. 1382 i 1544 oraz z 2019 r. poz. 60).

4. Minister wtasciwy do spraw informatyzacji zapewnia stosowanie mechanizmdéw, ktdre pozwalajg na potwierdzenie
integralnosci i pochodzenia danych dokumentu elektronicznego.

2) W brzmieniu ustalonym przez art. 29 pkt 7 ustawy, o ktérej mowa w odnosniku 1.
22) Dodany przez art. 29 pkt 8 ustawy, o ktérej mowa w odnosniku 1.
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Art. 19f.?) 1. Uzytkowanie publicznej aplikacji mobilne;j:
1)  jest bezptatne i dobrowolne;

2) oznacza wyrazenie zgody na przetwarzanie przez ministra wlasciwego do spraw informatyzacji danych osobowych
uzytkownika aplikacji mobilnej w zakresie, 0 ktérym mowa w art. 19h.

2. Uzytkowanie publicznej aplikacji mobilnej jest mozliwe po uprzednim uwierzytelnieniu uzytkownika w systemie
teleinformatycznym, o ktérym mowa w art. 19e, w sposéb, o ktorym mowa w art. 20a ust. 1, o ile przepisy szczegblne lub
porozumienie, 0 ktorym mowa w art. 19g, nie stanowig inacze;j.

3. Uzytkownik aplikacji mobilnej moze w kazdej chwili zrezygnowaé z korzystania z publicznej aplikacji mobilnej
oraz wycofa¢ zgode na przetwarzanie danych osobowych.

Art. 199.%2 1. Minister wtasciwy do spraw informatyzacji zawiera porozumienie w sprawie wykorzystywania publicz-
nej aplikacji mobilnej i systemu teleinformatycznego, o ktérych mowa w art. 19e, z podmiotem, o ktorym mowa w art. 2,
na potrzeby zadan realizowanych przez ten podmiot.

2. Minister wlasciwy do spraw informatyzacji moze zawrze¢ porozumienie w sprawie wykorzystywania publicznej
aplikacji mobilnej i systemu teleinformatycznego, o ktérych mowa w art. 19¢, z podmiotem niebedacym podmiotem pub-
licznym na potrzeby zadan realizowanych przez ten podmiot.

3. Porozumienie okresla warunki wykorzystywania publicznej aplikacji mobilnej oraz systemu teleinformatycznego,
0 ktoérych mowa w art. 19e, a w szczegblnosci zawiera:

1) okreslenie dokumentu elektronicznego oraz zakres zawartych w nim danych;
2) cel i zakres wykorzystywania publicznej aplikacji mobilnej oraz systemu teleinformatycznego;

3) warunki organizacyjne i techniczne wykorzystania publicznej aplikacji mobilnej oraz systemu teleinformatycznego.

Art. 19h.?? Minister wlaéciwy do spraw informatyzacji przetwarza w systemie teleinformatycznym, o ktérym mowa
w art. 19¢, dane osobowe uzytkownikéw publicznej aplikacji mobilnej w zakresie niezb¢dnym do obstugi dokumentéow
elektronicznych, o ktorych mowa w art. 19¢, oraz zapewnienia bezpieczenstwa teleinformatycznego i bezpieczenstwa ob-
rotu prawnego.

Art. 19i.2? Minister wlaéciwy do spraw informatyzacji w Biuletynie Informacji Publicznej na swojej stronie podmio-
towej zamieszcza oraz niezwlocznie aktualizuje informacje o:

1) aktywnych i nieaktywnych, w tym czasowo zawieszonych, funkcjonalnoéciach publicznej aplikacji mobilne;j;

2) stosowanych mechanizmach zapewniajacych mozliwos¢ potwierdzenia integralnosci i pochodzenia dokumentow elek-
tronicznych oraz procedurach uzyskania takiego potwierdzenia;

3) adresach elektronicznych, pod ktorymi sg udostepnione:
a) regulamin korzystania z publicznej aplikacji mobilnej,
b) informacja 0 wymaganiach technicznych dotyczacych korzystania z publicznej aplikacji mobilnej.

Art. 19j.2% Minister wtasciwy do spraw informatyzacji w uzgodnieniu z ministrem witasciwym do spraw wewnetrz-
nych okresli, w komunikacie oglaszanym w Dzienniku Urzedowym Rzeczypospolitej Polskiej ,,Monitor Polski”, termin
uruchomienia ustugi, o ktorej mowa w art. 19e ust. 2 pkt 1, majgc na wzgledzie konieczno$¢ zapewnienia bezpieczenstwa
tej ushugi.

Art. 20. (uchylony)

Art. 20a. 1.2 Uwierzytelnienie uzytkownika systemu teleinformatycznego podmiotu publicznego, w ktérym udostep-
niane sg ustugi online, wymaga uzycia:

1) $rodka identyfikacji elektronicznej wydanego w systemie identyfikacji elektronicznej przytagczonym do wezta krajo-
wego identyfikacji elektronicznej, o ktérym mowa w art. 21a ust. 1 pkt 2 lit. a ustawy z dnia 5 wrze$nia 2016 r. 0 ustu-
gach zaufania oraz identyfikacji elektronicznej (Dz. U. z 2019 r. poz. 162), lub

2)?» $rodka identyfikacji elektronicznej wydanego w notyfikowanym systemie identyfikacji elektronicznej, lub

3) danych weryfikowanych za pomocg kwalifikowanego certyfikatu podpisu elektronicznego, jezeli te dane pozwalajg na
identyfikacje i uwierzytelnienie wymagane w celu realizacji ustugi online.

23) W brzmieniu ustalonym przez art. 29 pkt 9 lit. a ustawy, o ktorej mowa w odnosniku 1.
24) Wszedt w zycie z dniem 29 wrzesnia 2018 r.
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1a.?® Uwierzytelnianie z wykorzystaniem $rodkéw identyfikacji elektronicznej, o ktorych mowa w ust. 1 pkt 1i 2, za-
pewnia si¢ adekwatnie do wymaganego poziomu bezpieczenstwa, o ktorym mowa w art. 25 ustawy z dnia 5 wrze$nia
2016 r. 0 ushugach zaufania oraz identyfikacji elektroniczne;.

2.29 Podmiot publiczny, ktéry uzywa do realizacji zadan publicznych systemu teleinformatycznego, moze umozliwia¢
uzytkownikowi uwierzytelnienie w tym systemie takze przez zastosowanie innych technologii.

3. Minister wtasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:

1) szczegotowe warunki organizacyjne i techniczne, ktore powinien spetnia¢ system teleinformatyczny stuzgcy do wyda-
nia certyfikatu oraz stosowania technologii, o ktorych mowa w ust. 2, w tym:

a) zakres i okres przechowywania danych w systemie,
b) obowigzki informacyjne, do ktorych zobowigzany jest administrator systemu
2)  (uchylony)?

— biorac pod uwage konieczno$¢ zapewnienia bezpieczenstwa i pewnosci w procesie identyfikacji oraz poufnosci kluczo-
wych elementarnych czynnosci.

Art. 20aa.?® Minister wiasciwy do spraw informatyzacji odpowiada za funkcjonowanie systemu teleinformatycznego,
ktory:

1)?Y zapewnia obstuge publicznego systemu identyfikacji elektronicznej, w ktérym wydawany jest:
a) profil zaufany,
b) profil osobisty;

2) umozliwia podmiotom publicznym:
a) uwierzytelnienie osoby fizycznej przy uzyciu $rodka identyfikacji elektronicznej, o ktorym mowa w pkt 1,
b) zapewnienie osobie fizycznej mozliwosci opatrzenia dokumentu elektronicznego podpisem zaufanym.
Art. 20ab.?® Minister wtasciwy do spraw informatyzacji:

1) zarzadza publicznym systemem identyfikacji elektroniczne;j;

2) zapisuje i zachowuje informacje zwigzane z zapewnieniem rozliczalnoéci i niezaprzeczalnoséci dziatan uzytkownika
korzystajacego ze $rodka identyfikacji elektronicznej wydanego w publicznym systemie identyfikacji elektronicznej.

Art. 20ac.?® 1. Minister wlasciwy do spraw informatyzacji jest administratorem danych przetwarzanych w systemie,
0 ktérym mowa w art. 20aa.

2. W systemie przetwarza si¢ nastgpujace dane:
1)  osoby, ktorej wydano srodek identyfikacji elektronicznej, obejmujace:
a) imig (imiona),
b) nazwisko,
c) numer PESEL,
d) date urodzenia osoby,
e) adres poczty elektronicznej,
f) numer telefonu komérkowego;
2) dotyczace $rodka identyfikacji elektronicznej obejmujace:
a) identyfikator,
b) czas wydania,

C) termin waznoSci;

25)
26)
27)
28)
29)

Dodany przez art. 29 pkt 9 lit. b ustawy, o ktérej mowa w odnosniku 1.

W brzmieniu ustalonym przez art. 29 pkt 9 lit. ¢ ustawy, o ktoérej mowa w odnosniku 1.
Przez art. 29 pkt 9 lit. d ustawy, o ktérej mowa w odnoséniku 1.

Dodany przez art. 29 pkt 10 ustawy, o ktérej mowa w odnosniku 1.

W brzmieniu ustalonym przez art. 23 pkt 2 ustawy, o ktérej mowa w odnosniku 7.
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3) o ktorych mowa w art. 20ab pkt 2.

3. Dane przetwarzane sa w celu zapewnienia uwierzytelnienia 0sob fizycznych przy uzyciu srodkéw identyfikacji elek-
tronicznej wydawanych w tym systemie oraz mozliwosci opatrzenia dokumentu elektronicznego podpisem zaufanym.

4. W systemie przetwarza si¢ rOwniez dane 0sob uczestniczgcych w procesie potwierdzania profilu zaufanego obejmu-
jace:
1) imie (imiona);
2)  nazwisko;
3) numer PESEL.

Art. 20ad.?® 1. Profil zaufany zawiera dane identyfikujace osobe fizyczng obejmujace:
1) imie (imiona);
2)  nazwisko;
3) date urodzenia;
4)  numer PESEL.

2. W procedurze potwierdzania profilu zaufanego dane, o ktorych mowa w ust. 1, sa weryfikowane automatycznie
z danymi zawartymi w rejestrze PESEL.

3. W przypadku zmiany w rejestrze PESEL danych, o ktérych mowa w ust. 1 pkt 1-3, dokonywana jest automatyczna
aktualizacja tych danych zawartych w profilu zaufanym.

4. Aktualizacja danych zawartych w profilu zaufanym, o ktorej mowa w ust. 3, nie powoduje uniewaznienia profilu
zaufanego.

5. Profil zaufany moze zawiera¢ inne dane niz wymienione w ust. 1, w szczego6lno$ci identyfikator oraz dane wyko-
rzystywane w procesach uwierzytelniania i autoryzacji realizowanych przy uzyciu profilu zaufanego.

Art. 20ae.?® 1. Podpis zaufany wywotuje skutki prawne, jezeli zostal utworzony lub ztozony w okresie waznosci
srodka identyfikacji elektronicznej, o ktorym mowa w art. 20aa pkt 1.

2. Dane w postaci elektronicznej opatrzone podpisem zaufanym sg rownowazne pod wzgledem skutkéw prawnych
dokumentowi opatrzonemu podpisem wilasnorgcznym, chyba ze przepisy odrgbne stanowig inaczej.

3. Nie mozna odméwi¢ waznosci i skutecznosci podpisowi zaufanemu tylko na tej podstawie, ze istnieje w postaci
elektronicznej.

Art. 20b. (uchylony)®

Art. 20c. 1.3V Potwierdzenia profilu zaufanego, ktore polega na weryfikacji zgodnosci danych zawartych we wniosku
0 jego wydanie ze stanem faktycznym, oraz uniewaznienia profilu zaufanego dokonuje:

1) punkt potwierdzajacy profil zaufany na podstawie:
a) dowodu osobistego albo paszportu zawierajgcego:
— imig¢ (imiona),
— nazwisko,
— numer PESEL, albo

b) innego dokumentu tozsamosci, jezeli umozliwia on jednoznaczne potwierdzenie tozsamos$ci osoby wnioskujace;j
0 potwierdzenie profilu zaufanego posiadajacej numer PESEL;

2) samodzielnie osoba fizyczna przy wykorzystaniu kwalifikowanego podpisu elektronicznego, w przypadku gdy kwali-
fikowany certyfikat podpisu elektronicznego zawiera dane obejmujgce co najmnie;j:

a) imi¢ (imiona),

b) nazwisko,

30) Przez art. 29 pkt 11 ustawy, o ktérej mowa w odnosniku 1.
31) W brzmieniu ustalonym przez art. 29 pkt 12 lit. a ustawy, o ktorej mowa w odnosniku 1.
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c) numer PESEL;

3) samodzielnie osoba fizyczna przy nieodptatnym wykorzystaniu $rodka identyfikacji elektronicznej stosowanego do
uwierzytelniania w systemie teleinformatycznym banku krajowego lub innego przedsigbiorcy spetniajacym warunki,
0 ktorych mowa w art. 20d pkt 1, o ile $rodek ten potwierdza dane obejmujace co najmniej:

a) imie (imiona),
b) nazwisko,
c) numer PESEL;
4)*) samodzielnie osoba fizyczna przy wykorzystaniu profilu osobistego.

1a.%9 Przedhuzenie waznosci profilu zaufanego moze nastgpi¢ w sposob, o ktérym mowa w ust. 1 pkt 1 i 2, albo przy
wykorzystaniu profilu zaufanego.

1a.3 Przedluzenie waznosci profilu zaufanego moze nastapié w sposob, o ktorym mowa w ust. 1 pkt 1,2 i 4, albo
przy wykorzystaniu profilu zaufanego.

2. Funkcje punktu potwierdzajacego petni:
1) konsul;
2) naczelnik urzedu skarbowego;
3) wojewoda;
4) Zaktad Ubezpieczen Spotecznych.
3. Funkcje punktu potwierdzajacego, za zgoda ministra wlasciwego do spraw informatyzacji, moze petnié:
1) podmiot publiczny inny niz wymieniony w Ust. 2;

2) bank krajowy, o ktorym mowa w art. 4 ust. 1 pkt 1 ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe (Dz. U.
z 2018 r. poz. 2187, 2243 i 2354 oraz z 2019 r. poz. 326);

3) operator pocztowy, 0 ktorym mowa w art. 3 pkt 12 ustawy z dnia 23 listopada 2012 r. — Prawo pocztowe (Dz. U. z 2018
r. poz. 2188);

4)  oddziat instytucji kredytowe;j, o ktorym mowa w art. 4 ust. 1 pkt 18 ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe;

5)%) spotdzielcza kasa oszczednosciowo-kredytowa, 0 ktorej mowa w ustawie z dnia 5 listopada 2009 r. o spotdzielczych
kasach oszczednosciowo-kredytowych (Dz. U. z 2018 r. poz. 2386 i 2243 oraz z 2019 r. poz. 326).

439 Zgody, o ktérej mowa w ust. 3, udziela sic na wniosek podmiotéw, o ktérych mowa w ust. 3, po spetnieniu
warunkow okreslonych w przepisach wydanych na podstawie art. 20d pkt 1.

5. Operator pocztowy moze ztozy¢ wniosek, o ktorym mowa w ust. 4, nie wcze$niej niz w roku nastepujacym po roku,
w ktorym po raz pierwszy przedtozyt Prezesowi Urzedu Komunikacji Elektronicznej sprawozdanie, o ktorym mowa w art. 43
ust. 1 ustawy z dnia 23 listopada 2012 r. — Prawo pocztowe.

6.36) Minister wtasciwy do spraw informatyzacji moze sprawdza¢, czy podmiot petnigcy funkcje punktu potwierdzaja-
cego spetnia warunki okre$lone w przepisach wydanych na podstawie art. 20d pkt 1.

7.38) Minister whasciwy do spraw informatyzacji cofa zgode, o ktérej mowa w ust. 3, w przypadku gdy podmiot pet-
nigcy funkcje punktu potwierdzajacego nie spetnia warunkow okre$lonych w przepisach wydanych na podstawie art. 20d
pkt 1.

8.3") Minister wiasciwy do spraw informatyzacji, na wniosek banku krajowego lub innego przedsiebiorcy, udziela
zgody na nieodptatne wykorzystywanie srodkow identyfikacji elektronicznej stosowanych do uwierzytelniania w systemie
teleinformatycznym banku krajowego lub innego przedsigbiorcy do potwierdzania profilu zaufanego w sposéb, o ktorym

%2) Dodany przez art. 23 pkt 3 lit. a ustawy, o ktorej mowa w odnosniku 7; wejdzie w zycie z dniem 1 czerwca 2019 1.

39 Dodany przez art. 29 pkt 12 lit. b ustawy, o ktérej mowa w odno$niku 1; w tym brzmieniu obowiazuje do wejicia w Zycie zmiany,
0 ktorej mowa w odnosniku 34.

34) W brzmieniu ustalonym przez art. 23 pkt 3 lit. b ustawy, o ktérej mowa w odnosniku 7; wejdzie w zycie z dniem 1 czerwca 2019 .

%) Dodany przez art. 29 pkt 12 lit. ¢ ustawy, o ktorej mowa w odnosniku 1.

36) Ze zmiang wprowadzong przez art. 29 pkt 12 lit. d ustawy, o ktérej mowa w odnosniku 1.

37) W brzmieniu ustalonym przez art. 29 pkt 12 lit. e ustawy, o ktorej mowa w odnosniku 1.
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mowa w ust. 1 pkt 3, oraz do uwierzytelnien i autoryzacji zwiazanych z jego wykorzystaniem po spetnieniu przez bank kra-
jowy lub innego przedsi¢biorce warunkow, o ktorych mowa w przepisach wydanych na podstawie art. 20d pkt 1.

9.%9 Minister wiasciwy do spraw informatyzacji moze sprawdzaé, czy bank krajowy lub inny przedsigbiorca, o ktorym
mowa W ust. 8, spetnia warunki, o ktorych mowa w przepisach wydanych na podstawie art. 20d pkt 1.

10.%9 Minister wlasciwy do spraw informatyzacji cofa zgode, o ktorej mowa w ust. 8, w przypadku gdy bank krajowy
lub inny przedsigbiorca nie spelnia warunkéw okreslonych w przepisach wydanych na podstawie art. 20d pkt 1.

Art. 20d.%® Minister wlasciwy do spraw informatyzacji okre$li, w drodze rozporzadzenia, warunki:
1) wydawania, przedluzania waznos$ci, wykorzystywania i uniewazniania profilu zaufanego, w tym:

a) okres waznosci profilu zaufanego,

b) zbior danych zawartych w profilu zaufanym, o ktérych mowa w art. 20ad ust. 5,

c) przypadki, w ktorych nie dokonuje si¢ potwierdzenia profilu zaufanego,

d) przypadki, w ktorych profil zaufany traci wazno$¢,

e) warunki przechowywania oraz archiwizowania dokumentow i danych bezposrednio zwigzanych z potwierdzeniem
profilu zaufanego,

f) dane i dokumenty wymagane w procedurze potwierdzania, przedtuzania waznosci i uniewaznienia profilu zaufa-
nego,

g) warunki, ktore powinien spetnia¢ punkt potwierdzajacy profil zaufany,

h) warunki organizacyjne i techniczne potwierdzenia profilu zaufanego oraz uwierzytelnien i autoryzacji przy nieod-
ptatnym wykorzystaniu $rodka identyfikacji elektronicznej stosowanego do uwierzytelniania w systemie telein-
formatycznym banku krajowego lub innego przedsiebiorcy,

i)  sposob potwierdzania spetniania warunkow, o ktérych mowa w lit. h,
2) skladania podpisu zaufanego

— biorac pod uwage konieczno$¢ zapewnienia bezpieczenstwa i pewnosci w procesie uwierzytelnienia i sktadania podpisu
oraz poufnos$ci kluczowych elementarnych czynnosci.

Art. 20e.3® 1. Przyltgczenie systemu teleinformatycznego, w ktérym udostepniane s3 ushugi online, do systemu, o kto-
rym mowa w art. 20aa, w celu wykorzystywania podpisu zaufanego nastepuje na wniosek podmiotu odpowiedzialnego za
ten system.

2. Do wniosku dotgcza sie o§wiadczenie o zapoznaniu si¢ z polityka bezpieczenstwa udostepniong przez ministra wiasci-
wego do spraw informatyzacji w Biuletynie Informacji Publicznej na jego stronie podmiotowe;j.

3. Wniosek oraz o$wiadczenie, o ktorych mowa w ust. 2, sktada sie¢ w postaci elektronicznej opatrzone kwalifikowa-
nym podpisem elektronicznym.

Art. 20f.3® Minister wtasciwy do spraw informatyzacji wydaje zgode na przylaczenie systemu teleinformatycznego
podmiotu publicznego, w ktérym udostepniane sg ustugi online, do systemu, o ktérym mowa w art. 20aa, po przeprowadze-
niu testow integracyjnych zakonczonych wynikiem pozytywnym, potwierdzajacych interoperacyjno$¢ tego systemu z Sys-
temem, o ktérym mowa w art. 20aa.

Art. 209.% Do systemu, 0 ktérym mowa w art. 20aa, przylacza sie elektroniczng platforme ustug administracji pub-
licznej.

Rozdziat 4
Badanie osiagania interoperacyjnosci oraz kontrola przestrzegania przepisow ustawy

Art. 21. 1. W celu zapewnienia interoperacyjnosci systemow teleinformatycznych uzywanych do realizacji zadan pub-
licznych przeprowadza sie, z zastrzezeniem art. 24, badanie poprawnosci wdrozenia rozwiazan, o ktorych mowa w art. 13
ust. 2 pkt 2 lit. a, w oprogramowaniu interfejsowym przy wykorzystaniu testow akceptacyjnych udostepnionych przez pod-
miot publiczny, zgodnie z art. 13 ust. 2 pkt 2 lit. b, zwane dalej ,,badaniem”.

38) Dodany przez art. 29 pkt 13 ustawy, o ktérej mowa w odnosniku 1.
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2. Badanie przeprowadza, na wlasny koszt, tworca oprogramowania interfejsowego albo inny podmiot posiadajacy
autorskie prawa majatkowe do oprogramowania interfejsowego, ktore ma by¢ wykorzystywane do realizacji zadania pub-
licznego, zwany dalej ,,podmiotem uprawnionym?:

1) przed udostgpnieniem po raz pierwszy oprogramowania interfejsowego do realizacji tego zadania;

2) po modyfikacji oprogramowania interfejsowego w zakresie, o ktorym mowa w art. 13 ust. 2 pkt 2 lit. a, dokonanej od
czasu poprzedniego badania.

3. Podmiot uprawniony:

1) informuje podmiot publiczny o rodzaju, wersji, dacie wytworzenia i charakterystyce techniczno-funkcjonalnej opro-
gramowania interfejsowego poddawanego badaniu;

2) sktada podmiotowi publicznemu o$wiadczenie o wyniku badania.

4. W celu potwierdzenia wyniku badania podmiot publiczny moze przeprowadzi¢ weryfikacje tego badania, wykorzy-
stujac testy akceptacyjne udostepnione podmiotowi uprawnionemu. Podmiot publiczny informuje podmiot uprawniony
o wyniku weryfikacji.

5. W razie niezgodnosci wyniku weryfikacji z wynikiem badania dokonanego przez podmiot uprawniony rozstrzyga
wynik weryfikacji. W tym przypadku koszty weryfikacji ponosi podmiot uprawniony.

5a. W celu zapewnienia interoperacyjnosci systemow teleinformatycznych uzywanych do realizacji zadan publicznych
z innymi systemami teleinformatycznymi podmiot publiczny moze udostepni¢ testowy system teleinformatyczny, funkcjo-
nalnie odpowiadajacy systemowi produkcyjnemu, w celu dokonywania sprawdzenia poprawnosci wdrozenia rozwigzan pod
wzgledem organizacyjnym, semantycznym i technologicznym.

5b. W przypadku udostepnienia przez podmiot publiczny systemu testowego nie jest wymagane udostepnienie testow
akceptacyjnych.

6. Minister wtasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:
1) metodyke, warunki i tryb sporzadzania testow akceptacyjnych,

2)  sposob postepowania w zakresie badania oraz weryfikacji badania, w tym sposob dokumentowania wynikéw badania
oraz weryfikacji badania,

3) rodzaje oprogramowania interfejsowego podlegajacego badaniu,
4) szczegbtowy zakres informacji, o ktorych mowa w ust. 3 pkt 1, oraz sposob i tryb przekazywania tych informacji,
5)  wzdr oswiadczenia o wyniku badania oraz wyniku weryfikacji badania

—uwzgledniajac konieczno$¢é wprowadzenia jednolitych warunkow przygotowania rzetelnego zestawu testow akceptacyj-
nych oraz dokonania obiektywnej oceny oprogramowania interfejsowego.

Art. 22. 1. Oprogramowanie interfejsowe moze by¢ uzywane do realizacji zadan publicznych, jezeli uzyskato pozy-
tywny wynik badania.

2. Podmiot publiczny moze nieodptatnie udostgpni¢ oprogramowanie interfejsowe, ktore uzyskato pozytywny wynik
badania, albo jego kody Zzrodtowe, w zakresie okreslonym w umowie licencyjnej z podmiotem uprawnionym.

3. W razie stwierdzenia uzywania do realizacji zadania publicznego oprogramowania interfejsowego, ktore:
1) nie zostato poddane badaniu,
2) nie uzyskato pozytywnego wyniku badania w przypadkach, o ktérych mowa w art. 21 ust. 2

— podmiot publiczny moze odmoéwi¢ przyjecia danych przekazywanych za pomoca tego oprogramowania; w takim przy-
padku odmowa przyjecia danych jest rownoznaczna z nieprzekazaniem tych danych.

Art. 23. 1. Przepisy art. 21 i 22 stosuje sie odpowiednio, jezeli:
1) podmiot publiczny jest podmiotem uprawnionym:;

2) podmiot uprawniony przekazal podmiotowi publicznemu autorskie prawa majatkowe do oprogramowania interfejso-
wego.

2. W przypadkach, o ktorych mowa w ust. 1, w razie zaistnienia okolicznosci, o ktorych mowa w art. 22 ust. 3 pkt 1
albo 2, oprogramowanie interfejsowe nie moze by¢ uzywane do realizacji zadan publicznych do czasu uzyskania pozytyw-
nego wyniku badania.
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2)
3)

1)
2)

3)

Art. 24. Przepisdéw art. 21-23 nie stosuje si¢ w przypadku, o ktorym mowa w art. 13 ust. 4, chyba ze:
podmiot publiczny udostepnit testy akceptacyjne;

podmiot uprawniony wystgpit o udostepnienie testow akceptacyjnych w celu przeprowadzenia badania;
podmiot publiczny udostepnit system testowy, o ktérym mowa w art. 21 ust. 5a.

Art. 25. 1. Kontroli:

realizacji ponadsektorowych projektow informatycznych dokonuje Prezes Rady Ministrow;

realizacji sektorowych projektéw informatycznych dokonuje minister kierujacy dziatem administracji rzadowej, dla
ktérego ustanowiono sektorowy projekt informatyczny;

dzialania systemow teleinformatycznych, uzywanych do realizacji zadan publicznych albo realizacji obowiazkow wy-
nikajgcych z art. 13 ust. 2, dokonuje:

a) W jednostkach samorzadu terytorialnego i ich zwigzkach oraz w tworzonych lub prowadzonych przez te jednostki
samorzadowych osobach prawnych i innych samorzadowych jednostkach organizacyjnych — wlasciwy wojewoda,
Z zastrzezeniem ust. 3,

b) w podmiotach publicznych podlegtych lub nadzorowanych przez organy administracji rzadowej — organ admini-
stracji rzadowej nadzorujacy dany podmiot publiczny,

c) w podmiotach publicznych niewymienionych w lit. a i b — minister wlasciwy do spraw informatyzacji

— pod wzgledem zgodnosci z minimalnymi wymaganiami dla systemow teleinformatycznych lub minimalnymi wyma-
ganiami dla rejestrow publicznych i wymiany informacji w postaci elektronicznej.

2. (uchylony)

3. W stosunku do organow i jednostek, o ktorych mowa w ust. 1 pkt 3 lit. a, kontrola moze dotyczy¢ wytacznie syste-

mow teleinformatycznych oraz rejestrow publicznych, ktore sa uzywane do realizacji zadan zleconych z zakresu admini-
stracji rzadowej. W pozostatych przypadkach kontrola przeprowadzana jest na wniosek.

4. Kontroli w zakresie prawidtlowosci wydatkowania §rodkéw finansowych przekazywanych na podstawie art. 12f,

Z punktu widzenia legalno$ci, gospodarnosci, celowosci i rzetelnosci wydatkowania srodkow publicznych:

1)

2)

1)
2)

3)
4)
5)

podmiotoéw okreslonych w ust. 1 pkt 3 lit. a — dokonuje wlasciwa regionalna izba obrachunkowa, na zasadach okreslo-
nych w ustawie z dnia 7 pazdziernika 1992 r. o regionalnych izbach obrachunkowych (Dz. U. z 2016 r. poz. 561 oraz
z 2018 r. poz. 2500);

podmiotéw niewymienionych w pkt 1 — dokonuje minister whasciwy do spraw informatyzacji.
Art. 26. (uchylony)
Art. 27. (uchylony)

Art. 28. 1. Kontrolerem moze by¢ osoba pelnoletnia, ktora:
posiada wyksztalcenie wyzsze;

posiada obywatelstwo panstwa cztonkowskiego Unii Europejskiej, Konfederacji Szwajcarskiej lub panstwa cztonkow-
skiego Europejskiego Porozumienia o Wolnym Handlu (EFTA) — strony umowy o Europejskim Obszarze Gospodar-
czym, chyba ze przepisy odrgbne uzalezniaja zatrudnienie jej w jednostce kontrolowanej od posiadania obywatelstwa
polskiego;

ma pelng zdolno$¢ do czynnosci prawnych oraz korzysta z petni praw publicznych;
nie byla karana za umyslne przestgpstwo lub umyslne przestgpstwo skarbowe;
posiada certyfikat, 0 ktorym mowa w ust. 3.

2. Kontroler jest obowigzany zachowa¢ w tajemnicy informacje, ktore uzyskat w zwigzku z wykonywaniem czynnos$ci

kontroli. Obowigzek zachowania tajemnicy trwa rowniez po ustaniu pelnienia obowigzkéw kontrolera w urzgdzie obstugu-
jacym organ dokonujacy kontroli.

3. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia, wykaz certyfikatow uprawniajacych

do prowadzenia kontroli w rozumieniu art. 25, uwzglgdniajac zakres wiedzy specjalistycznej wymaganej od 0sob legitymu-
jacych sig¢ poszczegdlnymi certyfikatami i zakres kontroli okre§lony w art. 25.
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2)

1)
2)

3)
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2)
3)
4)

Art. 29. (uchylony)
Art. 30. (uchylony)
Art. 31. (uchylony)
Art. 32. (uchylony)
Art. 33. (uchylony)
Art. 34. (uchylony)
Art. 35. (uchylony)

Rozdziat 5
Zmiany w przepisach obowiazujacych

Art. 36-52. (pominigte)

Rozdziat 6
Przepisy dostosowujace, przejSciowe i koncowe

Art. 53-60. (pominigte)

Art. 61. 1. Ilekro¢ w przepisach dotyczacych informatyzacji zawartych w odrebnych ustawach jest mowa o:

elektronicznym nos$niku informacji, elektronicznym no$niku informatycznym, elektronicznym noséniku danych, kom-
puterowym no$niku informacji, komputerowym nosniku danych, nosniku elektronicznym, nosniku magnetycznym,
nos$niku informatycznym albo no$niku komputerowym — nalezy przez to rozumie¢, w przypadku watpliwosci interpre-
tacyjnych, informatyczny nosnik danych, o ktérym mowa w art. 3 pkt 1 niniejszej ustawy;

danych elektronicznych, danych w postaci elektronicznej, danych w formie elektronicznej, danych informatycznych,
informacjach w postaci elektronicznej albo informacjach w formie elektronicznej — nalezy przez to rozumie¢, w przy-
padku watpliwosci interpretacyjnych, dokument elektroniczny, o ktorym mowa w art. 3 pkt 2 niniejszej ustawy.

2. Przepisu ust. 1 nie stosuje si¢ do przepiséw:
ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe;

ustawy z dnia 29 sierpnia 1997 r. o Narodowym Banku Polskim (Dz. U. z 2017 r. poz. 1373, z 2018 r. poz. 2243 oraz
z 2019r. poz. 371);

ustawy z dnia 12 wrzesnia 2002 v. 0 elektronicznych instrumentach platniczych (Dz. U. z 2012 r. poz. 1232)%).
Art. 62. (pominigty)

Art. 63. (pominigty)

Art. 64. Ustawa wchodzi w zycie po uptywie 3 miesiecy od dnia ogloszenia*®, z wyjatkiem:

art. 17 oraz 54, ktore wchodza w zycie z dniem ogloszenia;

art. 36 i 37, ktore wchodza w zycie po uptywie 7 miesiecy od dnia ogloszenia;

art. 40, ktory wchodzi w zycie po uptywie 27 miesigcy od dnia ogloszenia;

art. 42 pkt 1, 4 i 7, ktore wchodza w zycie z dniem 1 lipca 2006 r.

39)

40)

Ustawa utracita moc z dniem 7 pazdziernika 2013 r. na podstawie art. 38 ustawy z dnia 12 lipca 2013 r. o zmianie ustawy o ustugach
ptatniczych oraz niektérych innych ustaw (Dz. U. poz. 1036), ktora weszta w zycie z dniem 7 pazdziernika 2013 r.
Ustawa zostata ogloszona w dniu 20 kwietnia 2005 r.



