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Dz. U. 2021 poz. 1797

OBWIESZCZENIE
MARSZALKA SEJMU RZECZYPOSPOLITEJ POLSKIEJ

z dnia 17 wrze$nia 2021 r.
w sprawie ogloszenia jednolitego tekstu ustawy o uslugach zaufania oraz identyfikacji elektronicznej

1. Na podstawie art. 16 ust. 1 zdanie pierwsze ustawy z dnia 20 lipca 2000 r. 0 ogtaszaniu aktow normatywnych
i niektorych innych aktow prawnych (Dz. U. z 2019 r. poz. 1461) ogtasza si¢ w zataczniku do niniejszego obwieszczenia
jednolity tekst ustawy z dnia 5 wrze$nia 2016 r. o ustugach zaufania oraz identyfikacji elektronicznej (Dz. U. z 2020 r.
poz. 1173), z uwzglgdnieniem zmian wprowadzonych ustawg z dnia 18 listopada 2020 r. o dorgczeniach elektronicznych
(Dz. U. poz. 2320 oraz z 2021 r. poz. 1135) oraz zmian wynikajacych z przepisoéw ogloszonych przed dniem 17 wrzesnia
2021 r.

2. Podany w zalaczniku do niniejszego obwieszczenia tekst jednolity ustawy nie obejmuje odnosnika nr 1 oraz art. 166
ustawy z dnia 18 listopada 2020 r. o doreczeniach elektronicznych (Dz. U. poz. 2320 oraz z 2021 r. poz. 1135), ktore
stanowig:

Y Niniejsza ustawa zostala notyfikowana Komisji Europejskiej w dniu 29 pazdziernika 2019 r. pod numerem

2019/533/PL, zgodnie z § 4 rozporzadzenia Rady Ministréw z dnia 23 grudnia 2002 r. w sprawie sposobu funk-
cjonowania krajowego systemu notyfikacji norm i aktow prawnych (Dz. U. poz. 2039 oraz z 2004 r. poz. 597),
ktore wdraza dyrektywe (UE) 2015/1535 Parlamentu Europejskiego i Rady z dnia 9 wrze$nia 2015 r. ustanawia-
jaca procedurg udzielania informacji w dziedzinie przepiséw technicznych oraz zasad dotyczacych ustug spote-
czenstwa informacyjnego (Dz. Urz. UE L 241 z 17.09.2015, str. 1).”

,Art. 166. Ustawa wchodzi w zycie z dniem 5 pazdziernika 2021 r., z wyjatkiem:
1) art. 145 art. 146, ktore wchodza w zycie z dniem nastgpujacym po dniu ogloszenia;
2) art. 80, art. 115, art. 144 i art. 161, ktore wchodzg w zycie po uptywie 7 dni od dnia ogloszenia;

3) art. 96 pkt 18, art. 130, art. 134, art. 149 ust. 1 oraz art. 150, ktére wchodzag w zycie po uptywie 14 dni od dnia
ogloszenia;

4) art. 38 ust. 6, art. 50, art. 52 ust. 5-7, art. 54 ust. 1-5 oraz art. 57 ust. 4, ktore wchodzg w zycie po uptywie 30 dni
od dnia ogloszenia;

5) art. 9 ust. 1 pkt 1-8, art. 11 pkt 2, art. 16 ust. 1, art. 18 ust. 2, art. 28 pkt 2 lit. b i c, art. 31, art. 83 oraz art. 141,
ktore wehodza w zycie z dniem 5 lipca 2022 r.;

6) art. 122, ktory wchodzi w zycie z dniem 1 stycznia 2022 r., z wyjatkiem pkt 5, ktory wchodzi w zycie z dniem
1 stycznia 2026 r.;

7) art. 58 ust. 1 pkt 4 i art. 63, ktore wchodza w zycie z dniem 1 pazdziernika 2022 r.;

8) art. 126 pkt 8, ktory wchodzi w zycie z dniem 1 stycznia 2023 r.;

9) art. 9 ust. 1 pkt 9, ktoéry wechodzi w zycie z dniem 1 pazdziernika 2026 r.;

10) art. 82 pkt 2, w zakresie dodawanego art. 100Db, i art. 159, ktére wchodzg w zycie z dniem 1 pazdziernika 2028 r.;

11) art. 82 pkt 1, 2, w zakresie dodawanego art. 100a, i pkt 3-21, art. 93, art. 96 pkt 1-17 i 19, art. 105 oraz art. 162,
ktore wechodza w zycie z dniem 1 pazdziernika 2029 r.”.

Marszatek Sejmu: E. Witek
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2)
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Zalacznik do obwieszczenia Marszatka Sejmu Rzeczypospolitej
Polskiej z dnia 17 wrze$nia 2021 r. (poz. 1797)

USTAWA

z dnia 5 wrze$nia 2016 1.

o uslugach zaufania oraz identyfikacji elektronicznej

Rozdziatl 1
Przepisy ogdlne
Art. 1. 1. Ustawa okre$la:
krajowg infrastrukture zaufania;

dzialalno$¢ dostawcow ustug zaufania, w tym zawieszanie certyfikatow podpisow elektronicznych i pieczeci elektro-
nicznych;

tryb notyfikacji krajowego systemu identyfikacji elektronicznej;

nadzér nad dostawcami ustug zaufania;

krajowy schemat identyfikacji elektronicznej;

nadzér nad krajowym schematem identyfikacji elektronicznej;

zasady okre$lania i wykorzystywania standardu ushugi rejestrowanego dorgczenia elektronicznego.

2. PrzepisOw ustawy nie stosuje si¢ do identyfikacji elektronicznej lub §wiadczenia ustug zaufania wykorzystywa-

nych wylacznie w zamknietych systemach wynikajacych z przepisow prawa, porozumien lub uméw zawartych przez
okreslong grupe uczestnikow.

Rozdziat 2
Krajowa infrastruktura zaufania

Art. 2. Minister wlasciwy do spraw informatyzacji zapewnia funkcjonowanie krajowej infrastruktury zaufania, ktora

obejmuje:

1) rejestr dostawcow ushug zaufania, zwany dalej ,,rejestrem”;
2) zaufang listg;

3) narodowe centrum certyfikacji.

Art. 3. 1. Rejestr jest prowadzony w postaci elektronicznej.
2. Rejestr jest jawny. Kazdy ma prawo dostgpu do danych zawartych w rejestrze.

3. Do rejestru wpisuje sie dostawcow ushug zaufania, ktorzy maja siedzibe lub oddziat na terytorium Rzeczypospolitej

Polskiej, oraz ustugi zaufania $§wiadczone przez tych dostawcow.

1
2)
3)

4)

4. Do rejestru wpisuje sig:
imi¢ i nazwisko lub firm¢ (nazwe) dostawcy ustug zaufania;
adres siedziby i miejsca wykonywania dziatalnosci;

numer w Krajowym Rejestrze Sagdowym — w przypadku dostawcow ustug zaufania podlegajacych wpisowi do tego
rejestru;

numer identyfikacji podatkowej;

1)

2)

Niniejsza ustawa stuzy stosowaniu rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr910/2014 zdnia 23 lipca 2014r.
w sprawie identyfikacji elektronicznej i ustug zaufania w odniesieniu do transakcji elektronicznych na rynku wewngtrznym oraz
uchylajacego dyrektywe 1999/93/WE (Dz. Urz. UE L 257 z 28.08.2014, str. 73).

Dodany przez art. 134 pkt 1 ustawy z dnia 18 listopada 2020 r. o dorgczeniach elektronicznych (Dz. U. poz. 2320 oraz z 2021 r.
poz. 1135), ktora wejdzie w zycie z dniem 5 pazdziernika 2021 r.; wszedt w zycie z dniem 6 stycznia 2021 r.
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5)
6)
7)
8)
9)
10)

11)
12)

13)

14)

1)
2)

nazwe polityki §wiadczenia ushug;

rodzaj $wiadczonych ustug zaufania;

date rozpoczecia §wiadczenia ustugi zaufania;

date zakonczenia $wiadczenia ustugi zaufania;

informacje o wystawionych certyfikatach, o ktérych mowa w art. 10 ust. 1 pkt 1;

nazwe i adres zaktadu ubezpieczen, z ktorym dostawca ustug zaufania zawart umowe ubezpieczenia, okres, na jaki
umowa ta zostala zawarta, oraz sume¢ ubezpieczenia,;

informacje 0 zamiarze zaprzestania prowadzenia dziatalno$ci w zakresie $§wiadczenia ushug zaufania lub zamiarze
ograniczenia zakresu $§wiadczonych ustug zaufania;

informacje o otwarciu likwidacji dostawcy ustug zaufania oraz date jego likwidacji;

informacje o ogloszeniu upadto$ci dostawcy ustug zaufania lub oddaleniu wniosku o ogloszenie upadtosci z przy-
czyn wskazanych w art. 13 ustawy z dnia 28 lutego 2003 r. — Prawo upadtosciowe (Dz. U. z 2020 r. poz. 1228 i 2320
oraz z 2021 r. poz. 1080, 1177 i 1598) oraz date zakonczenia postepowania upadtosciowego;

date wykre$lenia z rejestru dostawcy ustug zaufania.
Art. 4. 1. Wpis do rejestru:
dostawcy ustug zaufania, ktory zamierza $wiadczy¢ kwalifikowane ustugi zaufania, lub

kwalifikowanej ustugi zaufania

— nastepuje na wniosek dostawcy ustug zaufania.

2. Wniosek o wpis, 0 ktorym mowa w ust. 1, zawiera dane i informacje, o ktorych mowa w art. 3 ust. 4 pkt 1-7.

3. Minister wlasciwy do spraw informatyzacji udostepnia w Biuletynie Informacji Publicznej formularz wniosku o wpis,

0 ktérym mowa w ust. 1.

4. Do wniosku o wpis, 0 ktorym mowa w ust. 1, dotgcza sie, w postaci elektronicznej:

1) raport z oceny zgodnosci, o ktorym mowa w art. 21 rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014
z dnia 23 lipca 2014 r. w sprawie identyfikacji elektronicznej i ustug zaufania w odniesieniu do transakcji elektronicz-
nych na rynku wewnetrznym oraz uchylajacego dyrektywe 1999/93/WE (Dz. Urz. UE L 257 z 28.08.2014, str. 73),
zwanego dalej ,,rozporzadzeniem 910/2014”, wydany przez jednostke oceniajacg zgodnos¢;

2) polityke swiadczenia ustug objetych wnioskiem, zgodnie z ktorg majg by¢ swiadczone ustugi zaufania;

3) plan zakonczenia dziatalnosci, o ktorym mowa w art. 24 ust. 2 lit. i rozporzadzenia 910/2014;

4)  dane niezbedne do wystawienia certyfikatu, o ktérym mowa w art. 10 ust. 1 pkt 1.

5. Do wniosku 0 wpis, 0 ktérym mowa w ust. 1, mozna dotgczy¢ kopie dokumentoéw, o ktoérych mowa w ust. 4 pkt 1-3.
6. Minister wlasciwy do spraw informatyzacji, po rozpatrzeniu wniosku, o ktérym mowa w ust. 1, wydaje decyzje

0 wpisie:

1) dostawcy ushug zaufania i §wiadczonych przez niego ushug zaufania do rejestru, jezeli spetniajg wymagania okreslo-
ne w przepisach o ustugach zaufania;

2) kwalifikowanej ustugi zaufania do rejestru, w przypadku gdy ustuga spetnia wymagania okre$lone w przepisach

0 ustugach zaufania.
7. Decyzja o wpisie, 0 ktorej mowa w ust. 6, zawiera informacje podlegajace wpisowi do rejestru.

Art. 5. 1. Decyzja, 0 ktorej mowa w art. 4 ust. 6, jest podstawa do wydania certyfikatu, o ktorym mowa w art. 10 ust. 1

pkt 1, oraz dokonania wpisu na zaufang list¢ i oznacza nadanie statusu kwalifikowanego dostawcy ustug zaufania lub
$wiadczonej przez niego ustudze.

2. Minister wiasciwy do spraw informatyzacji prowadzi zaufang liste.
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Art. 6. 1. Wpis do rejestru:
1) niekwalifikowanego dostawcy ustug zaufania lub
2) niekwalifikowanej ustugi zaufania
— nastgpuje na podstawie zgloszenia przestanego w postaci elektronicznej przez dostawceg ushug zaufania.

2. Niekwalifikowany dostawca ustug zaufania w zgloszeniu, o ktdrym mowa w ust. 1, zgtasza co najmniej informacje,
0 ktorych mowa w art. 3 ust. 4 pkt 1-6.

Art. 7. Dostawca ustug zaufania wpisany do rejestru jest obowigzany informowa¢ ministra wlasciwego do spraw infor-
matyzacji o:

1) kazdej zmianie danych wpisanych do rejestru — w terminie 14 dni od zmiany tych danych;

2) zamiarze zaprzestania $wiadczenia kwalifikowanych ustug zaufania, otwarciu jego likwidacji, ogloszeniu jego upadtosci
lub oddaleniu wniosku 0 ogloszenie upadtosci z przyczyn wskazanych w art. 13 ustawy z dnia 28 lutego 2003 r. — Prawo
upadto$ciowe — niezwlocznie.

Art. 8. 1. Minister wlasciwy do spraw informatyzacji wykresla kwalifikowanego dostawce ustug zaufania lub §wiad-
czong przez niego kwalifikowang ustuge zaufania z rejestru w drodze decyzji.

2. Decyzja 0 wykreéleniu z rejestru kwalifikowanego dostawcy ustug zaufania oznacza odebranie statusu kwalifiko-
wanego temu dostawcy.

3. Decyzja o wykresleniu z rejestru kwalifikowanej ustugi zaufania oznacza odebranie tej ustudze statusu kwalifiko-
wanego.

4. Minister wlasciwy do spraw informatyzacji wydaje decyzje o wykresleniu z rejestru kwalifikowanego dostawcy
ustug zaufania lub $wiadczonej przez niego kwalifikowanej ustugi zaufania w przypadku:

1) zlozenia przez tego dostawce wniosku o wykre$lenie z rejestru;

2) wykorzystywania certyfikatow, o ktorych mowa w art. 10 ust. 1 pkt 1, w sposob wykraczajacy poza zakres ich sto-
sowania;

3) o ktérym mowa w art. 20 ust. 3 rozporzadzenia 910/2014;
4)  zaprzestania dziatalnosci przez kwalifikowanego dostawce ustug zaufania.

5. Decyzja 0 wykresleniu, o ktorej mowa w ust. 1, jest podstawa wykre$lenia dostawcy ustug zaufania z zaufanej listy
oraz moze by¢ podstawg do uniewaznienia certyfikatow, o ktorych mowa w art. 10 ust. 1 pkt 1.

6. Minister wlasciwy do spraw informatyzacji wykre$la niekwalifikowanego dostawce ushug zaufania z rejestru w przy-
padku ustalenia, ze zaprzestat on $wiadczenia ustug zaufania.

Art. 9. 1. Decyzja o wykresleniu kwalifikowanego dostawcy ustug zaufania z rejestru oraz decyzja o wykresleniu
wpisu kwalifikowanej ushugi zaufania z rejestru podlega natychmiastowemu wykonaniu. Przepisu art. 61 § 2 pkt 1 ustawy
z dnia 30 sierpnia 2002 r. — Prawo 0 postgpowaniu przed sadami administracyjnymi (Dz. U. z 2019 r. poz. 2325, z 2020 r.
poz. 2299 i 2320 oraz z 2021 r. poz. 54, 159 i 1598) nie stosuje si¢.

2. W przypadku wykreslenia dostawcy ustug zaufania z rejestru w rejestrze pozostawia si¢ informacje o dostawcy
i Swiadczonych przez niego ushugach.

Art. 10. 1. Narodowe centrum certyfikacji:

1) tworzy i wydaje kwalifikowanym dostawcom ustug zaufania certyfikaty stuzgce do weryfikacji zaawansowanych
podpiséw elektronicznych lub pieczeci elektronicznych, o ktorych mowa w zatgczniku I lit. g, zataczniku 11 lit. g
i zatgczniku IV lit. h do rozporzgdzenia 910/2014, oraz certyfikatow stuzacych do weryfikacji innych ustug zaufania
swiadczonych przez kwalifikowanych dostawcow, zwanych dalej ,,certyfikatami dostawcy ustug zaufania”;

2)  publikuje certyfikaty, o ktéorych mowa w pkt 1;
3) publikyje listy uniewaznionych certyfikatow, o ktérych mowa w pkt 1;

4) tworzy dane do opatrywania pieczecia elektroniczng certyfikatow, o ktorych mowa w pkt 1, oraz certyfikatow do
weryfikacji tych pieczeci, zwanych dalej ,,certyfikatami narodowego centrum certyfikacji”.

2. Narodowe centrum certyfikacji realizuje zadania, o ktorych mowa w ust. 1, zgodnie z polityka certyfikacji.
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Art. 11. 1. Na wniosek Prezesa Narodowego Banku Polskiego, minister wlasciwy do spraw informatyzacji moze
upowazni¢ Narodowy Bank Polski do realizacji zadan, o ktérych mowa w art. 10, jak rowniez do prowadzenia rejestru
i zaufanej listy.

2. W przypadku upowaznienia do realizacji zadan, o ktéorych mowa w art. 10, polityka certyfikacji narodowego
centrum certyfikacji podlega uzgodnieniu z ministrem wtasciwym do spraw informatyzacji.

3. W przypadku upowaznienia do realizacji zadan, o ktérych mowa w art. 10, minister wtasciwy do spraw informaty-
zacji przekazuje do Narodowego Banku Polskiego kopie dokumentow stanowiacych podstawe wpisu do rejestru lub wy-
kreslenia z rejestru albo zmian wpisow w rejestrze.

Art. 12. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:

1) wymagania organizacyjno-techniczne krajowej infrastruktury zaufania,

2)  szczegbltows tres¢ wpisOw w rejestrze oraz sposob ich dokonywania,

3) tryb wydawania i uniewazniania certyfikatow dostawcy ustug zaufania oraz certyfikatow narodowego centrum certy-
fikacji,

4) wymagania dla polityki certyfikacji narodowego centrum certyfikacji,

5) wymagania bezpieczenstwa krajowej infrastruktury zaufania

—uwzgledniajgc koniecznos¢ zapewnienia ochrony tajemnicy przedsigbiorstwa i intereséw odbiorcow ushug zaufania oraz
interoperacyjnos¢ systemow stosowanych przez dostawcoéw ushug zaufania oraz krajowg infrastrukturg zaufania.

Rozdziat 3
Dzialalno$¢ dostawcéw ustug zaufania

Art. 13. 1. Kwalifikowany dostawca ustug zaufania jest obowigzany zawrze¢ umowe ubezpieczenia odpowiedzialnosci
cywilnej za szkody wyrzadzone odbiorcom ustug zaufania powstale w okresie $wiadczenia ustug zaufania, w terminie
30 dni od dnia dokonania wpisu kwalifikowanej ustugi zaufania do rejestru, nie p6zniej niz jeden dzien przed dniem roz-
poczecia $wiadczenia tej ustugi.

2. Kwalifikowany dostawca ustug zaufania jest obowigzany, w terminie 30 dni od dnia dorgczenia decyzji o wpisie
do rejestru, przekaza¢ ministrowi wlasciwemu do spraw informatyzacji, droga elektroniczna, kopi¢ umowy, o ktdrej mowa
w ust. 1.

3. Kwalifikowany dostawca ustug zaufania jest obowigzany, w terminie 7 dni od dnia uptywu okresu ubezpieczenia,
przekaza¢ ministrowi wlasciwemu do spraw informatyzacji, drogg elektroniczna, kopi¢ kolejnej umowy ubezpieczenia.

4. Minister wlasciwy do spraw instytucji finansowych w porozumieniu z ministrem wlasciwym do spraw informaty-
zacji, po zasiggnieciu opinii Polskiej Izby Ubezpieczen, okresli, w drodze rozporzadzenia, szczegélowy zakres ubezpie-
czenia, 0 ktorym mowa w ust. 1, oraz minimalng sume gwarancyjng, uwzgledniajac specyfike dziatalno$ci prowadzonej
przez kwalifikowanych dostawcow ustug zaufania.

Art. 14. Kwalifikowany dostawca ustug zaufania, wydajac kwalifikowany certyfikat podpisu elektronicznego, jest
obowigzany:

1) uzyska¢ od osoby ubiegajacej si¢ o certyfikat potwierdzenie przyporzadkowania do niej danych stuzacych do wery-
fikacji podpisu elektronicznego, ktore sa zawarte w wydanym certyfikacie;

2) poinformowac osobg ubiegajaca si¢ o certyfikat o procedurze zglaszania zgdan uniewaznienia kwalifikowanego certy-
fikatu.

Art. 15. 1. Informacje i dane zwigzane ze §wiadczeniem ushug zaufania, ktorych ujawnienie mogloby narazi¢ na
szkode dostawce ustug zaufania lub odbiorcg ustug zaufania, w szczegdlnosci dane do sktadania podpiséw elektronicz-
nych lub pieczgci elektronicznych, sg objete tajemnica.

2. Tajemnica, o ktoérej mowa w ust. 1, nie sg objete informacje o naruszeniach przepiséw o ustugach zaufania przez
dostawce ustug zaufania oraz informacje o naruszeniach bezpieczenstwa i utracie integralnosci, o ktorych mowa w art. 19
ust. 2 rozporzadzenia 910/2014.

3. Do zachowania tajemnicy, o ktorej mowa w ust. 1, s3 obowigzane:

1) osoby pozostajgce z dostawcg ustug zaufania w stosunku pracy, zlecenia lub innym stosunku prawnym o podobnym
charakterze;
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2) osoby pozostajgce z podmiotami $wiadczgcymi ustugi na rzecz dostawcy ustug zaufania w stosunku pracy, zlecenia
lub innym stosunku prawnym o podobnym charakterze.

4. Osoby, o ktérych mowa w ust. 3, majg obowigzek udzielenia informacji i danych, o ktérych mowa w ust. 1, z wy-
jatkiem danych do sktadania podpisow elektronicznych lub pieczgci elektronicznych, wylacznie na zadanie:

1)  sadu lub prokuratora — W zwigzku z toczacym si¢ postepowaniem;

2) ministra wlasciwego do spraw informatyzacji — W zwigzku ze sprawowaniem przez niego nadzoru nad dziatalno$cig
dostawcow ustug zaufania;

3) innych upowaznionych organéw — W zwigzku z prowadzonym przez te organy postgpowaniem.

5. Obowigzek zachowania tajemnicy, o ktorej mowa w ust. 1, trwa przez 10 lat od dnia ustania stosunku prawnego,
0 ktorym mowa w ust. 3.

6. Obowiazek zachowania w tajemnicy danych do sktadania podpisu elektronicznego lub pieczgci elektronicznej jest
nieograniczony w czasie.

Art. 16. Zaawansowany podpis elektroniczny lub zaawansowana pieczeé elektroniczna weryfikowane za pomoca
certyfikatu dostawcy ustug zaufania stuzg do opatrywania podpisem elektronicznym lub pieczecia elektroniczng:

1) certyfikatow kwalifikowanych, o ktorych mowa w zalaczniku I lit. g, zatgczniku III lit. g oraz zatgczniku IV lit. h do
rozporzadzenia 910/2014;

2) informacji o statusie certyfikatow kwalifikowanych, w tym listy zawieszonych lub uniewaznionych certyfikatow;

3) innych certyfikatdw zwigzanych ze $wiadczeniem kwalifikowanych ustug zaufania.

Art. 17. 1. Kwalifikowany dostawca ustug zaufania przechowuje nastepujace dokumenty i dane zwigzane ze $wiad-
czeniem ustug zaufania:

1) potwierdzenie, 0 ktorym mowa w art. 14 pkt 1,

2) listy zawieszonych i uniewaznionych kwalifikowanych certyfikatow,

3) polityke $wiadczenia ustugi,

4)  Zadania uniewaznienia kwalifikowanego certyfikatu,

5) inne dokumenty, o ile polityka §wiadczenia ushugi wymagata ich utworzenia i przechowywania

— W sposOb umozliwiajacy odczytanie oraz zapewniajacy bezpieczenstwo przechowywanych dokumentow i danych.

2. Kwalifikowany dostawca ustug zaufania jest obowigzany przechowywa¢ dokumenty i dane, o ktérych mowa w ust. 1,
z wylaczeniem danych stuzacych do sktadania podpisu elektronicznego lub pieczeci elektronicznej, przez 20 lat od dnia
ich wytworzenia.

Art. 18. 1. Podpis elektroniczny lub pieczgé elektroniczna weryfikowane za pomoca certyfikatu wywotuja skutki
prawne, jezeli zostaty ztozone w okresie waznosci tego certyfikatu.

2. Podpis elektroniczny lub pieczeé elektroniczna ztozone w okresie zawieszenia certyfikatu wykorzystywanego do
jego weryfikacji nie wywotujg skutkéw prawnych. Informacja o zawieszeniu certyfikatu jest udostgpniana w ramach ustu-
gi informowania o statusie certyfikatu.

3. Po uchyleniu zawieszenia certyfikatu, skutek prawny podpisu elektronicznego lub pieczgci elektronicznej wery-
fikowanych tym certyfikatem ztozonych w trakcie zawieszenia nastegpuje z chwilg uchylenia tego zawieszenia.

Art. 19. 1. Dostawca ustug zaufania jest obowigzany posiada¢ polityke §wiadczenia ustugi.

2. Polityka $wiadczenia ustugi stanowi nazwany zestaw regut, w szczegolnosci takich jak polityka certyfikacji, okres-
lajacy zasady $wiadczenia ustugi, odpowiedzialno$¢ stron, zasady postepowania z danymi i majgcy zastosowanie do okres-
lonego kregu podmiotow lub zastosowan, o wspolnych dla tego kregu wymaganiach bezpieczenstwa, opracowywany na
podstawie norm lub standardow okreslajacych wymagania dla polityk §wiadczenia ustug.

3. Kwalifikowany dostawca ustug zaufania jest obowigzany posiadac¢ plan zakonczenia dziatalno$ci oraz zastosowac
ten plan do zakonczenia dziatalnoSci.

4. Kwalifikowany dostawca ustug zaufania zapewnia mozliwo$¢ calodobowego zgtaszania zadan uniewaznienia kwali-
fikowanych certyfikatow.

Art. 20. 1. W przypadku gdy kwalifikowany dostawca ushug zaufania utracit status kwalifikowany i zaden inny kwali-
fikowany dostawca ustug zaufania nie przejat jego dziatalno$ci w zakresie $wiadczenia ustug zaufania, przekazuje on
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dokumenty i dane, o ktorych mowa w art. 17 ust. 1, ministrowi wlasciwemu do spraw informatyzacji w terminie 30 dni od
dnia utraty statusu kwalifikowanego.

2. Minister wtasciwy do spraw informatyzacji przechowuje dokumenty i dane, o ktorych mowa w art. 17 ust. 1, do
konca okresu, o ktorym mowa w art. 17 ust. 2.

3. Kwalifikowany dostawca uslug zaufania niszczy niezwlocznie dane do sktadania przez niego zaawansowanego
podpisu elektronicznego lub zaawansowanej pieczeci elektronicznej weryfikowanych za pomoca certyfikatu dostawcy
ushug zaufania, w przypadku gdy polityka $§wiadczenia ustugi nie przewiduje dalszego wykorzystania tych danych Iub
w przypadku uniewaznienia certyfikatu dostawcy ustug zaufania powiazanego z tymi danymi.

4. Kwalifikowany dostawca ustug zaufania z czynnosci, o ktérych mowa w ust. 3, sporzadza protokot zniszczenia
danych i przekazuje go ministrowi wlasciwemu do spraw informatyzacji w terminie 7 dni od wykonania tych czynnosci.

Art. 21. Dostawca ustug zaufania nie odpowiada za szkody wynikajace z nieprzestrzegania przez odbiorcg ustug zaufa-
nia zasad okreslonych w polityce $wiadczenia ustugi, w szczegdlnosci za szkody wynikajace z:

1) uzycia certyfikatu niezgodnie z zakresem okre$lonym w polityce §wiadczenia ushugi wskazanej w certyfikacie,
W tym za szkody wynikajace z przekroczenia najwyzszej warto$ci granicznej transakcji, jezeli warto$¢ ta zostala
wskazana w certyfikacie;

2) nieprawdziwosci danych zawartych w certyfikacie, podanych przez odbiorce ustug zaufania uzywajacego tego certy-
fikatu, chyba ze szkoda byta wynikiem niedotozenia nalezytej starannos$ci przez dostawce ustug zaufania;

3) przechowywania lub uzywania przez odbiorcéw ustug zaufania danych do sktadania podpisu elektronicznego, pie-
czgei elektronicznej lub uwierzytelniania witryn internetowych w sposob niezapewniajacy ich ochrony przed nie-
uprawnionym wykorzystaniem.

Rozdziat 4
Krajowy schemat identyfikacji elektronicznej
Art. 21a. 1. Krajowy schemat identyfikacji elektronicznej obejmuje:
1) wezel krajowy identyfikacji elektronicznej, zwany dalej ,,weztem krajowym”;
2) przylaczone do wezta krajowego:
a) systemy identyfikacji elektronicznej, w ktorych wydawane sg $rodki identyfikacji elektronicznej,
b) systemy teleinformatyczne, w ktorych udostepniane sg ustugi online;

3) wezel wykorzystywany w procesie transgranicznego uwierzytelniania oséb, o ktérym mowa w przepisach wydanych
na podstawie art. 12 ust. 8 rozporzadzenia 910/2014, zwany dalej ,,weztem transgranicznym”.

2. Wezel krajowy jest rozwigzaniem organizacyjno-technicznym umozliwiajacym uwierzytelnianie uzytkownika sys-
temu teleinformatycznego, korzystajacego z ushugi online, z wykorzystaniem $rodka identyfikacji elektronicznej wydane-
go w systemie identyfikacji elektronicznej przylaczonym do tego wezta bezposrednio albo za posrednictwem wezta trans-
granicznego.

3. Wykorzystywanie $rodka identyfikacji elektronicznej do uwierzytelnienia uzytkownika systemu teleinformatycznego
w celu realizacji ustugi online §wiadczonej przez podmiot, o ktorym mowa w art. 2 i art. 19c¢ ust. 1 ustawy z dnia 17 lutego
2005 r. o informatyzacji dziatalnosci podmiotow realizujacych zadania publiczne (Dz. U. z 2021 r. poz. 670, 952, 1005
i 1641), lub podmiot sektora publicznego, o0 ktorym mowa w art. 3 pkt 7 rozporzadzenia 910/2014, jest nieodptatne.

4. Uwierzytelnienie uzytkownika systemu teleinformatycznego w celu realizacji ustugi online wymaga uzycia $rodka
identyfikacji elektronicznej na poziomie bezpieczenstwa okreslonym przez podmiot §wiadczacy te ushuge.

5. Funkcjonowanie wezta krajowego zapewnia minister wlasciwy do spraw informatyzacji.

6. Minister wlasciwy do spraw informatyzacji przetwarza dane osobowe 0sob, ktorym wydano Srodki identyfikacji
elektronicznej, obejmujace:

1) imig (imiona),
2) nazwisko,

3) nazwisko rodowe,
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4) numer PESEL lub niepowtarzalny identyfikator $rodka identyfikacji elektronicznej, o ktorym mowa w przepisach
wydanych na podstawie art. 12 ust. 8 rozporzadzenia 910/2014,

5) date urodzenia,

6) miejsce urodzenia,

7) ptee,

8) adres zamieszkania

—w celu uwierzytelnienia z wykorzystaniem wezta krajowego.

Art. 21b. 1. Minister wlasciwy do spraw informatyzacji wydaje decyzje o przytaczeniu systemu identyfikacji elektro-
nicznej do wezta krajowego podmiotowi odpowiedzialnemu za ten system posiadajagcemu siedzibe na terenie jednego
zZ panstw cztonkowskich Unii Europejskiej po:

1) potwierdzeniu spehienia przez ten system wymagan dla zadeklarowanych pozioméw bezpieczenstwa srodkow iden-
tyfikacji elektronicznej wydawanych w tym systemie, okreslonych w przepisach wydanych na podstawie art. 8 ust. 3
rozporzadzenia 910/2014;

2) przeprowadzeniu testow integracyjnych zakonczonych wynikiem pozytywnym, potwierdzajgcych interoperacyjnosé
systemow identyfikacji elektronicznej, z uwzglednieniem przepiséw wydanych na podstawie art. 12 ust. 8 rozporza-
dzenia 910/2014;

3) zapewnieniu przez podmiot odpowiedzialny za ten system opracowania, ustanawiania, wdrazania, eksploatowania,
monitorowania, przegladania, utrzymywania i doskonalenia systemu zarzadzania bezpieczenstwem informacji
zgodnie z wymogami okre$lonymi w przepisach wydanych na podstawie art. 18 ustawy z dnia 17 lutego 2005 r.
0 informatyzacji dzialalno$ci podmiotéw realizujacych zadania publiczne;

4) przedstawieniu przez podmiot odpowiedzialny za ten system dokumentu zawierajacego przyrzeczenie zaktadu ubez-
pieczefn zawarcia umowy ubezpieczenia odpowiedzialnoéci cywilnej za szkody wyrzadzone w zwigzku z wykorzy-
stywaniem $rodkow identyfikacji elektronicznej wydanych w systemie identyfikacji elektronicznej wnioskodawcy;

5) przedstawieniu przez podmiot odpowiedzialny za ten system o$wiadczenia o dziataniu tego podmiotu zgodnie z prze-
pisami o ochronie danych osobowych;

6) uzyskaniu pozytywnej opinii Szefa Agencji Bezpieczenstwa Wewnetrznego w przypadku, o ktorym mowa w art. 21g
ust. 6.

2. Przytaczenie systemu identyfikacji elektronicznej do wezta krajowego nastepuje pod warunkiem dostarczenia
ministrowi wlasciwemu do spraw informatyzacji przez podmiot odpowiedzialny za system identyfikacji elektronicznej,
W terminie wskazanym przez tego ministra, nie krotszym niz 30 dni, kopii umowy ubezpieczenia odpowiedzialno$ci
cywilnej za szkody wyrzadzone w zwiazku z wykorzystywaniem $rodkow identyfikacji elektronicznej wydanych w systemie
identyfikacji elektronicznej wnioskodawcy.

3. Po spetnieniu warunku, o ktorym mowa w ust. 2, przylaczenie systemu identyfikacji elektronicznej do wezta kra-
jowego nastepuje bez zbednej zwloki.

Art. 21c. 1. Ubezpieczeniem, o ktorym mowa w art. 21b ust. 2, jest objeta odpowiedzialno$¢ cywilna podmiotu od-
powiedzialnego za system identyfikacji elektronicznej za szkode wynikajaca z dzialania lub zaniechania, wyrzadzona
w zwigzku z wykorzystaniem $rodka identyfikacji elektronicznej wydanego w systemie identyfikacji elektronicznej, w ustu-
dze online $wiadczonej przez podmiot, o ktorym mowa w art. 2 i art. 19¢ ust. 1 ustawy z dnia 17 lutego 2005 r. o informa-
tyzacji dziatalno$ci podmiotéw realizujacych zadania publiczne, lub podmiot sektora publicznego, o ktérym mowa
w art. 3 pkt 7 rozporzadzenia 910/2014, spowodowang przez awarie, przerwe lub blad systemu lub przez zaciagnigcie
zobowigzania w wyniku nieuprawnionego wykorzystania tego srodka identyfikacji elektroniczne;.

2. Ubezpieczenie, 0 ktorym mowa w art. 21b ust. 2, nie obejmuje szkod:

1) wyrzadzonych przez ubezpieczonego po dniu wydania ostatecznej decyzji o odiaczeniu systemu identyfikacji elektro-
nicznej od wezta krajowego, chyba ze szkoda jest nastepstwem dziatania lub zaniechania, ktére miato miejsce
W okresie przylaczenia do wezla krajowego,

2) polegajacych na zaptacie kar umownych,

3) powstatych wskutek sity wyzszej
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— chyba ze w umowie ubezpieczenia zakres ochrony ubezpieczeniowej zostanie rozszerzony rowniez o szkody wynikajace
ze zdarzen wskazanych w pkt 1-3.

3. Ubezpieczenie, 0 ktorym mowa w art. 21b ust. 2, obejmuje wszystkie szkody w zakresie, 0 ktérym mowa w ust. 1 i 2,
bez mozliwo$ci umownego ograniczenia odpowiedzialno$ci przez zaktad ubezpieczen.

Art. 21ca. 1. Podmiot odpowiedzialny za system identyfikacji elektronicznej ponosi odpowiedzialno$¢ cywilng za
szkode¢ wynikajacg z dzialania lub zaniechania, wyrzadzong w zwigzku z wykorzystaniem $rodka identyfikacji elektro-
nicznej, w celu uwierzytelnienia uzytkownikow systemow okreslonych w art. 21a ust. 1 pkt 2 lit. b, korzystajacych z ustugi
online §wiadczonej przez podmiot, o ktorym mowa w art. 2 i art. 19¢ ust. 1 ustawy z dnia 17 Iutego 2005 r. o informatyza-
cji dziatalno$ci podmiotow realizujacych zadania publiczne, lub podmiot sektora publicznego, o ktorym mowa w art. 3 pkt 7
rozporzadzenia 910/2014, spowodowang przez awarig, przerwe lub biad systemu lub przez zaciagnigcie zobowigzania
w wyniku nieuprawnionego wykorzystania tego srodka identyfikacji elektronicznej do wysokosci 2 000 000 euro w odniesie-
niu do wszystkich zdarzen w danym roku.

2. Ograniczenia odpowiedzialno$ci do wysokosci wskazanej w ust. 1 nie stosuje si¢ w przypadku transgranicznego
uwierzytelniania 0osob, o ktorym mowa w przepisach wydanych na podstawie art. 12 ust. 8 rozporzadzenia 910/2014.

Art. 21d. 1. Minister wlasciwy do spraw instytucji finansowych w porozumieniu z ministrem wtasciwym do spraw
informatyzacji, po zasiggni¢ciu opinii Polskiej Izby Ubezpieczen, okresli, w drodze rozporzadzenia, minimalng sume
gwarancyjna ubezpieczenia, o ktorym mowa w art. 21b ust. 2, za szkody wynikajace z dziatania lub zaniechania, wyrza-
dzone w zwiazku z wykorzystaniem $rodkow identyfikacji elektronicznej wydanych w systemie identyfikacji elektronicz-
nej, w ustugach online $wiadczonych przez podmioty, o ktorych mowa w art. 2 lub art. 19c¢ ust. | ustawy z dnia 17 lutego
2005 r. o0 informatyzacji dziatalnosci podmiotow realizujacych zadania publiczne, lub podmioty sektora publicznego, 0 ktorych
mowa w art. 3 pkt 7 rozporzadzenia 910/2014, spowodowane przez awarie, przerwy lub btedy systemu lub przez zaciag-
nigcie zobowigzan w wyniku nieuprawnionego wykorzystania $rodka identyfikacji elektronicznej, uwzgledniajac specyfi-
ke dziatalnosci prowadzonej przez podmioty odpowiedzialne za systemy identyfikacji elektroniczne;j.

2. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia, wysoko$¢ kwot odpowiedzialno$ci
podmiotu odpowiedzialnego za system identyfikacji elektronicznej, o ktoérej mowa w art. 21ca ust. 1, w odniesieniu do
jednego zdarzenia, w zalezno$ci od poziomu bezpieczenstwa $rodkéw identyfikacji elektronicznej wydawanych w tym
systemie, kierujac si¢ potrzeba zapewnienia zaufania do uwierzytelnienia z wykorzystaniem $rodkow identyfikacji elektro-
nicznej.

Art. 21e. 1. Osoba, ktorej wydano srodek identyfikacji elektronicznej w systemie identyfikacji elektronicznej przyta-
czonym do wezla krajowego, jest obowigzana:

1) korzystaé ze $rodka identyfikacji elektronicznej zgodnie z warunkami okreslonymi przez podmiot odpowiedzialny za
system identyfikacji elektronicznej, w ktorym zostat wydany ten $rodek;

2) zglaszaé niezwlocznie podmiotowi odpowiedzialnemu za system identyfikacji elektronicznej, w ktérym zostat
wydany ten $rodek, utrate, kradziez, przywlaszczenie $rodka identyfikacji elektronicznej lub utrate wylacznej
kontroli nad danymi umozliwiajacymi identyfikacje przy uzyciu tego $rodka albo stwierdzenie nieuprawnionego
uzycia srodka identyfikacji elektronicznej.

2. W celu spelnienia obowigzku, o ktorym mowa w ust. 1 pkt 1, osoba, ktérej wydano $rodek identyfikacji elektro-
nicznej w systemie identyfikacji elektronicznej przytaczonym do wezta krajowego, z chwilag wydania tego $rodka podej-
muje niezb¢dne dziatania stuzace zapobiezeniu naruszeniu indywidualnych zabezpieczen tego $rodka lub danych umozli-
wiajacych identyfikacj¢ przy uzyciu tego srodka.

Art. 21f. W przypadku zgtoszenia, o ktorym mowa w art. 21e ust. 1 pkt 2, osoba, ktorej wydano $rodek identyfikacji
elektronicznej w systemie identyfikacji elektronicznej przytaczonym do wezta krajowego, po dokonaniu zgloszenia nie
ponosi odpowiedzialno$ci za zobowigzanie zaciagnigte z wykorzystaniem $rodka identyfikacji elektronicznej.

Art. 21g. 1. Przytaczenie systemu identyfikacji elektronicznej do wezla krajowego nastepuje na wniosek podmiotu
odpowiedzialnego za system identyfikacji elektronicznej.

2. Wniosek zawiera:

1) imig¢ i nazwisko lub firme¢ (nazwe), adres siedziby i miejsca wykonywania dziatalnoéci, numer w Krajowym Rejestrze
Sadowym, a w przypadku gdy podmiot nie posiada numeru w Krajowym Rejestrze Sadowym, wskazanie organu,
ktéremu dziatalno$¢ podmiotu zostata zgloszona, lub wlasciwego rejestru oraz podanie numeru identyfikacyjnego,
jezeli zostal on nadany, podmiotu odpowiedzialnego za system identyfikacji elektronicznej;
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2) imig i nazwisko lub firm¢ (nazwg), adres siedziby i miejsca wykonywania dziatalno$ci, numer w Krajowym Rejestrze
Sadowym, a w przypadku gdy podmiot nie posiada numeru w Krajowym Rejestrze Sgdowym, wskazanie organu,
ktéremu dziatalno§é podmiotu zostala zgloszona, lub wlasciwego rejestru oraz podanie numeru identyfikacyjnego,
jezeli zostat on nadany, kazdego podmiotu:

a) potwierdzajacego tozsamos$¢ oraz weryfikujacego dane identyfikujace osoby ubiegajacej si¢ o wydanie $rodka
identyfikacji elektronicznej,

b) wydajacego srodki identyfikacji elektronicznej,

C) zapewniajacego funkcjonalno$¢ pozwalajacg na uwierzytelnienie osob, ktorym wydano $rodek identyfikacji elektro-
nicznej

—w przypadku gdy czynnosci tych nie wykonuje podmiot odpowiedzialny za system identyfikacji elektronicznej;

3) nazwg iszczegdtowy opis systemu identyfikacji elektronicznej, w tym opis Srodkow identyfikacji elektronicznej
wydawanych w tym systemie z okre$leniem ich poziomu bezpieczenstwa, o ktorym mowa w art. 8 ust. 2 rozporza-
dzenia 910/2014, oraz informacje techniczne i organizacyjne dotyczace wykorzystania tych srodkow.

3. Do wniosku dotacza sig:

1) dokument potwierdzajacy spetnianie wymagan dla zadeklarowanych poziomoéw bezpieczenstwa srodkéw identyfika-
cji elektronicznej, okreslonych w przepisach wydanych na podstawie art. 8 ust. 3 rozporzadzenia 910/2014, w szcze-
gblnosci:

a) pozytywny wynik audytu systemu zarzadzania bezpieczenstwem informacji obejmujacego swym zakresem sys-
tem identyfikacji elektronicznej, ktdrego dotyczy wniosek, albo

b) pozytywny wynik audytu, o ktorym mowa w przepisach wydanych na podstawie art. 8 ust. 3 rozporzadzenia 910/2014
— adekwatnie do poziomu bezpieczenstwa srodkow identyfikacji elektronicznej wydawanych w tym systemie;

2) dokument zawierajacy przyrzeczenie zaktadu ubezpieczen zawarcia umowy ubezpieczenia odpowiedzialnosci cywil-
nej za szkody wyrzadzone w zwigzku z wykorzystywaniem $rodkéw identyfikacji elektronicznej wydanych w sys-
temie identyfikacji elektronicznej wnioskodawcy;

3) os$wiadczenie o zapewnieniu stosowania polityki bezpieczenstwa, o ktorej mowa w art. 39b ust. 1 pkt 3;
4) o$wiadczenie o dziataniu podmiotu zgodnie z przepisami o ochronie danych osobowych.

4. Whniosek oraz dokumenty, o ktérych mowa w ust. 3, sktada si¢ w postaci elektronicznej opatrzone kwalifikowa-
nym podpisem elektronicznym.

5. Minister wlasciwy do spraw informatyzacji informuje Szefa Agencji Bezpieczenstwa Wewngtrznego o wplynigciu
whniosku, 0 ktérym mowa w ust. 1, w celu umozliwienia Szefowi Agencji Bezpieczenstwa Wewnetrznego dokonania oce-
ny, czy podmiot odpowiedzialny za system identyfikacji elektronicznej lub podmiot, o ktérym mowa w ust. 2 pkt 2, znaj-
duja si¢ pod kontrolg korporacyjng, w tym faktycznym wptywem innego panstwa, jego podmiotu lub obywatela tego pan-
stwa, a w przypadku znajdowania si¢ pod taka kontrola, w celu ustalenia, czy moze zagraza¢ bezpieczenstwu panstwa,
w tym bezpieczenstwu ekonomicznemu panstwa.

6. Szef Agencji Bezpieczenstwa Wewnetrznego moze przeprowadzi¢ postgpowanie w celu dokonania oceny, o ktorej
mowa W ust. 5, 0 czym informuje ministra wlasciwego do spraw informatyzacji w terminie 7 dni od dnia otrzymania
informacji o wplynieciu wniosku.

7. Kontrola korporacyjna, o ktérej mowa w ust. 5, sg wszelkie formy bezposredniego lub posredniego uzyskania
przez podmiot uprawnien, ktore osobno albo tacznie, przy uwzglednieniu wszystkich okolicznoéci prawnych i faktycz-
nych, umozliwiaja wywieranie decydujacego wpltywu na podmiot odpowiedzialny za system identyfikacji elektronicznej
lub podmiot, 0 ktorym mowa w ust. 2 pkt 2, a w szczegdlnosci w przypadku:

1) dysponowania bezposrednio lub posrednio wigkszosécia gloséw na zgromadzeniu wspdlnikow albo na walnym zgro-
madzeniu, takze jako zastawnik albo uzytkownik, badz w zarzadzie innego podmiotu (podmiotu zaleznego), takze na
podstawie porozumien z innymi osobami;

2) uprawnienia do powolywania lub odwotywania wickszosci cztonkow zarzadu lub rady nadzorczej innego podmiotu
(podmiotu zaleznego), takze na podstawie porozumien z innymi osobami;

3) gdy czlonkowie jego zarzadu lub rady nadzorczej stanowig wiecej niz potowe cztonkow zarzgdu innego podmiotu
(podmiotu zaleznego);

4) dysponowania bezposrednio lub posrednio wickszoscia glosdéw w spolce osobowej zaleznej albo na walnym zgro-
madzeniu spotdzielni zaleznej, takze na podstawie porozumien z innymi osobami;

5) dysponowania prawem do catego albo do czg¢éci mienia innego podmiotu (podmiotu zaleznego);
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6) umoéw przewidujacych zarzadzanie innym podmiotem (podmiotem zaleznym) lub przekazywanie zysku przez taki
podmiot.

8. W przypadku wszczecia przez Szefa Agencji Bezpieczenstwa Wewnetrznego postgpowania w celu dokonania
oceny, o ktorej mowa w ust. 5, minister wlasciwy do spraw informatyzacji wzywa podmiot odpowiedzialny za system
identyfikacji elektronicznej do przekazania danych niezbe¢dnych do przeprowadzenia postgpowania w stosunku do tego
podmiotu lub podmiotu, 0 ktérym mowa w ust. 2 pkt 2.

9. Podmiot odpowiedzialny za system identyfikacji elektronicznej na zadanie ministra wlasciwego do spraw informa-
tyzacji obowigzany jest przekaza¢ dane i dokumenty niezbg¢dne do przeprowadzenia postgpowania w celu dokonania oce-
ny, o ktoérej mowa w ust. 5.

10. Agencja Bezpieczenistwa Wewnetrznego po przeprowadzeniu postepowania w celu dokonania oceny, o ktorej
mowa W ust. 5, wydaje pozytywna opinig, jezeli podmiot odpowiedzialny za system identyfikacji elektronicznej lub pod-
miot, 0 ktorym mowa w ust. 2 pkt 2:

1) nie znajduje si¢ pod kontrolg korporacyjna innego panstwa, jego podmiotu lub obywatela tego panstwa, albo

2) znajduje si¢ pod kontrola korporacyjng innego panstwa, jego podmiotu lub obywatela tego panstwa, ale kontrola ta
nie zagraza bezpieczenstwu panstwa, w tym bezpieczenstwu ekonomicznemu panstwa.
11. Szef Agencji Bezpieczenstwa Wewngetrznego wydaje negatywna opini¢ w przypadku niespelnienia odpowiednio
przez podmiot odpowiedzialny za system identyfikacji elektronicznej lub podmiot, o ktorym mowa w ust. 2 pkt 2, warun-
kéw, o ktorych mowa w ust. 10.

12. Opinia Szefa Agencji Bezpieczenstwa Wewnetrznego zawiera oddzielnie stanowisko w stosunku do kazdego
Z ocenianych podmiotow.

13. Rada Ministréw okresli, w drodze rozporzadzenia, zakres danych i dokumentéw niezbednych do przeprowadze-
nia postepowania w celu dokonania oceny, o0 ktorej mowa w ust. 5, majac na uwadze potrzebe zapewnienia kompletnos$ci
danych i dokumentéw niezbednych do wydania opinii oraz zapewnienie sprawnosci postepowania.

14. Termin postgpowania W sprawie przeprowadzenia oceny, o0 ktorej mowa w ust. 5, wynosi 30 dni od otrzymania
danych i dokumentéw niezbgdnych do przeprowadzenia postepowania i moze zosta¢ wydtuzony 0 kolejne 30 dni w przy-
padkach szczeg6lnie uzasadnionych. Okresu przeprowadzenia postgpowania nie wlicza si¢ do terminow przewidzianych
na wydanie decyzji, 0 ktoérej mowa w art. 21b ust. 1.

Art. 21h. Minister wlasciwy do spraw informatyzacji po dokonaniu oceny wniosku oraz dokumentow zalgczonych
do wniosku wyznacza termin przeprowadzenia testow integracyjnych, o ktorych mowa w art. 21b ust. 1 pkt 2, i przepro-
wadza testy zgodnie z procedurg udostepniong w Biuletynie Informacji Publicznej na swojej stronie podmiotowej.

Art. 21i. Minister wlasciwy do spraw informatyzacji informuje podmiot odpowiedzialny za system identyfikacji
elektronicznej na pismie, w postaci papierowej albo elektronicznej, o:

1) przylaczeniu systemu identyfikacji elektronicznej do wezta krajowego;
2)  kazdej zmianie polityki bezpieczenstwa, o ktorej mowa w art. 39b ust. 1 pkt 3.

Art. 21j. W przypadku niespetniania wymagan, o ktorych mowa w art. 21b ust. 1, minister wlasciwy do spraw infor-
matyzacji wydaje decyzj¢ o odmowie przylaczenia systemu identyfikacji elektronicznej do wezta krajowego.

Art. 21k. Podmiot odpowiedzialny za system identyfikacji elektronicznej przytaczony do wezta krajowego dostarcza
ministrowi wlasciwemu do spraw informatyzacji:

1) dokumenty potwierdzajace spetnianie aktualnych wymagan dla wskazanych we wniosku pozioméw bezpieczenstwa
srodkow identyfikacji elektronicznej, o ktorych mowa w art. 21g ust. 3 pkt 1, w przypadku zmiany przepisow wyda-
nych na podstawie art. 8 ust. 3 rozporzadzenia 910/2014, w terminie 14 dni od dnia wejscia w zycie zmiany tych
przepisow;

2) kopie kolejnej umowy ubezpieczenia odpowiedzialnosci cywilnej za szkody wyrzadzone w zwigzku z wykorzysty-
waniem $rodkow identyfikacji elektronicznej wydanych w systemie identyfikacji elektronicznej wnioskodawcy,
w terminie 14 dni od dnia jej zawarcia.

Art. 211. 1. Ponowne ztozenie wniosku, 0 ktorym mowa w art. 219 ust. 1, wymagane jest w przypadku:

1) zmiany poziomu bezpieczenstwa $rodka identyfikacji elektronicznej, wydawanego w systemie identyfikacji elektro-
nicznej przytagczonym do wezta krajowego;

2)  uruchomienia w systemie identyfikacji elektronicznej przytaczonym do wezta krajowego $rodka identyfikacji elektro-

nicznej nieobjetego zakresem wniosku, na podstawie ktorego zostata wydana decyzja o przylgczeniu systemu identy-
fikacji elektronicznej do wezta krajowego;

3) wydania przez Szefa Agencji Bezpieczenstwa Wewnetrznego negatywnej opinii w przypadku, o ktorym mowa w art. 21s
ust. 3.
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2. Umozliwienie korzystania za posrednictwem wezta krajowego ze Srodkow identyfikacji elektronicznej, o ktdrych
mowa W ust. 1, nastepuje po pozytywnym rozpatrzeniu wniosku i przeprowadzeniu testow integracyjnych.

Art. 21m. Do wezta krajowego przytacza si¢ system teleinformatyczny zapewniajacy obshuge publicznego systemu
identyfikacji elektronicznej, o ktorym mowa w art. 20aa pkt 1 ustawy z dnia 17 lutego 2005 r. 0 informatyzacji dziatal-
nos$ci podmiotéw realizujacych zadania publiczne.

Art. 21n. 1. Minister wlasciwy do spraw informatyzacji prowadzi rejestr systemow identyfikacji elektronicznej przy-
laczonych do wezla krajowego, zwany dalej ,,rejestrem systemow”.

2. Rejestr systemow jest jawny.

3. Podstawa do wpisania systemu identyfikacji elektronicznej do rejestru systemow jest decyzja, o ktorej mowa
w art. 21b ust. 1. Wpis jest czynno$cig materialno-techniczng.

4. Do rejestru systemdéw wpisuje sie:
1) informacje zawarte we wniosku, o ktérym mowa w art. 21g ust. 1;
2)  date przytaczenia systemu identyfikacji elektronicznej do wezta krajowego;

3) informacje 0 zamiarze zaprzestania $§wiadczenia ustug zwigzanych ze $rodkami identyfikacji elektronicznej wydawa-
nymi w systemie identyfikacji elektronicznej przytaczonym do wezta krajowego;

4) informacje o otwarciu likwidacji podmiotu odpowiedzialnego za system identyfikacji elektronicznej oraz date jego
likwidacji;
5) informacje o ogloszeniu upadtosci podmiotu odpowiedzialnego za system identyfikacji elektronicznej lub oddaleniu

whniosku 0 ogloszenie upadtosci z przyczyn wskazanych w art. 13 ustawy z dnia 28 lutego 2003 r. — Prawo upadtos-
ciowe oraz datg¢ zakonczenia postepowania upadto$ciowego;

6) informacje o0 zawieszeniu mozliwosci korzystania z Systemu identyfikacji elektronicznej lub uwierzytelniania z wy-
korzystaniem $rodkow identyfikacji elektronicznej wydanych w tym systemie;

7) informacje o przywrdceniu mozliwo$ci korzystania z systemu identyfikacji elektronicznej lub uwierzytelniania z wyko-
rzystaniem srodkow identyfikacji elektronicznej wydanych w tym systemie;

8) informacje o tym, czy system identyfikacji elektronicznej zostat przytaczony do wezta transgranicznego;

9) date wykre$lenia z rejestru systeméw podmiotu odpowiedzialnego za system identyfikacji elektronicznej.

Art. 210. 1. Informacje idane zawarte w dokumentach potwierdzajacych spetnianie wymagan, o ktéorych mowa
w art. 21b ust. 1, ktérych ujawnienie mogloby narazi¢ na szkode podmiot odpowiedzialny za system identyfikacji elektro-
nicznej, objete sa tajemnica.

2. Informacje i dane obj¢te tajemnica udostepnia si¢ wylacznie na zadanie:
1)  sadu lub prokuratora — W zwigzku z toczacym si¢ postepowaniem;
2) innych upowaznionych organdéw — w zwigzku z prowadzonym przez te organy postepowaniem;
3) Szefa Agencji Bezpieczenstwa Wewnetrznego.
Art. 21p. 1. Podmiot odpowiedzialny za system identyfikacji elektronicznej przytaczony do wezta krajowego:
1) zarzadza systemem identyfikacji elektronicznej oraz ponosi koszty jego utrzymania i rozwoju;

2) potwierdza tozsamos$¢ oraz weryfikuje dane identyfikujace osoby ubiegajacej si¢ o wydanie $rodka identyfikacji
elektronicznej w sposob adekwatny do poziomu bezpieczenstwa danego srodka identyfikacji elektronicznej, zgodnie
Z wymaganiami okre$lonymi w przepisach wydanych na podstawie art. 8 ust. 3 rozporzadzenia 910/2014;

3) wydaje, zawiesza i uniewaznia $rodki identyfikacji elektroniczne;j;

4)  zapewnia funkcjonalnoé¢ pozwalajaca na uwierzytelnienie osoby, ktorej wydano $rodek identyfikacji elektronicznej,
z wykorzystaniem tego srodka;
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5) zapisuje i zachowuje informacje zwigzane z wydawaniem, zawieszaniem i uniewaznianiem $rodkéw identyfikacji
elektronicznej oraz zapewnieniem rozliczalno$ci i niezaprzeczalno$ci dziatan uzytkownikow korzystajacych z tych
srodkow;

6) stosuje polityke bezpieczenstwa wezta krajowego, o ktorej mowa w art. 39b ust. 1 pkt 3;

7) uniewaznia $rodki identyfikacji elektronicznej wydane przez podmiot, w stosunku do ktérego Szef Agencji Bezpie-
czenstwa Wewngtrznego wydal negatywng opini¢ w przypadku, o ktérym mowa w art. 21s ust. 3.

2. Czynnoéci, o ktorych mowa w ust. 1 pkt 2-5 i 7, moga wykonywa¢ podmioty inne niz podmiot odpowiedzialny za
system identyfikacji elektronicznej, spelniajace wymogi okreslone w art. 21b ust. 1 pkt 1, 3 i 5, 0 ile posiadajg siedzibe na
terenie jednego z panstw cztonkowskich Unii Europejskiej. Odpowiedzialno$¢ za czynnoséci wykonywane przez podmioty
inne niz podmiot odpowiedzialny za system identyfikacji elektronicznej ponosi podmiot odpowiedzialny za system identy-
fikacji elektronicznej.

3. Podmioty inne niz podmiot odpowiedzialny za system identyfikacji elektronicznej stosuja polityke bezpieczenstwa
wezta krajowego, o ktorej mowa w art. 39b ust. 1 pkt 3.

Art. 21g. 1. Podmiot odpowiedzialny za system identyfikacji elektronicznej przetwarza dane osobowe 0sob, ktorym
w tym systemie wydano $rodki identyfikacji elektronicznej, obejmujace:

1) imie (imiona),
2) nazwisko,
3) nazwisko rodowe,

4) numer PESEL lub niepowtarzalny identyfikator srodka identyfikacji elektronicznej, o ktérym mowa w przepisach
wydanych na podstawie art. 12 ust. 8 rozporzadzenia 910/2014,

5) date urodzenia,

6) miejsce urodzenia,

7) ptee,

8) adres zamieszkania

— W celu realizacji zadan, o ktorych mowa w art. 21p ust. 1 pkt 1-5i 7.

2. Podmiot, o ktorym mowa w art. 21p, inny niz podmiot wskazany w art. 2 i art. 19¢ ust. 1 ustawy z dnia 17 lutego
2005 r. o informatyzacji dziatalnosci podmiotéw realizujacych zadania publiczne lub podmiot sektora publicznego, o ktérym
mowa w art. 3 pkt 7 rozporzadzenia 910/2014, zapewniajac mozliwo$¢ uwierzytelniania w ustugach online, nie moze
pozyskiwaé, przechowywaé oraz przetwarza¢ danych dotyczacych realizacji tych ustug, innych niz dane niezb¢dne do
zrealizowania procesu uwierzytelnienia.

Art. 21r. 1. W przypadku gdy nastapi naruszenie bezpieczenstwa systemu identyfikacji elektronicznej przytaczonego
do wezta krajowego lub czgsci srodkow identyfikacji elektronicznej wydanych w tym systemie, mogace mie¢ wplyw na
rozliczalnos¢ i niezaprzeczalnos$¢ dziatan wykonywanych z wykorzystaniem tego systemu lub czesci srodkow identyfika-
cji elektronicznej wydanych w tym systemie, podmiot odpowiedzialny za system identyfikacji elektronicznej przytaczony
do wezta krajowego niezwlocznie zawiesza mozliwo$¢ uwierzytelniania z wykorzystaniem srodkow identyfikacji elektro-
nicznej, ktorych dotyczy naruszenie bezpieczenstwa.

2. Po usunigciu naruszenia bezpieczenstwa systemu identyfikacji elektronicznej lub zawieszonej cz¢s$ci $rodkow
identyfikacji elektronicznej podmiot odpowiedzialny za system identyfikacji elektronicznej przytaczony do wezta krajo-
wego przywraca mozliwos¢ uwierzytelniania za pomocg $rodkéw identyfikacji elektronicznej, ktorych dotyczyto zawie-
szenie.

Art. 21s. 1. Podmiot odpowiedzialny za system identyfikacji elektronicznej przytagczony do wezta krajowego infor-
muje ministra wlasciwego do spraw informatyzacji o:
1) kazdej zmianie dotyczacej systemu identyfikacji elektronicznej przytaczonego do wezta krajowego majacej wplyw
na aktualno$¢ danych wpisanych do rejestru systeméw — w terminie 14 dni od dnia zmiany tych danych;
2) zamiarze zaprzestania Swiadczenia ustug zwigzanych ze $rodkami identyfikacji elektronicznej wydawanymi w sys-

temie identyfikacji elektronicznej przytaczonym do wezla krajowego — w terminie 12 miesigcy przed planowanym
zaprzestaniem $wiadczenia tych ustug;

3) otwarciu jego likwidacji, ogtoszeniu jego upadtosci lub oddaleniu wniosku o ogloszenie upadiosci z przyczyn wska-
zanych w art. 13 ustawy z dnia 28 lutego 2003 r. — Prawo upadto$ciowe — niezwlocznie;
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4) zawieszeniu mozliwosci uwierzytelniania z powodu naruszenia bezpieczenstwa, o ktérym mowa w art. 21r ust. 1,
oraz przywroceniu mozliwosci uwierzytelniania po usunigciu naruszenia bezpieczenstwa, o ktdrym mowa w art. 21r
ust. 2 — niezwlocznie, nie p6zniej niz w ciggu 24 godzin od momentu odpowiednio wykrycia naruszenia bezpieczen-
stwa oraz usunigcia naruszenia bezpieczenstwa.

2. Minister wiasciwy do spraw informatyzacji po otrzymaniu danych, o ktorych mowa w ust. 1, przekazuje je Szefowi
Agencji Bezpieczenstwa Wewnetrznego, jezeli istnieja uzasadnione przestanki pozwalajace wnioskowac, iz zmiany tych
danych moga mie¢ wptyw na bezpieczenstwo publiczne, bezpieczenstwo panstwa lub zagrazajg w sposob bezposredni
bezpieczenstwu systemow teleinformatycznych panstwa.

3. Szef Agencji Bezpieczenstwa Wewngtrznego, w przypadku powziecia informacji o okolicznosciach prawnych lub
faktycznych dotyczacych struktury wlascicielskiej podmiotu odpowiedzialnego za system identyfikacji elektronicznej lub
podmiotu, o ktorym mowa w art. 21g ust. 2 pkt 2, ktére moga zagrozi¢ bezpieczenstwu panstwa, w tym bezpieczenstwu
ekonomicznemu panstwa, przeprowadza postgpowanie w tej sprawie. Do postgpowania stosuje si¢ odpowiednio przepisy
art. 21g ust. 5-13.

4. Szef Agencji Bezpieczenistwa Wewnetrznego przeprowadza postgpowanie, o ktorym mowa w ust. 3, rowniez na
polecenie Prezesa Rady Ministrow lub ministra cztonka Rady Ministrow wilasciwego do spraw koordynowania dziatal-
nosci shuzb specjalnych.

5. Szef Agencji Bezpieczenstwa Wewnetrznego po przeprowadzeniu postepowania przekazuje opini¢ ministrowi wias-
ciwemu do spraw informatyzacji.

6. Minister wlasciwy do spraw informatyzacji przekazuje opini¢ podmiotowi odpowiedzialnemu za system identy-
fikacji elektroniczne;j.

Art. 21t. 1. Minister wlasciwy do spraw informatyzacji wydaje decyzje o przytaczeniu do wezta krajowego systemu
teleinformatycznego, w ktérym udostepniane sa ushugi online, po:

1) zapewnieniu przez podmiot odpowiedzialny za ten system opracowania, ustanawiania, wdrazania, eksploatowania,
monitorowania, przegladania, utrzymywania i doskonalenia systemu zarzadzania bezpieczenstwem informacji zgod-
nie z wymogami okreslonymi w przepisach wydanych na podstawie art. 18 ustawy z dnia 17 lutego 2005 r. o infor-
matyzacji dziatalnos$ci podmiotoéw realizujacych zadania publiczne;

2) przeprowadzeniu testow integracyjnych zakonczonych wynikiem pozytywnym, potwierdzajacych interoperacyjnosé
tego systemu z weztem krajowym;

3) przedstawieniu przez podmiot odpowiedzialny za ten system o$wiadczenia o dziataniu tego podmiotu zgodnie z prze-
pisami o ochronie danych osobowych;

4) wskazaniu interesu faktycznego w uwierzytelnianiu z wykorzystaniem wezta krajowego — w przypadku podmiotu
innego niz podmiot wskazany w art. 2 i art. 19c ust. 1 ustawy z dnia 17 lutego 2005 r. 0 informatyzacji dziatalno$ci
podmiotéw realizujacych zadania publiczne lub podmiot sektora publicznego, 0 ktorym mowa w art. 3 pkt 7 rozpo-
rzadzenia 910/2014.

2. Ocena interesu faktycznego dokonywana jest z uwzglednieniem jego wptywu na bezpieczenstwo i interes pub-
liczny.

Art. 21u. 1. Przylgczenie systemu, o ktorym mowa w art. 21t ust. 1, do wezla krajowego nastepuje na wniosek pod-
miotu odpowiedzialnego za ten system.

2. Wniosek zawiera nazwe podmiotu odpowiedzialnego za system albo jego imie¢ i nazwisko oraz wskazanie adresu
jego siedziby, adresu miejsca prowadzenia dziatalno$ci gospodarczej albo adresu zamieszkania.

3. Do wniosku dotgcza sig:

1) os$wiadczenie o zapewnieniu przez podmiot odpowiedzialny za ten system opracowania, ustanawiania, wdrazania,
eksploatowania, monitorowania, przegladania, utrzymywania i doskonalenia systemu zarzadzania bezpieczenstwem
informacji zgodnie z wymogami okre$lonymi w przepisach wydanych na podstawie art. 18 ustawy z dnia 17 lutego
2005 r. o informatyzacji dzialalno$ci podmiotow realizujacych zadania publiczne;

2) o$wiadczenie o zapewnieniu stosowania polityki bezpieczenstwa, o ktorej mowa w art. 39b ust. 1 pkt 3;

3) liste ustug online udostgpnianych w tym systemie wraz z okre$leniem dla kazdej z tych ustug wymaganych pozio-
mow bezpieczenstwa srodkéw identyfikacji elektronicznej, o ktérych mowa w art. 8 ust. 2 rozporzadzenia 910/2014,
niezbe¢dnych dla realizacji tych ustug;
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4)  os$wiadczenie o dziataniu podmiotu zgodnie z przepisami o ochronie danych osobowych;

5) uzasadnienie interesu faktycznego w uwierzytelnianiu z wykorzystaniem wezta krajowego — w przypadku podmiotu
innego niz podmiot, o ktérych mowa w art. 2 i art. 19c ust. 1 ustawy z dnia 17 lutego 2005 r. o informatyzacji dzia-
talno$ci podmiotow realizujacych zadania publiczne, lub podmiot sektora publicznego, 0 ktérym mowa w art. 3 pkt 7
rozporzadzenia 910/2014.

4. Whniosek oraz dokumenty, o ktorych mowa w ust. 3, sktada sie¢ w postaci elektronicznej opatrzone kwalifikowa-
nym podpisem elektronicznym.

Art. 21v. Minister wlasciwy do spraw informatyzacji po dokonaniu oceny wniosku oraz dokumentéw zalaczonych
do wniosku wyznacza termin przeprowadzenia testow integracyjnych, o ktorych mowa w art. 21t ust. 1 pkt 2, i przepro-
wadza testy zgodnie z procedurg udostepniong w Biuletynie Informacji Publicznej na swojej stronie podmiotowej.

Art. 21w. Podmiot odpowiedzialny za system teleinformatyczny, w ktorym udostgpniane sg ustugi online, przyta-
czony do wezta krajowego, niezwlocznie informuje ministra wiasciwego do spraw informatyzacji o0 kazdej zmianie danych
zawartych w liscie ustug, o ktorej mowa w art. 21u ust. 3 pkt 3.

Art. 21X. Minister wlasciwy do spraw informatyzacji udostgpnia w Biuletynie Informacji Publicznej na swojej stro-
nie podmiotowej informacje¢ 0 przytaczonych do wezta krajowego systemach teleinformatycznych, w ktorym udostepnia-
ne sg ustugi online.

Art. 21y. W przypadku niespelniania wymagan, o ktérych mowa w art. 21t ust. 1, minister wtasciwy do spraw infor-
matyzacji wydaje decyzje o odmowie przytaczenia systemu teleinformatycznego, w ktorym udostepniane sg ustugi online,
do wezta krajowego.

Art. 21z. Do wezta krajowego przylacza si¢ elektroniczng platforme ustug administracji publiczne;.

Art. 22. 1. Minister wlasciwy do spraw informatyzacji zapewnia funkcjonowanie wezta transgranicznego, zgodnie
z rozporzadzeniem 910/2014.

2. (uchylony)

3. Do notyfikacji, o ktorej mowa w art. 9 rozporzadzenia 910/2014, mogg by¢ zglaszane wylgcznie systemy identy-
fikacji elektronicznej przytaczone do wezta krajowego, jezeli zostato potwierdzone spetnienie warunkow, o ktérych mowa
w art. 7 tego rozporzadzenia.

4. Notyfikowany system identyfikacji elektronicznej jest przylaczany do wezta transgranicznego za posrednictwem
wezta krajowego.

Art. 23. Minister wlasciwy do spraw informatyzacji koordynuje dzialania na poziomie krajowym na rzecz wspolpra-
cy z panstwami cztonkowskimi Unii Europejskiej w sprawach dotyczacych systemow identyfikacji elektronicznej, prowa-
dzonej zgodnie z art. 12 ust. 5 i 6 rozporzadzenia 910/2014, w szczegblnosci zapewniajac obstuge pojedynczego punktu
kontaktowego, 0 ktorym mowa w przepisach wykonawczych wydanych na podstawie art. 12 ust. 7 tego rozporzadzenia.

Art. 24. 1. Wniosek o notyfikowanie systemu identyfikacji elektronicznej w Komisji Europejskiej sktada do ministra
wiasciwego do spraw informatyzacji podmiot odpowiedzialny za ten system.

2. Do wniosku, 0 ktérym mowa w ust. 1, zalgcza sie formularz notyfikacji systemu identyfikacji elektronicznej zgod-
ny ze wzorem okreslonym w przepisach wykonawczych wydanych na podstawie art. 9 ust. 5 rozporzadzenia 910/2014.

3. Minister wlasciwy do spraw informatyzacji moze zglosi¢ system identyfikacji elektronicznej do przeprowadzenia
wzajemnej oceny, 0 ktorej mowa w art. 12 ust. 6 lit. ¢ rozporzadzenia 910/2014, po pozytywnym zweryfikowaniu wniosku,
0 ktorym mowa w ust. 1, bioragc pod uwage warunki kwalifikowania sie systemu do notyfikowania wskazane w art. 7 tego
rozporzadzenia oraz polityke panstwa w zakresie identyfikacji elektroniczne;j.

4. Minister wlasciwy do spraw informatyzacji zglasza system identyfikacji elektronicznej do notyfikacji, o ktorej mowa
w art. 9 rozporzadzenia 910/2014, bioragc pod uwage wynik wzajemnej oceny, o ktorej mowa w przepisach wykonaw-
czych wydanych na podstawie art. 12 ust. 7 tego rozporzadzenia.

5. Minister wlasciwy do spraw informatyzacji moze powierzy¢ wykonywanie zadan, o ktorych mowa w ust. 3 i 4,
podmiotowi publicznemu w rozumieniu art. 2 ust. 1 ustawy z dnia 17 lutego 2005 r. 0 informatyzacji dziatalnosci podmio-
tow realizujacych zadania publiczne.
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Art. 25. Podmioty odpowiedzialne za systemy teleinformatyczne, w ktorych udostepniane sa ushugi online, przyta-
czane do wezta krajowego okreslaja wymagane poziomy bezpieczenstwa srodkow identyfikacji elektronicznej, o ktorych
mowa w art. 8 ust. 2 rozporzadzenia 910/2014, niezbedne dla realizacji tych ustug.

Art. 26. 1. Obowiagzki, o ktérych mowa w art. 10 rozporzadzenia 910/2014, wykonuje minister wiasciwy do spraw infor-
matyzacji.

2. Informacje dotyczace naruszenia bezpieczenstwa notyfikowanego systemu identyfikacji elektronicznej albo uwie-
rzytelnienia, o ktérym mowa w art. 10 rozporzadzenia 910/2014, podmiot odpowiedzialny za ten system przekazuje nie-
zwlocznie, nie pozniej niz w ciggu 24 godzin od momentu wykrycia naruszenia, droga elektroniczng, ministrowi wtas-
ciwemu do spraw informatyzacji.

Rozdziat 4a¥

Standard uslugi rejestrowanego dore¢czenia elektronicznego

Art. 26a. Minister wtasciwy do spraw informatyzacji okresli i udostepni w Biuletynie Informacji Publicznej na swo-
jej stronie podmiotowej standard publicznej ustugi rejestrowanego doreczenia elektronicznego $wiadczonej przez operato-
ra wyznaczonego i kwalifikowanych dostawcow ustug zaufania $wiadczacych kwalifikowane ustugi rejestrowanego dorg-
czenia elektronicznego w zakresie wspolpracy z publiczng ustuga rejestrowanego dorgczenia elektronicznego oraz
skrzynki doregczen, obejmujacy:

1) wymagania techniczne przekazywania dokumentow elektronicznych w ramach publicznej ushugi rejestrowanego
dorgczenia elektronicznego,

2) sposob identyfikacji nadawcy i adresata danych w ramach publicznej ustugi rejestrowanego doreczenia elektronicz-
nego,

3) strukture dowodow wystania i dowodoéw otrzymania w ramach publicznej ustugi rejestrowanego doreczenia elektro-
nicznego,

4) forme i sposob:
a) wystawiania dowodu wystania,
b) wystawiania dowodu otrzymania,
c) utrwalania dowodoéw wystania i dowodoéw otrzymania
— W ramach publicznej ustugi rejestrowanego dorg¢czenia elektronicznego,
5)  zakres i struktur¢ danych dotyczacych komunikacji pomi¢dzy adresami do dorgczen elektronicznych,

6) wymagania funkcjonowania skrzynki dorgczen, o ktérej mowa w art. 2 pkt 9 ustawy z dnia 18 listopada 2020 r.
0 dorgczeniach elektronicznych (Dz. U. poz. 2320 oraz z 2021 r. poz. 72, 802, 1135, 1163 i 1598)

— uwzgledniajac konieczno$¢ zapewnienia interoperacyjnosci i bezpieczenstwa wymiany danych, w tym mozliwo$¢ trans-
granicznej wymiany danych, biorac pod uwage normy i wytyczne dotyczace procedur wysytania i otrzymywania danych
opracowane przez Europejski Instytut Norm Telekomunikacyjnych lub normy wskazane przez Komisj¢ Europejska
W drodze aktow wykonawczych, o ktorych mowa w art. 44 ust. 2 rozporzadzenia 910/2014.

Art. 26b. Kwalifikowany dostawca ustug zaufania $wiadczy kwalifikowang ustuge rejestrowanego doreczenia elektro-
nicznego zgodnie ze standardem okre$lonym w art. 26a.

Art. 26c. Kwalifikowany dostawca ustug zaufania §wiadczacy kwalifikowang ustuge rejestrowanego dorgczenia
elektronicznego zglasza do ministra wlasciwego do spraw informatyzacji za pomocg systemu teleinformatycznego,
0 ktorym mowa w art. 58 ust. 1 ustawy z dnia 18 listopada 2020 r. o dor¢czeniach elektronicznych, informacj¢ o zmianie
lokalizacji adresu do dorgczen elektronicznych w przypadku przeniesienia go do innego dostawcy.

Rozdziat 5
Nadzoér nad dostawcami uslug zaufania

Art. 27. 1. Nadz6r nad dostawcami ushug zaufania sprawuje minister wtasciwy do spraw informatyzacji.

%  Rozdziat dodany przez art. 134 pkt 2 ustawy, o ktérej mowa w odnosniku 2; wszedl w zycie z dniem 6 stycznia 2021 r.
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2. W zakresie nadzoru, o0 ktorym mowa w ust. 1, minister wtasciwy do spraw informatyzacji:
1) wykonuje zadania okres$lone w przepisach rozporzadzenia 910/2014;
2) wydaje certyfikaty dostawcow ustug zaufania;
3) tworzy certyfikaty narodowego centrum certyfikacji;
4)  moze uniewaznia¢ certyfikaty, o ktorych mowa w pkt 2 i 3;

5)  w uzasadnionych przypadkach, w drodze decyzji, moze zada¢ niezwlocznego uniewaznienia kwalifikowanego certy-
fikatu przez kwalifikowanego dostawce ustug zaufania;

6) bada zgodnos¢ polityki $wiadczenia ustugi z przepisami o ustugach zaufania;

7) prowadzi rejestr dostawcow ustug zaufania;
8) naktada kary pieni¢zne;
9) wykonuje inne zadania okre$lone w przepisach prawa.

3. Decyzja, 0 ktorej mowa w ust. 2 pkt 5, podlega natychmiastowemu wykonaniu. Przepisu art. 61 § 2 pkt 1 ustawy
z dnia 30 sierpnia 2002 r. — Prawo 0 postgpowaniu przed sagdami administracyjnymi nie stosuje sie.

Art. 28. Dostawca ustugi zaufania, na zadanie ministra wtasciwego do spraw informatyzacji, z zachowaniem przepi-
s6bw o ochronie informacji niejawnych i innych informacji prawnie chronionych, jest obowigzany udziela¢ informacji lub
udostgpnia¢ dokumenty, ktére sa bezposrednio zwigzane ze §wiadczonymi ustugami zaufania lub maja wptyw na $wiad-
czone ushugi zaufania, w tym dotycza zarzadzania incydentami zwigzanymi z ustuga zaufania.

Art. 29. 1. W przypadku odebrania kwalifikowanemu dostawcy ushug zaufania statusu kwalifikowanego lub statusu
kwalifikowanego §wiadczonej przez niego ustudze zaufania minister whasciwy do spraw informatyzacji, w drodze decyzji,
moze uniewazni¢ odpowiednie certyfikaty dostawcy ustug zaufania, wydane temu dostawcy.

2. Uniewazniajac certyfikaty dostawcy ustug zaufania, minister wtasciwy do spraw informatyzacji bierze pod uwage
stopien zagrozenia bezpieczenstwa §wiadczenia ustug zaufania, mozliwo$¢ usunigcia tego zagrozenia w inny sposob oraz
pewnos¢ obrotu.

Art. 30. Minister wtasciwy do spraw informatyzacji w przypadku stwierdzenia, ze kwalifikowany dostawca ustug
zaufania prowadzi dziatalnos$¢ niezgodnie z przepisami o ustugach zaufania, moze:

1) wezwac kwalifikowanego dostawce ustug zaufania, aby w wyznaczonym terminie:

a) usungl stwierdzone nieprawidtowos$ci i doprowadzit swoja dziatalno$¢ do stanu zgodnego z przepisami 0 ustu-
gach zaufania,

b) zmienit polityke $wiadczenia ustug lub inne dokumenty zwigzane ze $wiadczeniem ustug zaufania,
€) uniewaznit kwalifikowane certyfikaty wydane z naruszeniem polityki $wiadczenia ushug;

2) wyda¢ decyzje o odebraniu kwalifikowanemu dostawcy ustug zaufania statusu kwalifikowanego lub statusu kwali-
fikowanego §wiadczonej przez niego ustudze zaufania.

Art. 31. Audyt, o ktorym mowa w art. 20:

1) ust. 2 rozporzadzenia 910/2014 — jest przeprowadzany przez osoby upowaznione przez ministra wlasciwego do
spraw informatyzacji, zwane dalej ,,audytorami organu nadzoru”;

2) ust. 1 lub 2 rozporzadzenia 910/2014 — moze by¢ przeprowadzany przy udziale os6b upowaznionych przez ministra
wilasciwego do spraw informatyzacji, zwanych dalej ,,obserwatorami organu nadzoru”, w przypadku gdy jest prze-
prowadzany przez jednostke oceniajaca zgodno$¢.

Art. 32. 1. Audytorzy organu nadzoru oraz obserwatorzy organu nadzoru odpowiednio przeprowadzaja audyt albo
biorg udziat w przeprowadzeniu audytu na podstawie imiennego upowaznienia wydanego przez ministra wtasciwego do
spraw informatyzacji.

2. Audytorzy organu nadzoru i obserwatorzy organu nadzoru nie moga prowadzi¢ dziatalnosci gospodarczej w za-
kresie $wiadczenia ustug zaufania, $wiadczy¢ ushug zaufania, by¢ wspdlnikami albo akcjonariuszami dostawcy ushug
zaufania ani wykonywa¢ obowiazkéw osoby reprezentujacej lub cztonka rady nadzorczej albo komisji rewizyjnej tego
dostawcy, a takze pozostawaé z tym dostawca w stosunku pracy, zlecenia lub innym stosunku prawnym o podobnym
charakterze.
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Art. 33. 1. Audytorzy organu nadzoru sg uprawnieni do:
1) wstepu do obiektow i pomieszczen kwalifikowanych dostawcow ustug zaufania;

2) wgladu do dokumentéw i danych, z wyjatkiem danych do sktadania podpiséw elektronicznych lub pieczeci elektro-
nicznych dostawcow ushug zaufania i innych informacji, ktére mogg stuzy¢ do odtworzenia tych danych, zwigzanych
z dziatalnoscia w zakresie ushug zaufania;

3) przetwarzania danych osobowych w zakresie objetym przedmiotem audytu;

4) przeprowadzania ogledzin obiektow oraz innych sktadnikow majatkowych zwigzanych ze $wiadczeniem ushug
zaufania, a takze sprawdzenia przebiegu czynnosci zwigzanych ze $wiadczeniem tych ustug;

5) zadania udzielenia ustnych lub pisemnych wyjasnien od pracownikéw kwalifikowanych dostawcow ushug zaufania;

6) zabezpieczania dokumentdéw i innych materiatow, z zachowaniem przepisow o ochronie informacji niejawnych i innych
informacji prawnie chronionych.

2. Upowazniony przedstawiciel audytowanego kwalifikowanego dostawcy ustug zaufania udziela wyjasnien lub przed-
ktada, na zadanie audytora organu nadzoru, dokumenty i inne materiaty niezb¢dne do przeprowadzenia audytu.

3. Przepisy ust. 1 pkt 1-4 stosuje si¢ do obserwatorow organu nadzoru.

Art. 34. W przypadku gdy wyniki audytu przeprowadzanego na podstawie art. 20 ust. 2 rozporzadzenia 910/2014
wykaza niezgodnos¢ z przepisami o ustugach zaufania, minister wlasciwy do spraw informatyzacji, po zapoznaniu si¢
Z zastrzezeniami oraz wyjasnieniami zgloszonymi przez dostawce ustug zaufania, moze wydaé decyzj¢ naktadajaca na
tego dostawce obowiazek usunigcia stwierdzonych niezgodnos$ci w terminie nie krotszym niz 14 dni.

Art. 35. Audytorzy organu nadzoru i obserwatorzy organu nadzoru sg obowigzani do bezterminowego zachowania
w tajemnicy informacji uzyskanych w zwigzku z przeprowadzanym audytem, z zachowaniem przepiséw o ochronie infor-
macji niejawnych i innych informacji prawnie chronionych.

Art. 36. W sprawach nieuregulowanych w ustawie, do przeprowadzenia audytu dostawcow ustug zaufania przez audy-
toro6w organu nadzoru stosuje si¢ odpowiednio przepisy rozdziatu 5 ustawy z dnia 6 marca 2018 r. — Prawo przedsiebior-
cow (Dz. U. z 2021 r. poz. 162), z wylaczeniem przepisu art. 55 ust. 1 tej ustawy.

Art. 37. 1. Minister wlasciwy do spraw informatyzacji moze wyznaczy¢ podmiot badajacy zgodnos$¢ kwalifikowa-
nych urzadzen do sktadania podpisu elektronicznego lub pieczeci elektronicznej z wymogami, 0 ktorych mowa w zatgcz-
niku II do rozporzadzenia 910/2014.

2. Minister wlasciwy do spraw informatyzacji przekazuje Komisji Europejskiej nazwe i adres wyznaczonego pod-
miotu, 0 ktorym mowa w ust. 1.

Art. 38. Minister wlasciwy do spraw informatyzacji moze zawiera¢ porozumienia z organami nadzoru innych panstw
cztonkowskich Unii Europejskiej w celu prowadzenia wspolnych postgpowan, o ktorych mowa w art. 18 ust. 3 rozporza-
dzenia 910/2014.

Art. 39. Minister wlasciwy do spraw informatyzacji, w porozumieniu z innymi organami okre§lonymi w art. 19 ust. 2
rozporzadzenia 910/2014, ustala sposdb zgtaszania drogg elektroniczng przypadkdéw naruszenia bezpieczenstwa lub utraty
integralno$ci, ktore maja znaczacy wptyw na §wiadczong ustuge zaufania lub przetwarzane w jej ramach dane osobowe.

Rozdziat 5a

Nadzor nad krajowym schematem identyfikacji elektronicznej

Art. 39a. Nadzor nad krajowym schematem identyfikacji elektronicznej sprawuje minister wiasciwy do spraw infor-
matyzacji.

Art. 39b. 1. W ramach nadzoru minister wiasciwy do spraw informatyzacji:
1) prowadzi kontrole:

a) spehiania przez systemy identyfikacji elektronicznej przytaczone do wezta krajowego wymagan, o ktorych mowa
w art. 21b ust. 1,

b) spetniania przez systemy teleinformatyczne, w ktorych udostepniane sa ustugi online, przytaczone do wezta kra-
jowego wymagan, o ktorych mowa w art. 21t ust. 1;
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2) prowadzi dziatania zapobiegajace naruszeniom bezpieczenstwa w krajowym schemacie identyfikacji elektronicznej,
W szczegolno$ci dokonuje systematycznego szacowania ryzyka wystgpienia incydentow w krajowym schemacie
identyfikacji elektronicznej;

3) okre$la iudostepnia w Biuletynie Informacji Publicznej na swojej stronie podmiotowej polityke bezpieczenstwa
wezta krajowego;

4) uczestniczy w inicjatywach krajowych i miedzynarodowych majacych na celu podnoszenie bezpieczenstwa wezta
krajowego, wezla transgranicznego oraz systemow identyfikacji elektronicznej;

5)  wspotpracuje z organem wtasciwym do spraw ochrony danych osobowych.

2. W ramach dziatan zapobiegajacych naruszeniom bezpieczenstwa w krajowym schemacie identyfikacji elektro-
nicznej minister wlasciwy do spraw informatyzacji:
1) prowadzi systematyczne szacowanie ryzyka wystgpienia incydentow, przez ktore rozumie si¢ kazde zdarzenie, ktore
ma lub moze mie¢ niekorzystny wpltyw na poufno$¢ danych albo rozliczalno$¢ dziatan dokonywanych w ramach
swiadczonych ustug w krajowym schemacie identyfikacji elektronicznej, w tym za posrednictwem wezta krajowego;

2) wdraza, rozwija i upowszechnia stosowanie $rodkow technicznych i organizacyjnych uwzgledniajacych najnowszy
stan wiedzy, odpowiednich i proporcjonalnych do zidentyfikowanych ryzyk, zapewniajacych bezpieczenstwo syste-
moéw teleinformatycznych wykorzystywanych do §wiadczenia ustug za posrednictwem wezta krajowego;

3) po dostrzezeniu podatnosci lub zagrozen naruszajacych lub moggcych narusza¢ poufnosé¢, integralnos¢, dostepnoscé
i autentyczno$¢ danych przetwarzanych w systemach teleinformatycznych dziatajacych w ramach krajowego sche-
matu identyfikacji elektronicznej niezwtocznie podejmuje dziatania zaradcze.

Art. 39c. 1. W przypadku naruszenia polityki bezpieczenstwa wezla krajowego lub niespelniania wymagan,
0 ktorych mowa w art. 21b ust. 1, dotyczacych systemu identyfikacji elektronicznej przytaczonego do wezta krajowego,
w zakresie majacym wplyw na wiarygodno$¢ uwierzytelnienia z wykorzystaniem $rodkow identyfikacji elektronicznej
wydanych w tym systemie, minister wlasciwy do spraw informatyzacji wydaje decyzj¢ o zawieszeniu:

1) mozliwosci korzystania z tego systemu, jezeli naruszenie dotyczy catego systemu, albo

2) mozliwo$ci korzystania z czeSci Srodkow identyfikacji elektronicznej wydanych w tym systemie, jezeli naruszenie
dotyczy czesci srodkow identyfikacji elektronicznej i zawieszenie takie jest mozliwe technicznie.

2. Minister witasciwy do spraw informatyzacji wydaje decyzje o przywrdceniu mozliwosci korzystania z Systemu
identyfikacji elektronicznej lub zawieszonej czesci srodkow identyfikacji elektronicznej niezwlocznie po otrzymaniu od
podmiotu odpowiedzialnego za system identyfikacji elektronicznej potwierdzenia usuni¢cia naruszenia, ktore byto pod-
stawg do zawieszenia, o ktérym mowa w ust. 1.

3. Decyzja, 0 ktorej mowa w ust. 1, podlega natychmiastowemu wykonaniu. Przepisu art. 61 § 2 pkt 1 ustawy z dnia
30 sierpnia 2002 r. — Prawo 0 postgpowaniu przed sagdami administracyjnymi nie stosuje sie.

Art. 39d. Minister wiasciwy do spraw informatyzacji wydaje decyzj¢ o odlaczeniu systemu identyfikacji elektro-
nicznej od wezta krajowego i odlacza ten system od wezta krajowego w przypadku:

1) zlozenia przez podmiot odpowiedzialny za system identyfikacji elektronicznej wniosku o odlaczenie od wezta krajowego;
2) zaprzestania prowadzenia dziatalno$ci przez podmiot odpowiedzialny za system identyfikacji elektronicznej;

3) nieusuni¢cia przyczyny zawieszenia mozliwoséci uwierzytelniania, o ktorej mowa w art. 21r ust. 1, lub mozliwosci
korzystania z systemu, o ktorej mowa w art. 39c ust. 1, w terminie 3 miesigcy od dnia jego zawieszenia;

4) nieprzedstawienia kolejnej umowy ubezpieczenia odpowiedzialnosci cywilnej za szkody wyrzadzone w zwiazku
z wykorzystywaniem $rodkow identyfikacji elektronicznej wydanych w systemie identyfikacji elektronicznej;

5) wydania przez Szefa Agencji Bezpieczenstwa Wewngtrznego negatywnej opinii w przypadku, o ktéorym mowa
w art. 21s ust. 3, w stosunku do podmiotu odpowiedzialnego za system identyfikacji elektronicznej.

Art. 39e. 1. Decyzja 0 odtaczeniu systemu identyfikacji elektronicznej od wezta krajowego jest podstawa do wykres-
lenia tego systemu z rejestru systemow.

2. Decyzja podlega natychmiastowemu wykonaniu. Przepisu art. 61 § 2 pkt 1 ustawy z dnia 30 sierpnia 2002 r. — Prawo
0 postgpowaniu przed sadami administracyjnymi nie stosuje sig.

Art. 39f. Podmiot odpowiedzialny za system identyfikacji elektronicznej, na zadanie ministra wlasciwego do spraw
informatyzacji oraz Szefa Agencji Bezpieczenstwa Wewnetrznego, z zachowaniem przepiséw o ochronie informacji nie-
jawnych iinnych informacji prawnie chronionych, jest obowigzany udziela¢ informacji oraz udostgpnia¢ dokumenty,
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ktore sa bezposrednio zwigzane z funkcjonowaniem systemu identyfikacji elektronicznej, w tym dotycza naruszen, o ktorych
mowa w art. 21r ust. 1 lub art. 39c ust. 1.

Art. 39g. 1. W przypadku naruszenia polityki bezpieczefistwa, o ktorej mowa w art. 39b ust. 1 pkt 3, lub niespehnia-
nia wymagan, o ktérych mowa w art. 21t ust. 1, dotyczacych systemu teleinformatycznego, w ktérym udostgpniane sa
ustugi online, przylagczonego do wezta krajowego, w zakresie majagcym wplyw na bezpieczenstwo uwierzytelnienia
z wykorzystaniem wezta krajowego, minister wiasciwy do spraw informatyzacji zawiesza w tym systemie mozliwo$¢
uwierzytelniania z wykorzystaniem wezta krajowego.

2. Minister wlasciwy do spraw informatyzacji przywraca mozliwo$¢ uwierzytelniania z wykorzystaniem wezta kra-
jowego w systemie teleinformatycznym, w ktorym udostepniane sa ustugi online, niezwtocznie po otrzymaniu od podmio-
tu odpowiedzialnego za ten system potwierdzenia usunig¢cia naruszenia, ktdre bylo podstawa do zawieszenia, o ktérym
mowa w ust. 1.

Art. 39h. Minister wlasciwy do spraw informatyzacji wydaje decyzje o odlgczeniu systemu teleinformatycznego,
w ktorym udostepniane sg ustugi online, i odtacza ten system od wezta krajowego w przypadku:
1) zlozenia przez podmiot odpowiedzialny za ten system wniosku 0 odtaczenie systemu od wezla krajowego;
2)  zaprzestania udost¢pniania ustug online w tym systemie;
3) nieusuniecia przyczyny zawieszenia tego systemu, o ktorej mowa w art. 39g ust. 1, w terminie 3 miesi¢cy od dnia

jego zawieszenia.

Art. 39i. Podmiot odpowiedzialny za system teleinformatyczny, w ktorym udostgpniane sg ustugi online, na zadanie
ministra wlasciwego do spraw informatyzacji oraz Szefa Agencji Bezpieczenstwa Wewngetrznego, z zachowaniem przepisow
o ochronie informacji niejawnych i innych informacji prawnie chronionych, jest obowigzany udziela¢ informacji oraz
udostepnia¢ dokumenty, ktore sg bezposrednio zwigzane z funkcjonowaniem tego systemu, w tym dotycza naruszen,
0 ktorych mowa w art. 399 ust. 1.

Art. 39j. 1. Kontrola, o ktorej mowa w art. 39b ust. 1 pkt 1, jest przeprowadzana przez osoby upowaznione przez
ministra wlasciwego do spraw informatyzacji.

2. Osoby, o0 ktoérych mowa w ust. 1, sg uprawnione do:

1) wstepu do obiektow i pomieszczen podmiotu odpowiedzialnego za system identyfikacji elektronicznej lub podmiotu
wydajacego $rodek identyfikacji elektronicznej w tym systemie;

2) wgladu do dokumentéw zawierajacych dane dotyczace funkcjonowania systemu identyfikacji elektronicznej oraz
wydanych w tym systemie $rodkow identyfikacji elektronicznej;

3) przetwarzania danych osobowych w zakresie objetym przedmiotem kontroli;

4) przeprowadzania ogledzin obiektéw oraz innych sktadnikow majatkowych zwigzanych z funkcjonowaniem systemu
identyfikacji elektronicznej, a takze sprawdzania przebiegu czynnosci zwigzanych z wydawaniem $rodkow identy-
fikacji elektronicznej oraz oceny technicznej srodkow identyfikacji elektronicznej;

5) Zadania udzielenia ustnych lub pisemnych wyjasnien od pracownikow podmiotu odpowiedzialnego za system identy-
fikacji elektronicznej, podmiotu wydajacego $rodek identyfikacji elektronicznej oraz przeprowadzajacego procedure
uwierzytelniania w tym systemie;

6) zabezpieczania dokumentéw i innych materiatlow, z zachowaniem przepisow o ochronie informacji niejawnych i innych
informacji prawnie chronionych.

Art. 39k. W przypadku gdy wyniki kontroli wykaza niezgodno$¢ z przepisami ustawy, minister wlasciwy do spraw
informatyzacji, po zapoznaniu si¢ z zastrzezeniami oraz wyjasnieniami zgloszonymi przez podmiot kontrolowany, moze
wyda¢ decyzje naktadajaca obowigzek usuniecia stwierdzonych niezgodno$ci w terminie nie krotszym niz 14 dni.

Art. 391. W sprawach nieuregulowanych w ustawie, do przeprowadzenia kontroli, o ktorej mowa w art. 39b ust. 1
pkt 1, stosuje si¢ odpowiednio przepisy rozdziatu 5 ustawy z dnia 6 marca 2018 r. — Prawo przedsigbiorcow.

Rozdziat 6
Przepisy karne

Art. 40. 1. Kto sktada kwalifikowany podpis elektroniczny lub zaawansowany podpis elektroniczny z wykorzys-
taniem danych do sktadania podpisu elektronicznego przyporzadkowanych do innej osoby,

podlega grzywnie, karze ograniczenia wolnosci albo pozbawienia wolnos$ci do lat 3.
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2. Tej samej karze podlega, kto sktada kwalifikowang pieczeé¢ elektroniczng lub zaawansowang piecze¢ elektronicz-
na, nie bedac do tego uprawnionym.

Art. 40a. Kto postuguje si¢ cudzym $rodkiem identyfikacji elektronicznej, wydawanym w systemie identyfikacji
elektronicznej przytaczonym do wezta krajowego, w celu uzyskania nieuprawnionego dostgpu do ustugi online,

podlega grzywnie, karze ograniczenia wolnosci albo pozbawienia wolnosci do lat 3.

Art. 41. Kto bez uprawnienia kopiuje lub przechowuje nieprzyporzadkowane do niego dane do sktadania zaawan-
sowanego podpisu elektronicznego lub pieczeci elektronicznej lub inne dane, ktdre mogtyby stuzy¢ do ich odtworzenia,

podlega grzywnie, karze ograniczenia wolnosci albo pozbawienia wolnos$ci do lat 3.

Art. 41a. Kto bez uprawnienia kopiuje lub przechowuje nieprzyporzadkowane do niego dane pozwalajace na identy-
fikowanie si¢ z wykorzystaniem $rodka identyfikacji elektronicznej, wydawanym w systemie identyfikacji elektronicznej
przytaczonym do wezta krajowego,

podlega grzywnie, karze ograniczenia wolnosci albo pozbawienia wolnos$ci do lat 3.

Art. 42, 1. Kto, $wiadczac ustugi zaufania, wydaje certyfikat zawierajacy nieprawdziwe dane w celu popehienia czynu
zabronionego,

podlega grzywnie, karze ograniczenia wolnosci albo pozbawienia wolnos$ci do lat 3.

2. Tej samej karze podlega, kto sktada podpis elektroniczny lub pieczeé elektroniczng weryfikowane certyfikatem,
0 ktérym mowa w ust. 1, w celu popehienia czynu zabronionego.

Art. 43. 1. Kto, bedac obowigzanym do zachowania tajemnicy zwigzanej ze §wiadczeniem ushug zaufania, ujawnia
lub wykorzystuje, wbrew warunkom okreslonym w przepisach o ustugach zaufania, informacje objgte tg tajemnica,

podlega grzywnie.

2. Jezeli sprawca dopuszcza si¢ czynu okreslonego w ust. 1 jako kwalifikowany dostawca ustug zaufania albo w celu
osiggniecia korzysci majatkowej lub osobistej,

podlega grzywnie, karze ograniczenia wolnosci albo pozbawienia wolnosci do lat 3.

Art. 44. Kto wydaje $rodek identyfikacji elektronicznej w systemie identyfikacji elektronicznej przytaczonym do
wezta krajowego osobie nieuprawnione;j,

podlega grzywnie, karze ograniczenia wolnosci albo pozbawienia wolnos$ci do lat 3.

Art. 45, Karom okre$lonym w art. 40—44 podlega takze, kto dopuszcza si¢ czynéw, o ktorych mowa w tych przepi-
sach, dziatajac w imieniu lub w interesie innej osoby fizycznej, osoby prawnej lub jednostki organizacyjnej nieposiadaja-
cej osobowosci prawne;j.

Rozdzial 7
Przepisy o karach pienieznych
Art. 46. Karze pieni¢znej podlega kwalifikowany dostawca ustug zaufania, ktory:
1) nie wykonuje obowiazku wynikajacego z art. 24 ust. 1 rozporzadzenia 910/2014;

2)  nie usunagt w terminie okre§lonym w wezwaniu, 0 ktérym mowa w art. 30 pkt 1 lit. a, stwierdzonych nieprawidtowosci
w prowadzonej przez siebie dziatalnosci;

3) stosuje polityke $wiadczenia ustugi lub przyjmuje inne dokumenty zwigzane ze $wiadczeniem ustugi zaufania nie-
zgodne z przepisami 0 ustugach zaufania;

4)  nie uniewaznia kwalifikowanych certyfikatow mimo wezwania ministra wlasciwego do spraw informatyzacji, o ktorym
mowa w art. 30 pkt 1 lit. c;

5) wydaje certyfikaty niezgodnie z politykg $wiadczenia ustugi;

6) nie udziela informacji lub nie udostgpnia dokumentow w przypadku, o ktorym mowa w art. 28;
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7) nie poinformowal ministra wlasciwego do spraw informatyzacji o zmianie danych podlegajacych wpisowi do rejestru
lub danych dotyczacych technicznych mozliwosci prowadzenia dziatalno$ci w zakresie $wiadczenia ustug zaufania
wskazanych we wniosku o wpis do rejestru;

8) nie wykonuje obowigzkdéw informacyjnych, o ktorych mowa w art. 19 ust. 2 rozporzadzenia 910/2014;
9) uniemozliwia lub utrudnia audytorowi organu nadzoru wykonywanie czynno$ci audytowych;

10) nie posiada planu zakonczenia dziatalnosci lub nie stosuje go do zakonczenia dziatalnosci;

11) nie wykona obowigzku, o ktorym mowa w art. 20 ust. 3 lub 4;

12) nie wykona obowigzku, o ktébrym mowa w art. 13 ust. 1.

Art. 47. 1. Kary pieni¢zne, o ktorych mowa w art. 46, art. 47a i art. 47b, naklada, w drodze decyzji, minister wias-
ciwy do spraw informatyzacji.

2. Wysoko$¢ kary pienigznej, o ktorej mowa w art. 46:
1) pkt1-9i 12, wynosi do 50 000 zt;
2)  pkt 10, wynosi do 10 000 zt;
3) pkt 11, wynosi do 100 000 zt.

Art. 47a. Kto w sposdb nieuprawniony gromadzi, przetwarza lub powiela dane dotyczace wykorzystania $rodka
identyfikacji elektronicznej, wydanego w systemie identyfikacji elektronicznej przytagczonym do wezta krajowego,

podlega karze pienigznej W wysokosci do 1 000 000 zt.

Art. 47b. Podmiot odpowiedzialny za system identyfikacji elektronicznej przytaczony do wezta krajowego, ktory
w wyniku §wiadomego dziatania lub zaniechania dopuscit w swoim systemie identyfikacji elektronicznej do uwierzytel-

nienia z wykorzystaniem $rodka identyfikacji elektronicznej, co do ktérego posiada wiedze, ze nie pozostaje on pod wy-
faczna kontrola osoby, ktorej ten srodek wydano,

podlega karze pienigznej w wysokosci do 1 000 000 zt.

Art. 48. Przy ustalaniu wysokosci kary pienigznej, o ktorej mowa w art. 46, minister wtasciwy do spraw informaty-
zacji uwzglednia zakres, czas trwania i skutki naruszenia wymagan, o ktorych mowa w przepisach o ustugach zaufania.

Art. 49. Do kar pienigznych stosuje si¢ odpowiednio przepisy dziatu Il i IV ustawy z dnia 29 sierpnia 1997 r. — Ordy-
nacja podatkowa (Dz. U. z 2021 r. poz. 1540 i 1598).

Rozdziat 8
Zmiany w przepisach

Art. 50-130. (pominiete)

Rozdziat 9
Przepisy przejSciowe
Art. 131. Bezpieczny podpis elektroniczny weryfikowany za pomoca waznego kwalifikowanego certyfikatu w ro-

zumieniu ustawy z dnia 18 wrzesnia 2001 r. o podpisie elektronicznym (Dz. U. z 2013 r. poz. 262, z 2014 r. poz. 1662
oraz z 2015 r. poz. 1893) jest kwalifikowanym podpisem elektronicznym w rozumieniu niniejszej ustawy.

Art. 132. 1. Zaswiadczenia certyfikacyjne, poswiadczenia elektroniczne i certyfikaty wydane zgodnie z przepisami
ustawy z dnia 18 wrzes$nia 2001 r. 0 podpisie elektronicznym zachowujg wazno$é przez okres w nich wskazany, o ile nie
zostang uniewaznione.

2. Do zaswiadczen certyfikacyjnych, poswiadczen elektronicznych i certyfikatow, o ktorych mowa w ust. 1, stosuje si¢
odpowiednio przepisy dotyczace certyfikatow krajowych dostawcow ushug zaufania oraz narodowego centrum certyfikacji.

Art. 133. 1. Rejestr kwalifikowanych podmiotow $wiadczacych ustugi certyfikacyjne, o ktorym mowa w art. 23
ust. 1 ustawy z dnia 18 wrzesénia 2001 r. 0 podpisie elektronicznym, staje si¢ rejestrem dostawcow ustug zaufania w rozu-
mieniu niniejszej ustawy.
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2. Ustuge znakowania czasem, 0 ktorej mowa w art. 3 pkt 16 ustawy z dnia 18 wrzesnia 2001 r. o podpisie elektro-
nicznym, wpisang do rejestru, o ktérym mowa w art. 23 ust. 1 tej ustawy, uznaje si¢ za ustugg elektronicznego znacznika
Czasu.

3. Elektroniczny znacznik czasu, o ktorym mowa w ust. 2, wywotuje skutki prawne okre$lone w art. 7 ust. 2 i 3
ustawy z dnia 18 wrze$nia 2001 r. o podpisie elektronicznym.

Art. 134. Upowaznienie udzielone Narodowemu Bankowi Polskiemu przez ministra wlasciwego do spraw gospo-
darki na podstawie art. 23 ust. 5 ustawy z dnia 18 wrzesnia 2001 r. o podpisie elektronicznym zachowuje moc do chwili
odwolania przez ministra wlasciwego do spraw informatyzacji.

Art. 135. 1. Postepowania wszczete i prowadzone przed dniem wejScia w Zycie niniejszej ustawy przed ministrem
wlasciwym do spraw gospodarki w sprawach, w ktorych wlasciwy na mocy przepisOw niniejszej ustawy staje sie minister
wlasciwy do spraw informatyzacji, s3 prowadzone na podstawie przepisow dotychczasowych przez ministra wlasciwego
do spraw informatyzacji.

2. Minister wlasciwy do spraw gospodarki, w terminie 14 dni od dnia wejscia w zycie niniejszej ustawy, przekaze mini-
strowi wlasciwemu do spraw informatyzacji dokumentacje w zakresie przejetych przez niego spraw.

3. Z dniem wejscia w zycie niniejszej ustawy strona udzielonych upowaznien lub uméw zawartych przez ministra
wlasciwego do spraw gospodarki w zakresie spraw przekazanych na podstawie niniejszej ustawy staje si¢ minister wilas-
ciwy do spraw informatyzacji.

Art. 136. Banki wykonujace czynnosci, o ktérych mowa w art. 6 ust. 1 pkt 6a ustawy zmienianej w art. 64%, w brzmie-
niu dotychczasowym, sa obowigzane dostosowaé statuty do przepiséw ustawy zmienianej w art. 64%, w brzmieniu nada-
nym niniejsza ustawa, w terminie 12 miesiecy od dnia wej$cia w zycie niniejszej ustawy.

Art. 137. 1. Do dnia 1 lipca 2018 r. do sktadania zaawansowanych podpisow elektronicznych lub zaawansowanych
pieczeci elektronicznych mozna stosowaé funkcje skrotu SHA-1, chyba ze wymagania techniczne wynikajace z aktow
wykonawczych wydanych na podstawie rozporzadzenia 910/2014 wytacza mozliwo$¢ stosowania tej funkcji skrotu.

2. Dostawcy ustug zaufania, producenci oprogramowania oraz podmioty publiczne obowigzani sg do odpowiedniego
dostosowania oprogramowania oraz systemow teleinformatycznych do zmian i terminu okreslonych w ust. 1.

Art. 138. Do uméw ubezpieczenia odpowiedzialno$ci cywilnej, 0 ktérych mowa w art. 10 ust. 1 pkt 4 ustawy z dnia
18 wrzesnia 2001 r. o podpisie elektronicznym, zawartych przed dniem wej$cia w Zycie niniejszej ustawy stosuje si¢
przepisy dotychczasowe.

Art. 139. Dotychczasowe przepisy wykonawcze wydane na podstawie art. 10 ust. 5 ustawy z dnia 18 wrzesénia
2001 r. o podpisie elektronicznym zachowuja moc do dnia wejscia w zycie przepisow wykonawczych wydanych na pod-
stawie art. 13 ust. 4, jednak nie dluzej niz 3 miesiace od dnia wejscia w zycie niniejszej ustawy.

Art. 140. Prezes Rady Ministrow dokona, w drodze rozporzadzenia, przeniesienia planowanych dochodow i wydat-
koéw budzetowych, w tym wynagrodzen oraz limitow zatrudnienia, mig¢dzy czgscig budzetu panstwa, ktorej dysponentem
jest minister wlasciwy do spraw gospodarki, a czescia, ktorej dysponentem jest minister wasciwy do spraw informatyzacji,
z zachowaniem przeznaczenia srodkoéw publicznych wynikajacych z ustawy budzetowe;.

Rozdzial 10

Przepisy koncowe

Art. 141. Traci moc ustawa z dnia 18 wrzeénia 2001 r. o podpisie elektronicznym (Dz. U. z 2013 r. poz. 262, z 2014 r.
poz. 1662 oraz z 2015 r. poz. 1893).

Art. 142. Ustawa wchodzi w zycie po uplywie 7 dni od dnia ogloszenia®, z wyjatkiem art. 22 oraz art. 24-26, ktore
wchodza w zycie z dniem 29 wrze$nia 2018 r.

4 Artykut 64 zawiera zmiany do ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe.
5 Ustawa zostata ogloszona w dniu 29 wrzeénia 2016 r.
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