DZIENNIK USTAW

RZECZYPOSPOLITEJ POLSKIEJ

Warszawa, dnia 17 listopada 2021 r.
Poz. 2070

OBWIESZCZENIE
MARSZALKA SEJMU RZECZYPOSPOLITEJ POLSKIEJ

z dnia 14 pazdziernika 2021 r.

w sprawie ogloszenia jednolitego tekstu ustawy o informatyzacji dzialalnosci podmiotéw realizujacych
zadania publiczne

1. Na podstawie art. 16 ust. 1 zdanie pierwsze ustawy z dnia 20 lipca 2000 r. o oglaszaniu aktéow normatywnych

i niektérych innych aktow prawnych (Dz. U. z2019 r. poz. 1461) oglasza si¢ w zalaczniku do niniejszego obwieszczenia
jednolity tekst ustawy z dnia 17 lutego 2005 r. o informatyzacji dzialalnos$ci podmiotow realizujacych zadania publiczne
(Dz. U. z 2021 r. poz. 670), z uwzglgdnieniem zmian wprowadzonych:

1)

2)

3)

ustawg z dnia 15 kwietnia 2021 r. o zmianie ustawy o Karcie Duzej Rodziny, ustawy o informatyzacji dziatalnosci
podmiotow realizujacych zadania publiczne oraz ustawy o opiece nad dzie¢mi w wieku do lat 3 (Dz. U. poz. 952),

ustawg z dnia 15 kwietnia 2021 r. o zmianie ustawy o autostradach ptatnych oraz o Krajowym Funduszu Drogowym
oraz niektorych innych ustaw (Dz. U. poz. 1005),

ustawg z dnia 11 sierpnia 2021 r. o otwartych danych i ponownym wykorzystywaniu informacji sektora publicznego
(Dz. U. poz. 1641)

oraz zmian wynikajacych z przepiséw ogloszonych przed dniem 12 pazdziernika 2021 r.

1)

2)

2. Podany w zataczniku do niniejszego obwieszczenia tekst jednolity ustawy nie obejmuje:

art. 9 ustawy z dnia 15 kwietnia 2021 r. o zmianie ustawy o Karcie Duzej Rodziny, ustawy o informatyzacji dziatalno$ci
podmiotdéw realizujacych zadania publiczne oraz ustawy o opiece nad dzie¢mi w wieku do lat 3 (Dz. U. poz. 952),
ktéry stanowi:

,»Art. 9. Ustawa wchodzi w zycie po uptywie 14 dni od dnia ogloszenia, z wyjatkiem:
1) art. 4, ktory wchodzi w zycie z dniem nastgpujacym po dniu ogloszenia;
2) art. 3 pkt 8, ktory wchodzi w zycie z dniem 1 stycznia 2022 1.”;

art. 22 i art. 25 ustawy z dnia 15 kwietnia 2021 r. o zmianie ustawy o autostradach ptatnych oraz o Krajowym
Funduszu Drogowym oraz niektorych innych ustaw (Dz. U. poz. 1005), ktére stanowia:

,Art. 22. 1. Tymczasowy profil zaufany potwierdzony w sposob, o ktérym mowa w art. 20ca ustawy zmienianej
w art. 8 w brzmieniu dotychczasowym, staje si¢ profilem zaufanym o okresie waznosci okreSlonym w przepisach
wydanych na podstawie art. 20d ustawy zmienianej w art. 8.

2. Wazno$¢ profilu zaufanego potwierdzonego w sposdb, o ktérym mowa w art. 20ca ustawy zmieniangj
w art. 8 w brzmieniu dotychczasowym, przedtuza si¢ na okres waznosci okreslony w przepisach wydanych na pod-
stawie art. 20d ustawy zmienianej w art. 8, liczac od daty potwierdzenia profilu zaufanego.

3. Do spraw o potwierdzenie tymczasowego profilu zaufanego w sposob, o ktorym mowa w art. 20ca ustawy
zmienianej w art. 8 w brzmieniu dotychczasowym, wszczgtych i niezakonczonych przed dniem wejscia w Zycie niniej-
szej ustawy stosuje si¢ przepisy dotychczasowe. Przepisy ust. 1 1 2 stosuje si¢ odpowiednio.”
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3)

Art. 25. Ustawa wchodzi w zycie po uptywie 14 dni od dnia ogloszenia, z wyjatkiem:

1) art. 1 pkt2lit. e w zakresie art. 37a ust. 33 iart. 3 pkt 6 w zakresie art. 13iba ust. 11, ktore wchodzg w zycie
po uptywie 60 dni od dnia ogloszenia;

2) art. 3 pkt 1, ktoéry wchodzi w zycie z dniem 1 pazdziernika 2021 r.;

3) art. 1 pkt2lit. a, d i e w zakresie art. 37a ust. 9-27, ust. 28 pkt 1 lit. a, ust. 30, 34 i 35, ktére wchodza w zycie
z dniem 1 grudnia 2021 r.”;

odnosnika nr 1 oraz art. 63 ustawy z dnia 11 sierpnia 2021 r. o otwartych danych i ponownym wykorzystywaniu
informacji sektora publicznego (Dz. U. poz. 1641), ktore stanowia:

D Niniejsza ustawa w zakresie swojej regulacji wdraza dyrektywe Parlamentu Europejskiego i Rady (UE)
2019/1024 z dnia 20 czerwca 2019 r. w sprawie otwartych danych i ponownego wykorzystywania informacji
sektora publicznego (Dz. Urz. UE L 172 z 26.06.2019, str. 56).”

2

,Art. 63. Ustawa wchodzi w zycie po uptywie 3 miesiecy od dnia ogloszenia, z wyjatkiem art. 24, ktory wchodzi
w zycie po uptywie 6 miesi¢ecy od dnia ogloszenia.”.

Marszatek Sejmu: E. Witek
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1)
2)

3)

4)

5)

6)

7)

8)
9)

Zatacznik do obwieszczenia Marszatka Sejmu Rzeczypospolitej
Polskiej z dnia 14 pazdziernika 2021 r. (poz. 2070)

USTAWA
z dnia 17 lutego 2005 r.

o informatyzacji dzialalnos$ci podmiotéw realizujacych zadania publiczne

Rozdziat 1
Przepisy ogolne
Art. 1. Ustawa okre$la zasady:
dofinansowania projektow informatycznych o publicznym zastosowaniu,

ustalania minimalnych wymagan dla systemow teleinformatycznych uzywanych do realizacji zadan publicznych oraz
dla rejestréw publicznych i wymiany informacji w postaci elektronicznej z podmiotami publicznymi oraz ustalania
Krajowych Ram Interoperacyjnosci systemow teleinformatycznych w sposéb gwarantujacy neutralno$¢ techno-
logiczna i1 jawno$¢ uzywanych standardow i specyfikacji,

dostosowania systemoéw teleinformatycznych uzywanych do realizacji zadan publicznych do minimalnych wymagan
dla systemow teleinformatycznych uzywanych do realizacji zadan publicznych oraz do Krajowych Ram Interopera-
cyjnosci systemow teleinformatycznych w sposéb gwarantujacy neutralno$¢ technologiczng i jawno$¢ uzywanych
standardow i specyfikacji,

dostosowania rejestrow publicznych i wymiany informacji w postaci elektronicznej z podmiotami publicznymi do mini-
malnych wymagan dla rejestrow publicznych i wymiany informacji z podmiotami publicznymi oraz do Krajowych Ram
Interoperacyjnosci systemow teleinformatycznych w sposdb gwarantujagcy neutralno$¢ technologiczna ijawnos¢
uzywanych standardéw i specyfikacji,

kontroli projektow informatycznych o publicznym zastosowaniu, systemoéw teleinformatycznych uzywanych do
realizacji zadan publicznych, rejestrow publicznych i wymiany informacji w postaci elektronicznej z podmiotami
publicznymi,

wymiany informacji droga elektroniczng, w tym dokumentdéw elektronicznych, pomiedzy podmiotami publicznymi
a podmiotami nieb¢dacymi podmiotami publicznymi,

ustalania i publikacji specyfikacji rozwigzan stosowanych w oprogramowaniu umozliwiajacym 1aczenie i wymiang
informacji, w tym przestanie dokumentéw elektronicznych, pomiedzy systemami teleinformatycznymi podmiotow
publicznych a systemami podmiotéw niebedacymi podmiotami publicznymi,

funkcjonowania elektronicznej platformy ustug administracji publicznej, zwanej dalej ,,cPUAP”,

funkcjonowania centralnego repozytorium wzoréw dokumentéw elektronicznych,

9a) funkcjonowania publicznego systemu identyfikacji elektroniczne;j,

9b) $wiadczenia ustugi podpisu zaufanego,

9¢)! funkcjonowania zintegrowanej platformy analitycznej
10) (uchylony)

—w celu ochrony interesu publicznego, w tym zachowania przez Panstwo mozliwosci swobody wyboru technologii
w procesach informatyzacji realizacji zadan publicznych.

Art. 2. 1. Z zastrzezeniem ust. 2—4, przepisy ustawy stosuje si¢ do realizujacych zadania publiczne okre$lone przez

ustawy:

1) organdéw administracji rzadowej, organéw kontroli panstwowej i ochrony prawa, sadow, jednostek organizacyjnych
prokuratury, a takze jednostek samorzadu terytorialnego i ich organéw,

2) jednostek budzetowych i samorzadowych zaktadow budzetowych,

3) funduszy celowych,

4) samodzielnych publicznych zaktadow opicki zdrowotnej oraz spotek wykonujacych dziatalnos¢ leczniczg w rozu-

mieniu przepisow o dziatalnosci leczniczej,

1

Dodany przez art. 51 pkt 1 ustawy z dnia 11 sierpnia 2021 r. o otwartych danych i ponownym wykorzystywaniu informacji sektora
publicznego (Dz. U. poz. 1641), ktora wejdzie w zycie z dniem 8 grudnia 2021 r.
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5) Zaktadu Ubezpieczen Spotecznych, Kasy Rolniczego Ubezpieczenia Spotecznego,
6) Narodowego Funduszu Zdrowia,

7) panstwowych lub samorzadowych oso6b prawnych utworzonych na podstawie odrgbnych ustaw w celu realizacji
zadan publicznych,

8) uczelni,

9) federacji podmiotéw systemu szkolnictwa wyzszego i nauki,

9a) instytutow badawczych,

9b) instytutéw dziatajacych w ramach Sieci Badawczej Lukasiewicz,

9¢) jednostek organizacyjnych tworzonych przez Polskg Akademi¢ Nauk,
10) Polskiej Komisji Akredytacyjne;j,

11) Rady Doskonatosci Naukowej

— zwanych dalej ,,podmiotami publicznymi”.

2. Przepis art. 13 ust. 2 pkt 1 stosuje si¢ réwniez do podmiotu, ktéremu podmiot publiczny powierzyt lub zlecit reali-
zacje zadania publicznego, jezeli w zwigzku z realizacja tego zadania istnieje obowigzek przekazywania informacji do lub
od podmiotéw niebgdacych organami administracji rzadowe;.

3. Przepis6w ustawy nie stosuje si¢ do przedsigbiorstw panstwowych, spétek handlowych, shuzb specjalnych w rozu-
mieniu art. 11 ustawy z dnia 24 maja 2002 r. o Agencji Bezpieczenstwa Wewngetrznego oraz Agencji Wywiadu (Dz. U.
72020 r. poz. 27 1 2320), Kancelarii Sejmu, Kancelarii Senatu, Kancelarii Prezydenta Rzeczypospolitej Polskiej oraz Naro-
dowego Banku Polskiego, z wyjatkiem art. 13 ust. 2 pkt 1, gdy w zwigzku z realizacja zadan przez te podmioty istnieje
obowiazek przekazywania informacji do i od podmiotéw niebedacych organami administracji rzadowej, oraz z wyjatkiem
art. 13a, art. 19c 1 art. 19d.

4. Przepisow rozdzialu 4 nie stosuje si¢ do instytutow badawczych, Centrum Lukasiewicz, instytutéw dziatajacych
w ramach Sieci Badawczej Lukasiewicz, uczelni, federacji podmiotow systemu szkolnictwa wyzszego i nauki, Polskiej
Akademii Nauk i tworzonych przez nia jednostek organizacyjnych, Polskiej Komisji Akredytacyjnej, Rady Doskonato$ci
Naukowej, Rzecznika Praw Obywatelskich, Trybunatu Konstytucyjnego, Sadu Najwyzszego, sadow administracyjnych,
Najwyzszej 1zby Kontroli, Krajowej Rady Radiofonii i Telewizji, Krajowego Biura Wyborczego, Instytutu Pamigci Naro-
dowej — Komisji Scigania Zbrodni przeciwko Narodowi Polskiemu, Prezesa Urzedu Ochrony Danych Osobowych, Komi-
sji Nadzoru Finansowego oraz Generalnego Inspektora Informacji Finansowe;j.

Art. 3. Uzyte w ustawie okre$lenia oznaczaja:

1) informatyczny no$nik danych — material lub urzadzenie stuzace do zapisywania, przechowywania i odczytywania
danych w postaci cyfrowej;

2) dokument elektroniczny — stanowigcy odrgbng cato$¢ znaczeniowa zbidr danych uporzadkowanych w okre§lonej
strukturze wewngtrznej i zapisany na informatycznym no$niku danych;

3) system teleinformatyczny — zespdt wspotpracujacych ze sobg urzadzen informatycznych i oprogramowania zapew-
niajacy przetwarzanie, przechowywanie, a takze wysytanie i odbieranie danych przez sieci telekomunikacyjne za
pomoca wiasciwego dla danego rodzaju sieci telekomunikacyjnego urzadzenia koficowego w rozumieniu przepisow
ustawy z dnia 16 lipca 2004 r. — Prawo telekomunikacyjne (Dz. U. z 2021 r. poz. 576);

4) srodki komunikacji elektronicznej — $rodki komunikacji elektronicznej w rozumieniu art. 2 pkt 5 ustawy z dnia
18 lipca 2002 r. o $wiadczeniu ustug drogg elektroniczng (Dz. U. z 2020 r. poz. 344);

5) rejestr publiczny — rejestr, ewidencje, wykaz, liste, spis albo inna forme ewidencji, stuzace do realizacji zadan pub-
licznych, prowadzone przez podmiot publiczny na podstawie odrgbnych przepiséw ustawowych;

6) projekt informatyczny o publicznym zastosowaniu — okre$lony w dokumentacji zespdt czynnos$ci organizacyjnych
i technicznych majacych na celu zbudowanie, rozbudowanie lub unowoczesnienie systemu teleinformatycznego
uzywanego do realizacji zadan publicznych, zapewnienie utrzymania tego systemu lub opracowanie procedur reali-
zowania zadan publicznych drogg elektroniczna;

7) ponadsektorowy projekt informatyczny — projekt informatyczny o publicznym zastosowaniu, ktorego zakres przed-
miotowy dotyczy spraw nalezacych do wtasciwosci wigcej niz jednego dziatu administracji rzagdowe;;

8) sektorowy projekt informatyczny — projekt informatyczny o publicznym zastosowaniu, ktérego zakres przedmiotowy
dotyczy spraw nalezacych do wlasciwosci jednego dzialu administracji rzadowe;j;
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9) minimalne wymagania dla systemow teleinformatycznych — zespdt wymagan organizacyjnych i technicznych,
ktérych spetnienie przez system teleinformatyczny uzywany do realizacji zadan publicznych umozliwia wymiane
danych z innymi systemami teleinformatycznymi uzywanymi do realizacji zadan publicznych oraz zapewnia dostep
do zasobdw informacji udostepnianych za pomoca tych systemows;

10) minimalne wymagania dla rejestrow publicznych i wymiany informacji w postaci elektronicznej — zespét cech in-
formacyjnych, w tym identyfikatorow oraz odpowiadajacych im charakterystyk elementow strukturalnych przekazu
informacji, takich jak zawartosci pola danych, stuzacych do zapewnienia spdjnosci prowadzenia rejestrow publicz-
nych oraz wymiany informacji w postaci elektronicznej z podmiotami publicznymi;

11) oprogramowanie interfejsowe — oprogramowanie umozliwiajace laczenie i wymiang danych w komunikacji pomigdzy
systemami teleinformatycznymi;

12) testy akceptacyjne — udokumentowane warto$ci danych wejsciowych wprowadzanych do systemu teleinformatycz-
nego i powigzanych z nimi wartosci oczekiwanych danych wyjsciowych, opisujace zestawy poprawnych odpowiedzi
systemu teleinformatycznego na podawane dane wejSciowe, pozwalajace na sprawdzenie poprawno$ci wdrozenia
oprogramowania interfejsowego;

13) elektroniczna platforma ustug administracji publicznej — system teleinformatyczny, w ktorym instytucje publiczne
udostegpniajg ustugi przez pojedynczy punkt dostepowy w sieci Internet;

14)? profil zaufany — $rodek identyfikacji elektronicznej zawierajacy zestaw danych identyfikujacych i opisujacych osobe
fizyczna, ktora posiada pelng albo ograniczong zdolno$¢ do czynno$ci prawnych, ktoéry zostal wydany w sposob,
o ktorym mowa w art. 20c albo art. 20cb;

14a) podpis zaufany — podpis elektroniczny, ktorego autentyczno$¢ i integralno$¢é sa zapewniane przy uzyciu pieczeci
elektronicznej ministra wlasciwego do spraw informatyzacji, zawierajacy:

a) dane identyfikujace osobe, ustalone na podstawie $rodka identyfikacji elektronicznej wydanego w systemie,
o ktorym mowa w art. 20aa pkt 1, obejmujace:

— imig¢ (imiona),

— nazwisko,

— numer PESEL,
b) identyfikator srodka identyfikacji elektronicznej, przy uzyciu ktorego zostat ztozony,
c) czas jego zlozenia;

14b) profil osobisty — $rodek identyfikacji elektronicznej, o ktorym mowa w art. 2 ust. 1 pkt 10 ustawy z dnia 6 sierpnia
2010 r. o dowodach osobistych (Dz. U. z 2021 r. poz. 816 i 1000);

15) (uchylony)
16) (uchylony)

17)¥ elektroniczna skrzynka podawcza — dostepny publicznie $rodek komunikacji elektronicznej stuzgcy do przekazywa-
nia dokumentu elektronicznego do podmiotu publicznego przy wykorzystaniu powszechnie dostgpnego systemu tele-
informatycznego;

17) (uchylony)?

18) interoperacyjno$é — zdolno$¢ réznych podmiotdw oraz uzywanych przez nie systemow teleinformatycznych i reje-
strow publicznych do wspoétdziatania na rzecz osiggnigcia wzajemnie korzystnych i uzgodnionych celow, z uwzgled-
nieniem wspotdzielenia informacji 1 wiedzy przez wspierane przez nie procesy biznesowe realizowane za pomoca
wymiany danych za posrednictwem wykorzystywanych przez te podmioty systemow teleinformatycznych;

19) neutralno$¢ technologiczna — zasada rownego traktowania przez wladze publiczne technologii teleinformatycznych
i tworzenia warunkow do ich uczciwej konkurencji, w tym zapobiegania mozliwosci eliminacji technologii konku-
rencyjnych przy rozbudowie i modyfikacji eksploatowanych systemow teleinformatycznych lub przy tworzeniu kon-
kurencyjnych produktow i rozwigzan;

Ze zmiang wprowadzong przez art. 8 pkt 1 ustawy z dnia 15 kwietnia 2021 r. o zmianie ustawy o autostradach platnych oraz
o Krajowym Funduszu Drogowym oraz niektorych innych ustaw (Dz. U. poz. 1005), ktéra weszta w zycie z dniem 17 czerwca
2021 r.

W tym brzmieniu obowiazuje do wejscia w zycie zmiany, o ktorej mowa w odnos$niku 4.

Wejdzie w zycie z dniem 1 pazdziernika 2029 r. na podstawie art. 166 pkt 11 ustawy z dnia 18 listopada 2020 r. o doreczeniach elek-
tronicznych (Dz. U. poz. 2320 oraz z 2021 r. poz. 1135), ktéra weszta w zycie z dniem 5 pazdziernika 2021 r.
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20)> urzedowe poswiadczenie odbioru — dane elektroniczne powigzane z dokumentem elektronicznym doreczonym pod-

20)
21)

22)
23)

24)

25)

26)

27)

1)
2)
3)

4)

miotowi publicznemu lub przez niego dorgczanym w sposdb zapewniajacy rozpoznawalno$¢ pozniejszych zmian
dokonanych w tych danych, okreslajace:

a) pelng nazwe podmiotu publicznego, ktoremu dorgczono dokument elektroniczny lub ktory dorgcza dokument,

b) date i godzing wprowadzenia albo przeniesienia dokumentu elektronicznego do systemu teleinformatycznego
podmiotu publicznego — w odniesieniu do dokumentu dorgczanego podmiotowi publicznemu,

c) date igodzing podpisania urzgdowego poswiadczenia odbioru przez adresata z uzyciem mechanizmow,
o ktérych mowa w art. 20a ust. 1 albo 2 — w odniesieniu do dokumentu dorgczanego przez podmiot publiczny,

d) date i godzing wytworzenia urzgdowego poswiadczenia odbioru;
(uchylony)?

Krajowe Ramy Interoperacyjnosci — zestaw wymagan semantycznych, organizacyjnych oraz technologicznych doty-
czacych interoperacyjnosci systemow teleinformatycznych i rejestrow publicznych;

uzytkownik — osobe fizyczna korzystajaca z systemow teleinformatycznych;

katalog ushug — rejestr, udostepniony na elektronicznej platformie ustug administracji publicznej, zawierajacy infor-
macje o ustugach udostepnianych przez podmioty publiczne;

wz6r dokumentu elektronicznego — zbidr danych okreslajacych zestaw, sposdb oznaczania oraz wymagalno$é ele-
mentoéw tresci i metadanych dokumentu elektronicznego, a takze mogacych okreslaé sposob zapisu danych dla wska-
zanych elementdw oraz kolejnos$¢ i sposéb wysSwietlania na ekranie lub drukowania poszczegoélnych elementow
(wizualizacji);

formularz elektroniczny — oprogramowanie stuzace do przygotowania i wygenerowania dokumentu elektronicznego
zgodnego z odpowiadajgcym mu wzorem dokumentu elektronicznego, mogace stanowi¢ czgs¢ ustugi udostgpnione;j
na ePUAP lub w innym systemie teleinformatycznym;

zakres uzytkowy dokumentu elektronicznego — dane zawarte w dokumencie elektronicznym niezbedne do zatatwie-
nia okreslonego rodzaju spraw za posrednictwem ustugi udostepnionej na ePUAP lub w innym systemie teleinforma-
tycznym;

autoryzacja — przydzielenie osobie fizycznej lub prawnej, uprawnien w systemie teleinformatycznym po jej pozy-
tywnym uwierzytelnieniu lub potwierdzenie woli realizacji czynnosci w postaci elektronicznej przez uwierzytelnio-
nego uzytkownika za pomoca dodatkowych danych.

Art. 4. Przepisy ustawy nie naruszaja:
przepis6w o ochronie danych osobowych;
ustawy z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych (Dz. U. z 2019 r. poz. 742);

obowigzkéw wynikajacych z potrzeby wspotpracy z systemami teleinformatycznymi i rejestrami organdéw innych
panstw lub organizacji migdzynarodowych;

obowigzkéw wynikajacych z uméw migdzynarodowych, jak roéwniez umoéow o cztonkostwo w instytucjach migdzy-
narodowych, w przypadku gdy prawo danego podmiotu do czlonkostwa w instytucjach migdzynarodowych zostato
zagwarantowane aktem prawnym o mocy ustawy.

Rozdziat 2

Projekty informatyczne o publicznym zastosowaniu
Art. 5. (uchylony)
Art. 6. (uchylony)
Art. 7. (uchylony)
Art. 8. (uchylony)
Art. 9. (uchylony)
Art. 10. (uchylony)
Art. 11. (uchylony)
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Art. 12. (uchylony)
Art. 12a. (uchylony)

Art. 12b. Rada Ministrow, na wniosek ministra wlasciwego do spraw informatyzacji, przyjmuje, w drodze uchwaty,
Program Zintegrowanej Informatyzacji Panstwa stanowiacy program rozwoju w rozumieniu art. 15 ust. 4 pkt 2 ustawy
z dnia 6 grudnia 2006 r. o zasadach prowadzenia polityki rozwoju (Dz. U. z 2021 r. poz. 1057).

Art. 12¢. 1. Minister wlasciwy do spraw informatyzacji moze raz w roku przeprowadzi¢ konkurs na dofinansowanie
projektéw informatycznych o publicznym zastosowaniu lub przedsiewzie¢ wspierajacych rozwdj spoleczenstwa infor-
macyjnego, zwany dalej ,,konkursem”.

2. Minister wlasciwy do spraw informatyzacji publikuje ogloszenie o konkursie w Biuletynie Informacji Publiczne;j
na stronie podmiotowej ministra.

3. Ogtoszenie o konkursie okre$la co najmnie;j:
1) przedmiot konkursu;
2) podmioty publiczne mogace ubiegac si¢ o dofinansowanie;
3)  warunki udzialu w konkursie;
4)  kryteria oceny wniosku o dofinansowanie;
5) termin i warunki realizacji projektu lub przedsigwzigcia;
6) wysokos¢ srodkoéw finansowych przeznaczonych na realizacje konkursu;
7) termin sktadania wnioskow o dofinansowanie.

4. Podmioty publiczne lub podmioty, o ktérych mowa w art. 20c ust. 2a, mogace ubiegac si¢ o dofinansowanie skta-
daja wniosek o dofinansowanie do ministra wtasciwego do spraw informatyzacji.

Art. 12d. 1. Minister wlasciwy do spraw informatyzacji rozstrzyga konkurs na podstawie oceny wnioskow dokona-
nej przez komisje konkursowg oraz ogltasza wyniki konkursu.

2. Minister wlasciwy do spraw informatyzacji, w drodze zarzadzenia, powotuje komisje konkursowa, a takze okresla
jej sktad, tryb pracy oraz zakres zadan.

3. Datg ogloszenia wynikéw konkursu jest data ich zamieszczenia w Biuletynie Informacji Publicznej na stronie
podmiotowej ministra wlasciwego do spraw informatyzacji.

Art. 12e. 1. Wnioskodawca moze ztozy¢ do ministra wlasciwego do spraw informatyzacji odwotanie od wyniku
konkursu, w terminie 7 dni od dnia ogloszenia wyniku konkursu.

2. Odwotanie wniesione po terminie nie podlega rozpatrzeniu. O zachowaniu terminu decyduje data wpltywu odwo-
ania do urzgdu obslugujacego ministra wlasciwego do spraw informatyzacji.

3. Minister wlasciwy do spraw informatyzacji rozpatruje odwotanie w terminie 14 dni od dnia jego wplywu do urzg-
du obstugujacego tego ministra.

Art. 12f. 1. Srodki finansowe na dofinansowanie projektow i przedsiewzie¢, o ktorych mowa w art. 12¢ ust. 1, sa
przekazywane podmiotowi, ktérego wniosek o dofinansowanie zostat wyloniony w drodze konkursu, w formie dotacji
celowej, na podstawie umowy zawartej migdzy ministrem wtasciwym do spraw informatyzacji a tym podmiotem.

2. Umowa o dofinansowanie nie moze zostaé zawarta przed uplywem terminu, o ktorym mowa w art. 12¢ ust. 1,
a w przypadku wniesienia odwotania od wyniku konkursu — do czasu rozpatrzenia odwotania.

Art. 12g. 1. Minister wlasciwy do spraw informatyzacji uniewaznia konkurs, jezeli:
1) w terminie wskazanym w ogtoszeniu o konkursie nie ztozono zadnego wniosku o dofinansowanie;
2) zaden ze ztozonych wnioskéw o dofinansowanie nie spetnia warunkow okreslonych w ogloszeniu o konkursie.

2. Informacj¢ o uniewaznieniu konkursu minister wlasciwy do spraw informatyzacji zamieszcza w Biuletynie Infor-
macji Publicznej na stronie podmiotowej ministra.
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Art. 12h. 1. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:

1) tryb przeprowadzania konkursu oraz kryteria, sposob i tryb przeznaczania oraz rozliczania $srodkoéw finansowych na
dofinansowanie projektow i przedsiewzigc, o ktérych mowa w art. 12¢ ust. 1, w tym:

a) sposob oceny wnioskow o dofinansowanie projektow i przedsigwzigc,

b) sposob oceny realizacji projektow i przedsiewzie¢, zgodnie z warunkami okreslonymi w umowie, o ktdrej mowa
w art. 12f ust. 1;

2)  wzér wniosku o dofinansowanie;

3)  wzor raportu rocznego z przebiegu realizacji projektow 1 przedsigwzigc oraz rozliczenia przyznanych srodkow finan-
sowych;

4)  wzor raportu koncowego z przebiegu realizacji projektéw i przedsigwzig¢ oraz rozliczenia przyznanych srodkow finan-
sowych.
2. Minister wlasciwy do spraw informatyzacji, wydajac rozporzadzenie, o ktorym mowa w ust. 1, uwzgledni:

1) mozliwos¢ elektronicznego sktadania wnioskow o dofinansowanie;

2) potrzebg dokonania oceny wnioskow o dofinansowanie za pomocg zobiektywizowanych kryteriow;

3) potrzebe dokonania oceny realizacji projektow i przedsigwzig¢ na podstawie raportéw rocznych i raportu koncowego;

4)  konieczno$¢ ujednolicenia sktadanych wnioskéw o dofinansowanie oraz raportdw rocznych i koncowych.
Art. 12i. 1. Podmioty, o ktérych mowa w art. 2 ust. 1 i 2, w ramach realizacji projektow informatycznych o pub-

licznym zastosowaniu oraz przedsigwzigé wspierajacych rozwdj spoleczenstwa informacyjnego moga pozyskiwac in-
nowacyjne rozwigzania technologiczne shuzace realizacji zadan publicznych.

2. Agencja Rozwoju Przemystu S.A. zapewnia wsparcie w realizacji projektow informatycznych o publicznym za-
stosowaniu oraz przedsigwzig¢ wspierajacych rozwoj spoteczenstwa informacyjnego, w szczegolnosci przez swiadczenie
ustug doradczych na rzecz podmiotow, o ktérych mowa w art. 2 ust. 1 i 2, w procesie pozyskiwania przez te podmioty
innowacyjnych rozwigzan technologicznych.

3. Wykonywanie przez Agencje Rozwoju Przemyshu S.A. zadan, o ktérych mowa w ust. 2, moze by¢ finansowane
z dotacji celowych z budzetu panstwa oraz $rodkow pochodzacych z budzetu Unii Europejskiej oraz innych $rodkow
pochodzacych ze zrodet zagranicznych, niepodlegajacych zwrotowi, oraz odsetek od nich, o ile odrgbne przepisy lub
umowy dotyczace przekazania lub wykorzystania tych srodkéw nie stanowig inacze;j.

4. Dotacje celowe, o ktorych mowa w ust. 3, nic moga:

1) przewyzsza¢ koniecznych, rzeczywistych kosztéw bezposrednich i posrednich poniesionych przez Agencje Rozwoju
Przemystu S.A. na realizacj¢ zadan, o ktérych mowa w ust. 2;

2) obejmowaé dofinansowania dziatalnos$ci gospodarczej Agencji Rozwoju Przemystu S.A.

5. Agencja Rozwoju Przemystu S.A. prowadzi wyodrebniong ewidencje dla zadan finansowanych ze §rodkéw, o ktorych
mowa w ust. 3, oraz dla dziatalnosci gospodarczej, w tym jest obowigzana do prawidlowego przypisywania przychodow
i kosztoéw na podstawie metod majacych obiektywne uzasadnienie, z uwzglgdnieniem odrebnych przepisow.

Rozdzial 3

Systemy teleinformatyczne uzywane do realizacji zadan publicznych, rejestry publiczne
oraz wymiana informacji w postaci elektronicznej miedzy podmiotami publicznymi

Art. 13. 1. Podmiot publiczny uzywa do realizacji zadan publicznych systemow teleinformatycznych spehiajacych
minimalne wymagania dla systemow teleinformatycznych oraz zapewniajacych interoperacyjnos¢ systemow na zasadach
okreslonych w Krajowych Ramach Interoperacyjnosci.

la. Postanowienia ust. 1 nie stosuje si¢ do systemdw teleinformatycznych uzywanych do celow naukowych i dydak-
tycznych.

2. Podmiot publiczny realizujacy zadania publiczne przy wykorzystaniu systemu teleinformatycznego albo z uzyciem
srodkow komunikacji elektronicznej do przekazywania danych pomi¢dzy tym podmiotem a podmiotem niebgdacym orga-
nem administracji rzadowe;j:

1) zapewnia, aby system teleinformatyczny stuzacy do wymiany danych pomigdzy tym podmiotem a podmiotami nie-
bedacymi organami administracji rzagdowej, poza minimalnymi wymaganiami, o ktérych mowa w ust. 1, spetniat
wymog rownego traktowania rozwigzan informatycznych;
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2) publikuje w Biuletynie Informacji Publicznej lub udostepnia w inny sposob:

a) zestawienie stosowanych w oprogramowaniu interfejsowym systemu teleinformatycznego uzywanego przez ten
podmiot do realizacji zadan publicznych struktur dokumentow elektronicznych, formatow danych oraz protoko-
tow komunikacyjnych i szyfrujacych,

b) testy akceptacyjne, z zastrzezeniem ust. 4.

3. Rozwiazania, o ktéorych mowa w ust. 2 pkt 2 lit. a, nie moga wykracza¢ poza zakres minimalnych wymagan dla
systemow teleinformatycznych.

4. Podmiot publiczny moze nie udostegpniaé testow akceptacyjnych, jezeli w oprogramowaniu interfejsowym maja
by¢ stosowane wylacznie formaty danych oraz protokoty komunikacyjne i szyfrujace okreslone w przepisach wydanych
na podstawie art. 18 pkt 1.

Art. 13a. Podmioty publiczne, o ktorych mowa w art. 2 ust. 1, stuzby specjalne w rozumieniu art. 11 ustawy z dnia
24 maja 2002 r. o Agencji Bezpieczenstwa Wewnetrznego oraz Agencji Wywiadu, Kancelaria Sejmu, Kancelaria Senatu,
Kancelaria Prezydenta Rzeczypospolitej Polskiej, Narodowy Bank Polski, agencje wykonawcze w rozumieniu art. 18
ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych (Dz. U. z 2021 r. poz. 305, 1236, 1535 i 1773) oraz podmioty,
o ktérych mowa w art. 2 ust. 4, niewskazane wprost w art. 2 ust. 1, uprawnione do wykonywania praw majatkowych do
programu komputerowego stworzonego przez pracownikéw w ramach wykonywania obowigzkow ze stosunku pracy
$wiadczonej na rzecz tych podmiotéw, moga umozliwi¢ sobie wzajemnie nieodptatne korzystanie z tego programu kom-
puterowego.

Art. 13b. 1. Minister wlasciwy do spraw informatyzacji zapewnia funkcjonowanie systemu rejestrow panstwowych,
stanowigcego rozwigzanie organizacyjno-techniczne, wykorzystywane do prowadzenia rejestrow publicznych.

2. Minister wlasciwy do spraw informatyzacji okresli i udostgpni w Biuletynie Informacji Publicznej na stronie pod-
miotowej ministra:

1) standardy technologiczne funkcjonowania systemu rejestrow panstwowych oraz wymiany danych przetwarzanych
w rejestrach publicznych utrzymywanych z wykorzystaniem systemu rejestrow panstwowych;

2) informacje o rejestrach prowadzonych w systemie rejestrow panstwowych.
Art. 14. 1. Podmiot publiczny prowadzacy rejestr publiczny jest obowigzany:

1) prowadzi¢ ten rejestr w sposob zapewniajacy spetnianie minimalnych wymagan dla systemow teleinformatycznych,
w przypadku gdy ten rejestr dziata przy uzyciu systemow teleinformatycznych;

2) prowadzi¢ ten rejestr zgodnie z minimalnymi wymaganiami dla rejestrow publicznych iwymiany informacji
w postaci elektronicznej;

3) umozliwi¢ dostarczanie informacji do tego rejestru oraz udostegpnianie informacji z tego rejestru drogg elektroniczna,
w przypadku gdy ten rejestr dziata przy uzyciu systemow teleinformatycznych.

2. Organ administracji rzadowej zapewnia dzialanie rejestru publicznego, uzywajac systeméw teleinformatycznych.

3.9 W przypadku gdy podmiot, o ktérym mowa w art. 2 ust. 1 pkt 1, 5 i 6, prowadzi rejestr publiczny przy
uzyciu systeméw teleinformatycznych, dokonuje uprzedniej weryfikacji danych wprowadzanych po raz pierwszy
do tego rejestru pod wzgledem zgodnosci tych danych z danymi zgromadzonymi w rejestrze PESEL.

4.9 W przypadku wprowadzania po raz pierwszy danych osoby nieposiadajacej numeru PESEL podmiot,
o ktorym mowa w art. 2 ust. 1 pkt 1, 5i 6, prowadzacy rejestr publiczny nie przeprowadza weryfikacji.

5.9 Weryfikacja, o ktérej mowa w ust. 3, polega na poréwnaniu danych wprowadzanych do rejestru publicz-
nego z danymi zawartymi w rejestrze PESEL i jest realizowana zgodnie z art. 49 ust. 1 ustawy z dnia 24 wrzes$nia
2010 r. o ewidencji ludnosci.

6. System teleinformatyczny, przy uzyciu ktérego zapewnione jest dzialanie rejestru publicznego, w przy-
padku pozytywnego wyniku weryfikacji, o ktérej mowa w ust. 3, automatycznie wprowadza dane do rejestru, o ile
przepisy odrebne nie stanowia inaczej.

9 Wejdzie w zycie z dniem 1 stycznia 2022 r. w zakresie dotyczacym rejestrow publicznych innych niz rejestr danych kontaktowych

0s6b fizycznych, na podstawie art. 15 pkt 1 ustawy z dnia 16 pazdziernika 2019 r. o zmianie ustawy o informatyzacji dziatalnosci
podmiotow realizujacych zadania publiczne oraz niektorych innych ustaw (Dz. U. poz. 2294 oraz z 2020 r. poz. 695).
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7.9 W przypadku negatywnego wyniku weryfikacji, o ktérej mowa w ust. 3, podmiot, o ktérym mowa w art. 2
ust. 1 pkt 1, 5 i 6, prowadzacy rejestr publiczny niezwlocznie przekazuje wlasciwemu organowi wskazanemu
w art. 10 ust. 1 ustawy z dnia 24 wrzesnia 2010 r. o ewidencji ludno$ci informacje¢ o negatywnym wyniku weryfika-
cji oraz posiadane dokumenty stanowiace podstawe stwierdzenia wskazanej niezgodno$ci, ich uwierzytelnione
kopie lub odpisy, chyba ze przepisy ustaw odrebnych uniemozliwiajg ich przekazanie.

8.9 W przypadku braku dost¢pu do rejestru PESEL spowodowanego przyczynami niezaleznymi od podmiotu,
o ktorym mowa w art. 2 ust. 1 pkt 1, 51i 6, przepisow ust. 3 i 5 nie stosuje sie.

Art. 15. 1. Podmiot prowadzacy rejestr publiczny zapewnia podmiotowi publicznemu albo podmiotowi niebedacemu
podmiotem publicznym, realizujagcym zadania publiczne na podstawie odrebnych przepisow albo na skutek powierzenia
lub zlecenia przez podmiot publiczny ich realizacji, nieodptatny dostep do danych zgromadzonych w prowadzonym reje-
strze, w zakresie niezbednym do realizacji tych zadan.

2. Dane, o ktorych mowa w ust. 1, powinny by¢ udostgpniane za pomocg srodkéw komunikacji elektronicznej
1 moga by¢ wykorzystane wylacznie do realizacji zadan publicznych.

3. Rada Ministrow okresli, w drodze rozporzadzenia, sposob, zakres i tryb udostgpniania danych, o ktérych mowa
w ust. 1, majac na uwadze potrzebg usprawnienia realizacji zadan publicznych, zapewnienia szybkiego i bezpiecznego
dostepu do danych oraz zabezpieczenia wykorzystania danych do celéw realizacji zadan publicznych.

4.9 Przekazanie przez podmiot prowadzacy rejestr publiczny danych z rejestru do ich ponownego wykorzystywania
w celu innym niz realizacja zadania publicznego nast¢puje na zasadach okre§lonych w ustawie z dnia 25 Iutego 2016 r.
o ponownym wykorzystywaniu informacji sektora publicznego (Dz. U. z 2019 r. poz. 1446).

4.7 Przekazanie przez podmiot prowadzacy rejestr publiczny danych z rejestru do ich ponownego wykorzy-
stywania w celu innym niz realizacja zadania publicznego nastepuje na zasadach okreslonych w ustawie z dnia
11 sierpnia 2021 r. o otwartych danych iponownym wykorzystywaniu informacji sektora publicznego (Dz. U.
poz. 1641).

Art. 15a. 1. Podmiot publiczny udostepnia dane gromadzone w prowadzonym rejestrze publicznym lub w systemie
teleinformatycznym innemu podmiotowi publicznemu lub podmiotowi, o ktérym mowa w art. 19¢ ust. 1, z uwzglednie-
niem zasad przewidzianych w przepisach szczegdlnych dotyczacych odpowiednio tego rejestru lub danych gromadzonych
w tym systemie teleinformatycznym, wylacznie na potrzeby ustugi online, ktora jest §wiadczona na rzecz osoby albo
podmiotu przy uzyciu systemu teleinformatycznego.

2. Udostepnienie danych, o ktéorych mowa w ust. 1, nastepuje na kazdorazowy wniosek osoby albo podmiotu, na
rzecz ktorych swiadczona jest ustuga online i ktorych te dane dotycza, po ich uwierzytelnieniu w sposéb, o ktorym mowa
w art. 20a ust. 1. Osobie lub podmiotowi, ktorych dane sa udostgpniane, zapewnia si¢ wglad do udostgpnionych danych.

2a. Wniosek, o ktorym mowa w ust. 2, kieruje si¢ do podmiotu, o ktorym mowa w ust. 1, za posrednictwem podmio-
tu udostepniajacego ustuge online.

3. Jezeli podmiot $wiadczacy ustuge online, o ktorej mowa w ust. 1, posiada dostep do danych osoby albo podmiotu,
na rzecz ktorych §wiadczona jest ustuga online, zgromadzonych w rejestrze publicznym Iub systemie teleinformatycznym
wynikajacy:

1) zjawnosci tych danych lub
2)  zprzepisOw szczego6lnych uprawniajacych ten podmiot do dostgpu do tych danych

— a dostep ten moze by¢ realizowany w sposob, o ktorym mowa w ust. 4, udostepnienie tych danych jest realizowane bez
koniecznosci sktadania wniosku.

4. Udostepnienie danych, o ktorych mowa w ust. 1, nastgpuje za posrednictwem ustug sieciowych miedzy systemem
teleinformatycznym, z ktérego udostgpniane sg dane, a systemem teleinformatycznym, przy uzyciu ktérego $§wiadczona
jest ustuga online.

5. Warunki udostgpniania danych, o ktorych mowa w ust. 1, okresla si¢ w porozumieniu, z uwzglednieniem przepisow
szczegblnych regulujacych funkcjonowanie rejestrow lub systemow teleinformatycznych, z ktérych wnioskowane dane
pochodza.

6. Udostepnienie ustug sieciowych, o ktorych mowa w ust. 4, nastgpuje w terminie okre§lonym w porozumieniu, nie
dhuzszym jednak niz 12 miesi¢cy od zawarcia tego porozumienia.

® W tym brzmieniu obowigzuje do wej$cia w Zycie zmiany, o ktorej mowa w odno$niku 7.

7 Ze zmiang wprowadzong przez art. 51 pkt 2 ustawy, o ktérej mowa w odnoséniku 1.
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7. Udostgpniane dane, o ktérych mowa w ust. 1, sg wykorzystywane wytacznie do realizacji ustugi online $wiadczonej
na rzecz osoby albo podmiotu, o ktérych mowa w ust. 2, w celu:

1) uzupelnienia zakresu uzytkowego dokumentu elektronicznego wymaganego w zwiazku ze $wiadczona ustuga online;

2) potwierdzenia faktéw lub stanu prawnego wymaganego w zwiazku ze $wiadczong ustuga online.

Art. 15b. 1. Podmiot publiczny w celu ochrony interesu prawnego lub faktycznego osoby fizycznej, w szczegodlnosci
w zwigzku z realizowanymi na jej rzecz ustugami, moze wykorzystywac jej dane kontaktowe gromadzone w rejestrze
publicznym lub systemach teleinformatycznych. Brak odpowiedzi osoby fizycznej na probe nawigzania przez podmiot
publiczny kontaktu z wykorzystaniem danych kontaktowych nie moze negatywnie wplynac na jej sytuacje¢ prawna lub fak-

tycznag.

2. Podmiot publiczny, wykorzystujac dane kontaktowe osoby fizycznej, informuje ja o podstawie prawnej nawigzania
kontaktu.

Art. 16. 1. Podmiot publiczny, organizujac przetwarzanie danych w systemie teleinformatycznym, jest obowigzany
zapewni¢ mozliwo$¢ przekazywania danych rowniez w postaci elektronicznej przez wymiang¢ dokumentow elektronicznych
zwigzanych z zalatwianiem spraw nalezacych do jego zakresu dziatania, wykorzystujac informatyczne nosniki danych lub
srodki komunikacji elektroniczne;.

1a.> Podmiot publiczny udostepnia elektroniczng skrzynke podawczg, spehiajacg standardy okreslone i opublikowane
na ePUAP przez ministra wlasciwego do spraw informatyzacji, oraz zapewnia jej obstuge.

1a. (uchylony)”

1b.3 Podmiot publiczny, w terminie 7 dni od dnia udostepnienia elektronicznej skrzynki podawczej, przekazuje mi-
nistrowi wlasciwemu do spraw informatyzacji informacje o jej adresie.

1b. (uchylony)*

2. Podmiot publiczny, o ktorym mowa w ust. 1, jest obowigzany prowadzi¢ wymian¢ informacji w postaci elektro-
nicznej:

1) zwykorzystaniem systemow teleinformatycznych, spelniajagcych minimalne wymagania dla systemow teleinforma-
tycznych;

2) zgodnie z minimalnymi wymaganiami dla rejestrow publicznych i wymiany informacji w postaci elektroniczne;.
3. Prezes Rady Ministrow okresli, w drodze rozporzadzenia:

1)¥ warunki organizacyjno-techniczne doreczania dokumentow elektronicznych, w tym reguty tworzenia elektronicznej
skrzynki podawczej,

1) (uchylony)?

2)¥  forme urzgdowego poswiadczania odbioru dokumentéw elektronicznych przez adresatow,
2) (uchylony)?

3)¥ sposdb sporzadzania i dorgczania dokumentéw elektronicznych,

3) (uchylony)?

4)  sposob udostepniania kopii dokumentéw elektronicznych oraz warunki bezpieczenstwa udostepniania formularzy i wzo-
réow dokumentow

—uwzgledniajac minimalne wymagania dla rejestrow publicznych i wymiany danych w postaci elektronicznej oraz po-
trzebe usprawnienia i ujednolicenia obiegu dokumentéw miedzy podmiotami publicznymi.

Art. 16a. 1. W przypadku gdy w przepisach prawa zostat wskazany organ wiasciwy do okreslenia wzoru dokumentu,
jezeli przepisy te nie wykluczaja przesytania dokumentéw droga elektroniczna, organ ten:

1) przekazuje ministrowi wlasciwemu do spraw informatyzacji wzér dokumentu elektronicznego w celu umieszczenia
g0 w centralnym repozytorium wzoréw dokumentow elektronicznych, o ktorym mowa w art. 19b ust. 1;

2) przekazuje ministrowi wiasciwemu do spraw informatyzacji opis ustugi mozliwej do zrealizowania przy wykorzy-
staniu wzoru dokumentu elektronicznego w celu zamieszczenia go w katalogu ushug;

3) udostepnia na ePUAP lub w innym systemie teleinformatycznym formularz elektroniczny umozliwiajacy wygenero-
wanie dokumentu elektronicznego w celu ztozenia go za pomocg Srodkéw komunikacji elektroniczne;.
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2. Czynnosci, o ktérych mowa w ust. 1, organ realizuje w terminie 3 miesi¢gcy od dnia wejsScia w Zycie przepisow
okreslajacych wzor dokumentu.

3. Formularz elektroniczny udostgpniony na ePUAP lub w innym systemie teleinformatycznym, ktérego funkcjono-
wanie zapewnia minister wlasciwy do spraw informatyzacji, spetnia standardy okreslone dla formularzy elektronicznych
przez ministra wlasciwego do spraw informatyzacji, opublikowane w Biuletynie Informacji Publicznej na jego stronie
podmiotowe;j.

4. W przypadku gdy formularz elektroniczny nie spelnia standardow, o ktorych mowa w ust. 3, minister wlasciwy do
spraw informatyzacji moze wezwac organ do dostosowania, we wskazanym terminie, formularza elektronicznego do tych
standardow.

5. W przypadku niedostosowania we wskazanym terminie formularza elektronicznego do standardow, o ktdrych
mowa w ust. 3, minister wlasciwy do spraw informatyzacji moze usungé¢ formularz elektroniczny z systemu albo po zasigg-
nieciu opinii organu, ktéry udostepnit formularz elektroniczny, dokonaé jego modyfikacji.

6. W celu poprawienia funkcjonalnos$ci ustugi minister wtasciwy do spraw informatyzacji moze, po zasiggnigciu opinii
organu wlasciwego do okreslenia wzoru dokumentu oraz w uzasadnionych przypadkach organéw, w ktorych wlasciwosci
pozostaja sprawy zwigzane z okreslonym w tym wzorze zakresem uzytkowym dokumentu elektronicznego, udostepni¢ na
ePUAP lub w innym systemie teleinformatycznym formularz elektroniczny.

7. Jezeli organ wlasciwy do okreslenia wzoru dokumentu nie okreslit wzoru dokumentu elektronicznego, minister witas-
ciwy do spraw informatyzacji moze, po zasiggnieciu opinii organu wilasciwego do okreslenia wzoru dokumentu oraz
w uzasadnionych przypadkach organdéw, w ktorych wlasciwosci pozostaja sprawy zwigzane z okreslonym w tym wzorze
zakresem uzytkowym dokumentu elektronicznego, okresli¢ wzor dokumentu elektronicznego.

8. W przypadku okreslenia wzoru dokumentu elektronicznego przez ministra wlasciwego do spraw informatyzacji
ust. 1 pkt 1-3 stosuje si¢ odpowiednio.

Art. 16b. 1. W przypadku gdy w przepisach prawa nie zostat wskazany organ wlasciwy do okreslenia wzoru doku-
mentu, wzor dokumentu elektronicznego moze przekazaé do centralnego repozytorium wzoréw dokumentoéw elektronicz-
nych organ, w ktorego wlasciwosci pozostaja sprawy zwigzane z okreslonym w tym wzorze zakresem uzytkowym doku-
mentéw elektronicznych, lub minister wlasciwy do spraw informatyzacji po zasiggni¢ciu w uzasadnionych przypadkach
opinii organéw, w ktorych wlasciwo$ci pozostajg sprawy zwigzane z okre§lonym w tym wzorze zakresem uzytkowym
dokumentu elektronicznego.

2. Do przekazania, o ktorym mowa w ust. 1, stosuje si¢ art. 16a ust. 1.

Art. 17. 1. Przy ministrze wlasciwym do spraw informatyzacji dziala Rada do Spraw Cyfryzacji, zwana dalej
»Rada”. Rada jest organem opiniodawczo-doradczym ministra.

2. Do zadan Rady nalezy:

1) proponowanie i opiniowanie na zlecenie ministra wlasciwego do spraw informatyzacji projektow stanowisk Rady
Ministrow w sprawie dokumentow Komisji Europejskiej i Parlamentu Europejskiego dotyczacych spraw informaty-
zacji, tacznosci lub rozwoju spoteczenstwa informacyjnego;

la) opiniowanie projektu Programu Zintegrowanej Informatyzacji Panstwa oraz innych dokumentow rzgdowych, w tym
projektow strategii rozwoju i projektdw programdéw, w rozumieniu przepisdw ustawy z dnia 6 grudnia 2006 r.
o zasadach prowadzenia polityki rozwoju, dotyczacych spraw informatyzacji, tgcznosci lub rozwoju spoteczenstwa
informacyjnego;

2) opiniowanie projektow przepisow wydawanych na podstawie art. 18;

3) opiniowanie innych przekazanych przez ministra wlasciwego do spraw informatyzacji projektow aktow prawnych
i innych dokumentoéw dotyczacych spraw informatyzacji, tagcznosci lub rozwoju spoteczenstwa informacyjnego;

4) opiniowanie na zlecenie ministra wlasciwego do spraw informatyzacji raportow i innych opracowan dotyczacych:
a) potrzeb i postulatow dotyczacych rozwoju spoteczenstwa informacyjnego,
b) zasad funkcjonowania rejestrow publicznych,
¢) zasad wdrazania systemow teleinformatycznych w administracji publicznej oraz stanu ich realizacji,

d) aktualnych rozwigzan technicznych majacych zastosowanie w informatyzacji administracji, rozwoju sieci i ustug
szerokopasmowych,

e) terminologii polskiej z zakresu informatyki i tacznosci.
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3. Rada moze inicjowa¢ dziatania na rzecz informatyzacji, rozwoju rynku technologii informatyczno-komunikacyjnych
oraz rozwoju spoleczenstwa informacyjnego.

4. Rada wyraza opini¢ w terminie 30 dni od dnia otrzymania projektow lub propozycji, o ktérych mowa w ust. 2.

5. Opinie, protokoly posiedzen oraz inne dokumenty Rady sg publikowane w wydzielonej czes$ci Biuletynu Informa-
cji Publicznej na stronach ministra wlasciwego do spraw informatyzacji.

6. Rada przedstawia ministrowi wlasciwemu do spraw informatyzacji sprawozdanie z dziatalnosci za kazdy rok
kalendarzowy w terminie do dnia 30 kwietnia nastepnego roku.

7. Rada sktada si¢ z od 15 do 20 cztonkow.
8. Kandydatow na cztonkow Rady mogg rekomendowac:
1) ministrowie;
2) Naczelny Dyrektor Archiwow Panstwowych;
3) Prezes Polskiego Komitetu Normalizacyjnego;
4)  wspolprzewodniczacy ze strony samorzadowej Komisji Wspdlnej Rzadu i Samorzadu Terytorialnego;

5) podmioty, o ktorych mowa w art. 7 ust. 1 pkt 1, 2 1 4-8 ustawy z dnia 20 lipca 2018 r. — Prawo o szkolnictwie wyZszym
inauce (Dz. U. z 2021 r. poz. 478, 619 i1 1630), ktére prowadza badania naukowe lub prace rozwojowe w zakresie
informatyki lub tacznoscei;

6) izby gospodarcze reprezentujagce przedsigbiorcow wykonujacych dziatalno§é gospodarczg w zakresie gospodarki
elektronicznej, komunikacji, medidow, wytwarzania sprzetu informatycznego, oprogramowania lub $§wiadczenia ushug
informatycznych;

7) stowarzyszenia wpisane do Krajowego Rejestru Sagdowego, ktdrych celem statutowym jest reprezentowanie srodowi-
ska informatycznego lub wspieranie zastosowan informatyki, gospodarki elektronicznej, komunikacji lub mediow.

9. Rekomendowany do Rady kandydat powinien posiada¢ wyksztalcenie wyzsze oraz wyrazi¢ zgode¢ na kandydowanie.

10. Minister wlasciwy do spraw informatyzacji powotuje sktad Rady na dwuletnig kadencj¢ sposrdéd kandydatow
rekomendowanych przez podmioty, o ktorych mowa w ust. 8.

11. Przed uptywem kadencji cztonkostwo w Radzie wygasa z powodu:
1) rezygnacji cztonka Rady ztozonej na pismie Przewodniczagcemu Rady;
2) S$mierci cztonka Rady;

3) niemoznosci sprawowania funkcji czlonka Rady z powodu dlugotrwaltej choroby stwierdzonej zaswiadczeniem
lekarskim;

4) wycofania rekomendacji podmiotu, o ktérej mowa w ust. 8.

12. W przypadkach, o ktérych mowa w ust. 11, minister wlasciwy do spraw informatyzacji powotuje na cztonka
Rady osobe sposrod pozostatych rekomendowanych kandydatow po sprawdzeniu aktualno$ci rekomendacji.

13. Minister wlasciwy do spraw informatyzacji powotuje i odwotuje Przewodniczacego i Wiceprzewodniczgcego
Rady sposrdd jej cztonkow.

14. Przewodniczacy Rady kieruje jej pracami i reprezentuje ja na zewnatrz. W przypadku nieobecnosci Przewodni-
czacego zastepuje go Wiceprzewodniczacy.

15. Obstuge Rady zapewnia urzad obstugujacy ministra wlasciwego do spraw informatyzacji.

16. Na posiedzenie Rady mogg by¢ zapraszane, przez ministra wlasciwego do spraw informatyzacji oraz Przewodni-
czacego Rady, inne osoby, o ile jest to wskazane dla realizacji zadan Rady.

17. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia, wysoko$¢ wynagrodzenia cztonka
Rady za udzial w posiedzeniu, uwzgledniajac funkcje petlnione przez cztonkéw Rady i zakres obowigzkéw cztonkow
Rady, a takze majac na uwadze, Ze wynagrodzenie za jedno posiedzenie Rady nie moze przekroczyé 50% minimalnego
wynagrodzenia okreslonego na podstawie ustawy z dnia 10 pazdziernika 2002 r. o minimalnym wynagrodzeniu za pracg
(Dz. U. z 2020 r. poz. 2207), obowigzujacego w dniu powotania Rady.

18. Zamiejscowym cztonkom Rady przystuguja diety oraz zwrot kosztéw podrdzy i zakwaterowania na warunkach
okre$lonych w przepisach wydanych na podstawie art. 77° § 2 ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy (Dz. U.
7 2020 r. poz. 1320 oraz z 2021 r. poz. 1162).

19. Szczegotowy tryb dziatania Rady okresla jej regulamin ustanawiany na wniosek Rady przez ministra wlasciwego
do spraw informatyzacji.
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Art. 18. Rada Ministréw, na wniosek ministra wlasciwego do spraw informatyzacji, okresli w drodze rozporzadzenia:
1) minimalne wymagania dla systemow teleinformatycznych, majac na uwadze konieczno$é zapewnienia:

a) spojnosci dzialania systemoéw teleinformatycznych uzywanych do realizacji zadan publicznych poprzez okresle-
nie co najmniej specyfikacji formatow danych oraz protokotéw komunikacyjnych i szyfrujacych, ktoére majg by¢
stosowane w oprogramowaniu interfejsowym, przy zachowaniu mozliwosci nieodptatnego wykorzystania tych
specyfikacji,

b) sprawnej i bezpiecznej wymiany informacji w postaci elektronicznej migdzy podmiotami publicznymi oraz migdzy
podmiotami publicznymi a organami innych panstw lub organizacji migdzynarodowych

¢) (uchylona)

— z uwzglednieniem Polskich Norm oraz innych dokumentow normalizacyjnych zatwierdzonych przez krajowa jed-
nostke normalizacyjng, zachowujac zasade rownego traktowania réznych rozwigzan informatycznych;

2) minimalne wymagania dla rejestrow publicznych i wymiany informacji w postaci elektronicznej, uwzgledniajac
koniecznos¢ zachowania spojnosci prowadzenia rejestrow publicznych i wymiany informacji w postaci elektronicznej
z podmiotami publicznymi;

3) Krajowe Ramy Interoperacyjnosci obejmujace zagadnienia interoperacyjnosci semantycznej, organizacyjnej oraz
technologicznej, zuwzglednieniem zasady rownego traktowania roznych rozwigzan informatycznych, Polskich
Norm oraz innych dokumentéw normalizacyjnych zatwierdzonych przez krajowa jednostke normalizacyjna.

Art. 19. (uchylony)
Art. 19a. 1. Minister wlasciwy do spraw informatyzacji zapewnia funkcjonowanie ePUAP.

la.® Minister wlaéciwy do spraw informatyzacji zamieszcza na ePUAP informacje o adresach elektronicznych
skrzynek podawczych udostgpnionych przez podmioty publiczne.

1a. (uchylony)®
2. Minister wlasciwy do spraw informatyzacji jest administratorem danych uzytkownikéw ePUAP.

2a. Minister wlasciwy do spraw informatyzacji, na wniosek banku krajowego lub innego przedsigbiorcy, udziela
zgody na nieodplatne wykorzystywanie do identyfikacji i uwierzytelniania w ePUAP $rodkow identyfikacji elektronicznej
stosowanych do uwierzytelniania w systemie teleinformatycznym banku krajowego lub innego przedsigbiorcy, po spet-
nieniu przez bank krajowy lub innego przedsigbiorce warunkow, o ktoérych mowa w przepisach wydanych na podstawie
ust. 3.

2b. Minister wilasciwy do spraw informatyzacji moze sprawdzaé, czy bank krajowy lub inny przedsigbiorca,
o ktorym mowa w ust. 1, spetnia warunki, o ktorych mowa w przepisach wydanych na podstawie ust. 3.

2¢. Minister wlasciwy do spraw informatyzacji cofa zgode, o ktorej mowa w ust. 2a, w przypadku gdy bank krajowy
lub inny przedsigbiorca nie spetnia warunkdéw okreslonych w przepisach wydanych na podstawie ust. 3.

3. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:
1)  zakres i warunki korzystania z ePUAP,

2) sposob identyfikacji i uwierzytelniania w ePUAP, w tym przy wykorzystaniu $rodkéw identyfikacji elektronicznej
stosowanych do uwierzytelniania w systemie teleinformatycznym banku krajowego lub innego przedsigbiorcy,

3) warunki organizacyjne i techniczne nicodptatnego wykorzystywania do identyfikacji i uwierzytelniania w ePUAP
srodkow identyfikacji elektronicznej stosowanych do uwierzytelniania w systemie teleinformatycznym banku krajo-
wego lub innego przedsigbiorcy,

4)  sposdb potwierdzania spelniania warunkow, o ktorych mowa w pkt 1

—z uwzglednieniem roli ePUAP w procesie realizacji zadan publicznych droga elektroniczng oraz zasad przetwarzania
danych osobowych.

Art. 19b. 1. Minister wlasciwy do spraw informatyzacji w ramach ePUAP prowadzi centralne repozytorium wzoréw
dokumentdw elektronicznych, zwane dalej ,,centralnym repozytorium”.

2. W centralnym repozytorium umieszcza si¢, przechowuje i udostepnia wzory dokumentéw, ktére uwzgledniaja
niezbedne elementy struktury dokumentow elektronicznych okreslone w przepisach wydanych na podstawie art. 5 ust. 2a
ustawy z dnia 14 lipca 1983 r. 0 narodowym zasobie archiwalnym i archiwach (Dz. U. z 2020 r. poz. 164).
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3. Organy administracji publicznej przekazuja do centralnego repozytorium oraz udostepniaja w Biuletynie Informa-
cji Publicznej wzory dokumentow elektronicznych. Przy sporzadzaniu wzoréw dokumentdéw elektronicznych stosuje si¢
miedzynarodowe standardy dotyczace sporzadzania dokumentow elektronicznych przez organy administracji publicznej,
z uwzglednieniem konieczno$ci podpisywania ich kwalifikowanym podpisem elektronicznym.

4. Jezeli wzor podania okreslaja odrebne przepisy, to umieszczenie wzoru dokumentu elektronicznego przez organy
administracji publicznej w centralnym repozytorium jest rOwnoznaczne z okre§leniem wzoru wnoszenia podan, o ktérych
mowa w art. 63 § 3a ustawy z dnia 14 czerwca 1960 r. — Kodeks postepowania administracyjnego (Dz. U. z 2021 r. poz. 735
i1491).

5. Niezaleznie od obowigzku wynikajacego z ust. 3 organy administracji publicznej moga prowadzi¢ wlasne lub wspol-
nie z innymi organami administracji publicznej repozytoria wzoré6w dokumentdéw elektronicznych.

Art. 19c¢. 1. Minister wlasciwy do spraw informatyzacji moze zawrze¢ porozumienie w sprawie udostgpniania ustug
na ePUAP lub korzystania z ustug sieciowych pozwalajacych na wykorzystanie profilu zaufanego z:

1) podmiotami, o ktérych mowa w art. 2 ust. 3, realizujagcymi zadania publiczne,

2) innymi podmiotami realizujacymi zadania publiczne lub wspierajacymi §wiadczenie tych zadan w celu realizacji
strategii 1 programow przyjetych przez Rade Ministrow lub strategii rozwoju, programoéw i dokumentéw programo-
wych w rozumieniu ustawy z dnia 6 grudnia 2006 r. o zasadach prowadzenia polityki rozwoju

—jezeli wykaza interes faktyczny w udostgpnianiu ustug na ePUAP lub w korzystaniu z ustug sieciowych pozwalajacych
na wykorzystanie profilu zaufanego; ocena interesu faktycznego dokonywana jest z uwzglednieniem jego wpltywu na
bezpieczenstwo i interes publiczny.

2. W porozumieniu okresla si¢ sposob udostgpniania ustug na ePUAP oraz ich zakres lub warunki korzystania
z ustug sieciowych pozwalajacych na wykorzystanie profilu zaufanego.

Art. 19d. Podmioty udostgpniajace ustugi na ePUAP zapewniajg ich zgodno$¢ z przepisami stanowigcymi podstawe
sporzadzenia wzoru dokumentu elektronicznego oraz dokonuja aktualizacji tych ustug w katalogu ustug.

Art. 19e. 1. Minister wtasciwy do spraw informatyzacji udostgpnia oraz zapewnia rozwoj oprogramowania przezna-
czonego dla urzadzen mobilnych, zwanego dalej ,,publiczng aplikacjg mobilng”, pozwalajacego w szczegolnosci na:

1) pobranie, przechowywanie i prezentacj¢ dokumentéw elektronicznych, o ktérych mowa w ust. 2, a takze przekazy-
wanie tych dokumentéw migdzy urzgdzeniami mobilnymi lub do systemow teleinformatycznych;

2) weryfikacje integralno$ci i pochodzenia dokumentu elektronicznego.

la. Minister wtasciwy do spraw informatyzacji moze udostgpniaé w publicznej aplikacji mobilnej funkcjonalnosé
pozwalajaca na:

1) dostgp do ustugi online obshugiwanej przy uzyciu tej aplikacji;
2) potwierdzenie udziatu w ustugach §wiadczonych na rzecz uzytkownika tej aplikacji w okreslonym miejscu i czasie;

3) korzystanie, przy uzyciu urzadzenia mobilnego, z certyfikatow zawartych w dowodzie osobistym z warstwa elektro-
niczng;

4) wykorzystanie tej aplikacji w celu przekazywania danych w ramach ustug $wiadczonych na rzecz uzytkownika tej
aplikacji.
2. Minister wlasciwy do spraw informatyzacji zapewnia dziatanie systemu teleinformatycznego, ktory pozwala, przy

uzyciu publicznej aplikacji mobilnej, na pobranie dokumentu elektronicznego:

1) zawierajgcego dane osobowe uzytkownika publicznej aplikacji mobilnej pobrane z rejestrow publicznych w zakresie
okreslonym w ust. 31 4;

2) zawierajagcego dane dotyczace sytuacji prawnej uzytkownika publicznej aplikacji mobilnej lub praw mu przystuguja-
cych;

3) zawierajacego dane umozliwiajace identyfikacje rzeczy zwiazanej z uzytkownikiem publicznej aplikacji mobilnej;
4) stanowigcego kopi¢ dokumentu urzgdowego, ktory wydawany jest w postaci innej niz postaé elektroniczna.

2a. Minister wlasciwy do spraw informatyzacji moze zapewni¢ uzytkownikowi publicznej aplikacji mobilnej mozli-
wos¢ postugiwania si¢ certyfikatem stanowigcym poswiadczenie elektroniczne pozwalajace na:

1) potwierdzenie integralnosci i pochodzenia dokumentu elektronicznego;

2) potwierdzenie lub przekazanie danych osobowych tego uzytkownika.
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2b. Certyfikat:
1)® moze by¢ wydany uzytkownikowi publicznej aplikacji mobilnej:
a) uwierzytelnionemu w sposob okreslony w art. 20a ust. 1 lub

b) o ktorym mowa w przepisach wydanych na podstawie art. 11 ust. 2 ustawy z dnia 7 wrzesnia 1991 r. o systemie
o$wiaty (Dz. U. 22020 r. poz. 1327 oraz z 2021 r. poz. 4 i 1237), lub

¢) o ktérym mowa w przepisach wydanych na podstawie art. 81 ustawy zdnia 20 lipca 2018 r. — Prawo
o szkolnictwie wyzszym i nauce;

2) jest wydany w systemie teleinformatycznym, o ktérym mowa w ust. 2;

3) moze zawiera¢ dane, o ktorych mowa odpowiednio w art. 56 ust. 1 pkt 1, 2 i 4 lit. a—c ustawy z dnia 6 sierpnia 2010 r.
o dowodach osobistych oraz w art. 8 pkt 1-3, 4-6, 9—11, 14 i 22 ustawy z dnia 24 wrzes$nia 2010 r. o ewidencji
ludnosci (Dz. U. z 2021 1. poz. 510, 1000 i 1641).

2¢. Minister wlasciwy do spraw informatyzacji zapewnia mechanizm weryfikacji waznosci certyfikatu.

2d. Minister wlasciwy do spraw informatyzacji moze wyda¢ podmiotowi, o ktorym mowa odpowiednio w art. 19g
ust. 1 1 2, certyfikat pozwalajacy na zabezpieczenie oraz potwierdzenie pochodzenia danych przekazywanych pomigdzy
systemem teleinformatycznym, o ktorym mowa w ust. 2, a systemem teleinformatycznym tego podmiotu.

2e. Minister wilasciwy do spraw informatyzacji moze udostepni¢ uzytkownikowi publicznej aplikacji mobilnej ushu-
ge, ktora wykorzystuje dane dotyczace uzytkownika i jego sytuacji prawnej lub praw mu przystugujacych, przetwarzane
w rejestrze publicznym prowadzonym lub w systemie teleinformatycznym wykorzystywanym przez podmiot publiczny,
w przypadku gdy tacznie sg spetnione nastepujace warunki:

1) odrgbne przepisy przewidujg udostepnianie uzytkownikowi takich danych przy wykorzystaniu ustugi online lub na
wniosek, albo nie stojg na przeszkodzie udostepnianiu uzytkownikowi takich danych;

2) uzytkownik, ktory zostal uwierzytelniony w publicznej aplikacji mobilnej w sposob okreslony w art. 20a ust. 1, wy-
razit wolg korzystania z ustugi wykorzystujacej takie dane.

3. Uzytkownik publicznej aplikacji mobilnej, po uwierzytelnieniu w sposéb okreslony w art. 20a ust. 1, moze pobrac z:

1) Rejestru Dowodoéw Osobistych aktualne dane, o ktorych mowa w art. 56 pkt 1, 2 i 4 lit. a—c ustawy z dnia 6 sierpnia
2010 r. o dowodach osobistych;

2) rejestru PESEL aktualne dane, o ktérych mowa w art. 8 pkt 1-3, 4-6, 9—11, 14 122 ustawy z dnia 24 wrze$nia
2010 r. o ewidencji ludnosci.

4. Minister wlasciwy do spraw informatyzacji zapewnia stosowanie mechanizméw, ktore pozwalajg na potwierdze-
nie integralnosci i pochodzenia danych dokumentu elektronicznego.

Art. 19ea.” 1. Minister wiasciwy do spraw informatyzacji moze realizowa¢ zadania, o ktérych mowa w art. 19¢
ust. 1 12, w catosci lub w czg$ci przy pomocy wlasciwych w tym zakresie jednostek podleglych ministrowi wlasciwemu
do spraw informatyzacji lub przez niego nadzorowanych.

2. Realizacja zadan, o ktérych mowa w ust. 1, moze by¢ finansowana w formie dotacji celowej z cz¢sci budzetu pan-
stwa, ktorej dysponentem jest minister wlasciwy do spraw informatyzacji.

Art. 19f. 1. Uzytkowanie publicznej aplikacji mobilnej:
1) jest bezptatne i dobrowolne.
2)  (uchylony)

2. Uzytkowanie publicznej aplikacji mobilnej jest mozliwe po uprzednim uwierzytelnieniu uzytkownika w systemie
teleinformatycznym, o ktérym mowa w art. 19¢, w sposob, o ktorym mowa w art. 20a ust. 1, o ile przepisy szczegolne lub
porozumienie, o ktérym mowa w art. 19g, nie stanowig inaczej.

3. Uzytkownik aplikacji mobilnej moze w kazdej chwili zrezygnowac¢ z korzystania z publicznej aplikacji mobilnej.

® W brzmieniu ustalonym przez art. 2 pkt 1 ustawy z dnia 15 kwietnia 2021 r. o zmianie ustawy o Karcie Duzej Rodziny, ustawy

o informatyzacji dziatalno$ci podmiotéw realizujacych zadania publiczne oraz ustawy o opiece nad dzie¢cmi w wieku do lat 3
(Dz. U. poz. 952), ktora weszta w zycie z dniem 9 czerwca 2021 r.

9 Dodany przez art. 2 pkt 2 ustawy, o ktérej mowa w odnosniku 8.
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Art. 19g. 1. Minister wlasciwy do spraw informatyzacji zawiera porozumienie w sprawie wykorzystywania pub-
licznej aplikacji mobilnej i systemu teleinformatycznego, o ktérych mowa w art. 19e, z podmiotem, o ktorym mowa w art. 2,
na potrzeby zadan realizowanych przez ten podmiot lub na potrzeby realizacji ustugi, o ktorej mowa w art. 19¢ ust. 2e.

2. Minister wlasciwy do spraw informatyzacji moze zawrze¢ porozumienie w sprawie wykorzystywania publicznej
aplikacji mobilne;j i systemu teleinformatycznego, o ktérych mowa w art. 19¢, z podmiotem niebgdagcym podmiotem pub-
licznym na potrzeby zadan realizowanych przez ten podmiot lub na potrzeby realizacji ustugi, o ktorej mowa w art. 19¢
ust. 2e.

3. Porozumienie okresla warunki wykorzystywania publicznej aplikacji mobilnej oraz systemu teleinformatycznego,
o ktérych mowa w art. 19e, a w szczegdlnos$ci zawiera:

1) odpowiednio okreslenie:
a) dokumentu elektronicznego oraz zakresu zawartych w nim danych,
b) certyfikatu, w tym zakresu zawartych w nim danych;
2) celizakres wykorzystywania publicznej aplikacji mobilnej oraz systemu teleinformatycznego;
3) warunki organizacyjne i techniczne wykorzystania publicznej aplikacji mobilnej oraz systemu teleinformatycznego.

4. Porozumienie, o ktorym mowa w ust. 1 i 2, opatruje si¢ podpisem zaufanym, podpisem osobistym lub kwali-
fikowanym podpisem elektronicznym.

Art. 19h. Minister wiasciwy do spraw informatyzacji przetwarza w systemie teleinformatycznym, o ktérym mowa
w art. 19e, dane osobowe uzytkownikow publicznej aplikacji mobilnej w zakresie niezbednym do obstugi dokumentow
elektronicznych oraz realizacji czynnosci, o ktorych mowa w art. 19e, a takze zapewnienia bezpieczenstwa teleinforma-
tycznego i bezpieczenstwa obrotu prawnego. Dane przetwarzane sg przez okres 6 lat od dnia ostatniej aktywnosci uzyt-
kownika w systemie.

Art. 19i. Minister wlasciwy do spraw informatyzacji w Biuletynie Informacji Publicznej na swojej stronie podmio-
towej zamieszcza oraz niezwlocznie aktualizuje informacje o:

1) aktywnych i nieaktywnych, w tym czasowo zawieszonych, funkcjonalnosciach publicznej aplikacji mobilnej;

2) stosowanych mechanizmach zapewniajagcych mozliwos¢ potwierdzenia integralnosci ipochodzenia dokumentow
elektronicznych oraz procedurach uzyskania takiego potwierdzenia;

3) adresach elektronicznych, pod ktorymi sg udostepnione:

a) regulamin korzystania z publicznej aplikacji mobilne;j,

b) informacja o wymaganiach technicznych dotyczacych korzystania z publicznej aplikacji mobilnej;
4) warunkach korzystania z certyfikatu.

Art. 19j. Minister wlasciwy do spraw informatyzacji w uzgodnieniu z ministrem wilasciwym do spraw wewnetrz-
nych okresli, w komunikacie ogtaszanym w Dzienniku Urzgdowym Rzeczypospolitej Polskiej ,,Monitor Polski”, termin
uruchomienia ustugi, o ktorej mowa w art. 19¢ ust. 2 pkt 1, majac na wzgledzie koniecznos$¢ zapewnienia bezpieczenstwa
tej ustugi.

Art. 20. (uchylony)

Art. 20a. 1. Uwierzytelnienie uzytkownika systemu teleinformatycznego podmiotu publicznego, w ktorym udostep-
niane sg ushugi online, wymaga uzycia:

1) s$rodka identyfikacji elektronicznej wydanego w systemie identyfikacji elektronicznej przytaczonym do wezta krajo-
wego identyfikacji elektronicznej, o ktdrym mowa w art. 21a ust. 1 pkt 2 lit. a ustawy z dnia 5 wrze$nia 2016 r.
o ustugach zaufania oraz identyfikacji elektronicznej (Dz. U. z 2021 r. poz. 1797), lub

2) $rodka identyfikacji elektronicznej wydanego w notyfikowanym systemie identyfikacji elektronicznej, lub

3) danych weryfikowanych za pomoca kwalifikowanego certyfikatu podpisu elektronicznego, jezeli te dane pozwalaja
na identyfikacje 1 uwierzytelnienie wymagane w celu realizacji ustugi online.

la. Uwierzytelnianie z wykorzystaniem $rodkéw identyfikacji elektronicznej, o ktérych mowa w ust. 1 pkt 1 12, za-
pewnia si¢ adekwatnie do wymaganego poziomu bezpieczenstwa, o ktorym mowa w art. 25 ustawy z dnia 5 wrze$nia
2016 r. o ustugach zaufania oraz identyfikacji elektronicznej.
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2. Podmiot publiczny, ktoéry uzywa do realizacji zadan publicznych systemu teleinformatycznego, moze umozliwiaé

uzytkownikowi uwierzytelnienie w tym systemie takze przez zastosowanie innych technologii.

1)

2)

3. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:

szczegblowe warunki organizacyjne i techniczne, ktére powinien spetniac¢ system teleinformatyczny stuzacy do wy-
dania certyfikatu oraz stosowania technologii, o ktorych mowa w ust. 2, w tym:

a) zakres i okres przechowywania danych w systemie,
b) obowiazki informacyjne, do ktoérych zobowigzany jest administrator systemu

(uchylony)

— biorac pod uwage koniecznos$¢ zapewnienia bezpieczenstwa i pewno$ci w procesie identyfikacji oraz poufnosci kluczo-
wych elementarnych czynno$ci.

Art. 20aa. Minister wlasciwy do spraw informatyzacji odpowiada za funkcjonowanie systemu teleinformatycznego,

ktory:

1)

2)

1)
2)

zapewnia obstuge publicznego systemu identyfikacji elektronicznej, w ktorym wydawany jest:

a) profil zaufany,

b) profil osobisty;

umozliwia podmiotom publicznym:

a) uwierzytelnienie osoby fizycznej przy uzyciu srodka identyfikacji elektronicznej, o ktorym mowa w pkt 1,
b) zapewnienie osobie fizycznej mozliwosci opatrzenia dokumentu elektronicznego podpisem zaufanym.
Art. 20ab. Minister wlasciwy do spraw informatyzacji:

zarzadza publicznym systemem identyfikacji elektronicznej;

zapisuje i zachowuje informacje zwigzane z zapewnieniem rozliczalno$ci i niezaprzeczalno$ci dziatan uzytkownika
korzystajacego ze $srodka identyfikacji elektronicznej wydanego w publicznym systemie identyfikacji elektronicznej.

Art. 20ac. 1. Minister wlasciwy do spraw informatyzacji jest administratorem danych przetwarzanych w systemie,

o ktérym mowa w art. 20aa.

1)

2)

3)

2. W systemie przetwarza si¢ nastgpujace dane:

osoby, ktorej wydano $rodek identyfikacji elektronicznej, obejmujace:
a) imi¢ (imiona),

b) nazwisko,

¢) numer PESEL,

d) datg urodzenia osoby,

e) adres poczty elektronicznej,

f) numer telefonu komdrkowego;

dotyczace $rodka identyfikacji elektronicznej obejmujace:
a) identyfikator,

b) czas wydania,

¢) termin waznosci;

o ktorych mowa w art. 20ab pkt 2.

3. Dane przetwarzane sg w celu zapewnienia uwierzytelnienia osob fizycznych przy uzyciu srodkow identyfikacji

elektronicznej wydawanych w tym systemie oraz mozliwosci opatrzenia dokumentu elektronicznego podpisem zaufanym.

4. W systemie przetwarza si¢ rowniez dane osob uczestniczacych w procesie potwierdzania profilu zaufanego obej-

mujace:

1)
2)
3)

imi¢ (imiona);
nazwisko;

numer PESEL.
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Art. 20ad. 1. Profil zaufany zawiera dane identyfikujace osobe fizyczng obejmujace:
1) imi¢ (imiona);
2) nazwisko;
3) date urodzenia;
4) numer PESEL.

2. W procedurze potwierdzania profilu zaufanego dane, o ktérych mowa w ust. 1, sg weryfikowane automatycznie
z danymi zawartymi w rejestrze PESEL.

3. W przypadku zmiany w rejestrze PESEL danych, o ktorych mowa w ust. 1, jest dokonywana automatyczna
aktualizacja tych danych zawartych w profilu zaufanym.

4. Aktualizacja danych zawartych w profilu zaufanym, o ktérej mowa w ust. 3, nie powoduje uniewaznienia profilu
zaufanego.

4a. W przypadku gdy w rejestrze PESEL zostatl odnotowany zgon osoby posiadajacej profil zaufany, profil zaufany
tej osoby jest automatycznie uniewazniany.

5. Profil zaufany moze zawiera¢ inne dane niz wymienione w ust. 1, w szczego6lnosci identyfikator oraz dane wyko-
rzystywane w procesach uwierzytelniania i autoryzacji realizowanych przy uzyciu profilu zaufanego.

Art. 20ae. 1. Podpis zaufany wywotuje skutki prawne, jezeli zostat utworzony lub ztozony w okresie waznosci $rod-
ka identyfikacji elektronicznej, o ktorym mowa w art. 20aa pkt 1.

2. Dane w postaci elektronicznej opatrzone podpisem zaufanym sg rownowazne pod wzgledem skutkow prawnych
dokumentowi opatrzonemu podpisem wiasnorgcznym, chyba ze przepisy odrgbne stanowia inaczej.

3. Nie mozna odmowi¢ waznosci i skuteczno$ci podpisowi zaufanemu tylko na tej podstawie, Ze istnieje w postaci
elektroniczne;.

Art. 20b. (uchylony)

Art. 20c. 1. Potwierdzenia profilu zaufanego, ktére polega na weryfikacji zgodnosci danych zawartych we wniosku
0 jego wydanie ze stanem faktycznym, oraz uniewaznienia profilu zaufanego dokonuje:

1) punkt potwierdzajacy profil zaufany na podstawie:
a) dowodu osobistego albo paszportu zawierajagcego:
— imi¢ (imiona),
— nazwisko,
— numer PESEL, albo

b) innego dokumentu tozsamosci, jezeli umozliwia on jednoznaczne potwierdzenie tozsamosci osoby wnioskujgcej
o potwierdzenie profilu zaufanego posiadajacej numer PESEL;

2) samodzielnie osoba fizyczna przy wykorzystaniu kwalifikowanego podpisu elektronicznego, w przypadku gdy kwa-
lifikowany certyfikat podpisu elektronicznego zawiera dane obejmujace co najmnie;j:

a) imi¢ (imiona),
b) nazwisko,
¢) numer PESEL;

3) samodzielnie osoba fizyczna przy nicodplatnym wykorzystaniu srodka identyfikacji elektronicznej stosowanego do
uwierzytelniania w systemie teleinformatycznym banku krajowego lub innego przedsigbiorcy spetniajagcym warunki,
o ktorych mowa w art. 20d pkt 1, o ile Srodek ten potwierdza dane obejmujgce co najmnie;j:

a) 1imi¢ (imiona),
b) nazwisko,
¢) numer PESEL;
4) samodzielnie osoba fizyczna przy wykorzystaniu profilu osobistego.

la. Przedtuzenie waznosci profilu zaufanego moze nastgpi¢ w sposob, o ktorym mowa w ust. 1 pkt 1, 2 i 4, albo przy
wykorzystaniu profilu zaufanego.
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2. Funkcje punktu potwierdzajacego pehni:
1) konsul;
2) naczelnik urzedu skarbowego;
3) wojewoda;
4) Zaktad Ubezpieczen Spotecznych;
5) Narodowy Fundusz Zdrowia.

2a. Narodowy Fundusz Zdrowia moze nada¢ uprawnienia do potwierdzania w swoim imieniu profilu zaufanego
lekarzowi podstawowej opieki zdrowotnej, pielegniarce podstawowej opieki zdrowotnej, potoznej podstawowej opieki zdro-
wotnej realizujagcym zadania w zakresie podstawowej opieki zdrowotnej dla §wiadczeniodawcy, ktory udziela §wiadczen
opieki zdrowotnej w ramach umowy o udzielanie §wiadczen opieki zdrowotnej z zakresu podstawowe;j opieki zdrowotnej,
oraz osobie zatrudnionej u tego $wiadczeniodawcy pod warunkiem, ze co najmniej imi¢, nazwisko i numer PESEL tej
osoby zostaly przekazane do Narodowego Funduszu Zdrowia w ramach zawartej umowy.

2b. Osoba posiadajaca uprawnienia do potwierdzania profilu zaufanego, o ktérej mowa w ust. 2a, moze potwierdzi¢
profil zaufany wytacznie §wiadczeniobiorcy, ktory w deklaracji wyboru, o ktoérej mowa w art. 10 ust. 1 ustawy z dnia
27 pazdziernika 2017 r. o podstawowe] opiece zdrowotnej (Dz. U. z 2021 r. poz. 1050), wskazal swiadczeniodawce,
w ramach ktorego dziala osoba potwierdzajaca profil zaufany.

2c. Narodowy Fundusz Zdrowia niezwtocznie odbiera uprawnienia do potwierdzania profilu zaufanego w przypadku
ustania okolicznosci, o ktorych mowa w ust. 2a.

2d. Minister wlasciwy do spraw informatyzacji moze udostepnié¢ rozwigzanie techniczne przeznaczone do przekazy-
wania informacji o zdarzeniach, o ktérych mowa w ust. 2a i 2b, pomigdzy systemem teleinformatycznym Narodowego
Funduszu Zdrowia, w ktérym znajduja si¢ dane o §wiadczeniodawcach udzielajacych §wiadczen z zakresu podstawowe;j
opieki zdrowotnej, na podstawie zawartej z Narodowym Funduszem Zdrowia umowy o udzielanie swiadczen z zakresu
podstawowej opieki zdrowotnej, a systemem, o ktorym mowa w art. 20aa ust. /, zapewniajgce automatyczng weryfikacje
i aktualizacj¢ uprawnien do potwierdzania profilu zaufanego.

2e. W przypadku, o ktorym mowa w ust. 2a, dokumenty w postaci papierowej w zakresie potwierdzania, przedhuza-
nia i uniewazniania profilu zaufanego w sposob i przez okres okreslony w przepisach wydanych na podstawie art. 20d
przechowuje i archiwizuje $wiadczeniodawca.

3. Funkcje punktu potwierdzajacego, za zgoda ministra wlasciwego do spraw informatyzacji, moze petnié:
1) podmiot publiczny inny niz wymieniony w ust. 2;

2)  bank krajowy, o ktorym mowa w art. 4 ust. 1 pkt 1 ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe (Dz. U. z 2020 r.
poz. 1896, z p6zn. zm.'?);

3) operator pocztowy, o ktéorym mowa w art. 3 pkt 12 ustawy z dnia 23 listopada 2012 r. — Prawo pocztowe (Dz. U.
22020 r. poz. 1041 1 2320);

4)  oddziat instytucji kredytowej, o ktorym mowa w art. 4 ust. 1 pkt 18 ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe;

5) spotdzielcza kasa oszczednosciowo-kredytowa, o ktorej mowa w ustawie z dnia 5 listopada 2009 r. o spétdzielczych
kasach oszczgdnosciowo-kredytowych (Dz. U. z 2021 1. poz. 1844).

4. Zgody, o ktorej mowa w ust. 3, udziela si¢ na wniosek podmiotow, o ktoérych mowa w ust. 3, po spetieniu
warunkow okreslonych w przepisach wydanych na podstawie art. 20d pkt 1.

5. Operator pocztowy moze ztozy¢é wniosek, o ktorym mowa w ust. 4, nie wczesniej niz w roku nastgpujacym po
roku, w ktérym po raz pierwszy przedlozyt Prezesowi Urzedu Komunikacji Elektronicznej sprawozdanie, o ktorym mowa
w art. 43 ust. 1 ustawy z dnia 23 listopada 2012 r. — Prawo pocztowe.

6. Minister wlasciwy do spraw informatyzacji moze sprawdzac, czy podmiot pelnigcy funkcje punktu potwierdzaja-
cego spetnia warunki okreslone w przepisach wydanych na podstawie art. 20d pkt 1.

10 Zmiany tekstu jednolitego wymienionej ustawy zostaty ogtoszone w Dz. U. z 2020 r. poz. 2320 i 2419 oraz z 2021 r. poz. 432, 680,
815, 1177, 1598, 1626 1 1666.
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7. Minister wlasciwy do spraw informatyzacji cofa zgode, o ktorej mowa w ust. 3, w przypadku gdy podmiot pelniacy
funkcje punktu potwierdzajacego nie spetnia warunkdéw okreslonych w przepisach wydanych na podstawie art. 20d pkt 1.

8. Minister wlasciwy do spraw informatyzacji, na wniosek banku krajowego lub innego przedsi¢biorcy, udziela zgo-
dy na nieodptatne wykorzystywanie srodkow identyfikacji elektronicznej stosowanych do uwierzytelniania w systemie
teleinformatycznym banku krajowego lub innego przedsigbiorcy do potwierdzania profilu zaufanego w sposob, o ktorym
mowa w ust. 1 pkt 3, oraz do uwierzytelnien i autoryzacji zwigzanych z jego wykorzystaniem po spelieniu przez bank
krajowy lub innego przedsi¢biorce warunkow, o ktérych mowa w przepisach wydanych na podstawie art. 20d pkt 1.

9. Minister wlasciwy do spraw informatyzacji moze sprawdzac, czy bank krajowy lub inny przedsigbiorca, o ktorym
mowa w ust. 8, spetnia warunki, o ktérych mowa w przepisach wydanych na podstawie art. 20d pkt 1.

10. Minister wlasciwy do spraw informatyzacji cofa zgodg, o ktérej mowa w ust. 8, w przypadku gdy bank krajowy
lub inny przedsigbiorca nie spetnia warunkoéw okreslonych w przepisach wydanych na podstawie art. 20d pkt 1.

Art. 20ca. (uchylony)'?

Art. 20c¢b.!? 1. Minister wlasciwy do spraw informatyzacji moze udostepnié¢ ushuge online shuzaca do potwierdzania
profilu zaufanego przy uzyciu metody, o ktérej mowa w ust. 2.

2. W celu potwierdzenia tozsamos$ci osoby wnioskujacej o potwierdzenie profilu zaufanego przeprowadza si¢ wideo-
identyfikacje wnioskodawcy polegajaca na:

1) poréwnaniu wizerunku wnioskodawcy udostgpnianego przez niego w czasie rzeczywistym za posrednictwem
transmisji audiowizualnej z wizerunkiem tego wnioskodawcy pobranym z Rejestru Dowodow Osobistych, o ktorym
mowa w ustawie z dnia 6 sierpnia 2010 r. o dowodach osobistych, oraz

2) weryfikacji danych zawartych w warstwie graficznej dowodu osobistego albo paszportu wnioskodawcy okazanego
przez niego w czasie rzeczywistym za posrednictwem transmisji audiowizualnej, oraz

3) w uzasadnionych przypadkach — weryfikacji wiedzy wnioskodawcy przy wykorzystaniu danych dotyczacych wnio-
skodawcy zgromadzonych w rejestrach publicznych lub w systemach teleinformatycznych.

3. Potwierdzanie profilu zaufanego przy uzyciu metody, o ktérej mowa w ust. 2, realizuje minister wlasciwy do
spraw informatyzacji.

4. Minister wlasciwy do spraw informatyzacji moze upowazni¢ do potwierdzania profilu zaufanego przy uzyciu me-
tody, o ktorej mowa w ust. 2, jednostke podlegta lub nadzorowana.

5. Z transmisji, o ktorej mowa w ust. 2 pkt 1, sporzadza si¢ nagranie audiowizualne. Nagranie sporzadza i prze-
chowuje przez 6 lat od dnia jego sporzadzenia podmiot, ktory potwierdza profil zaufany przy uzyciu metody, o ktorej
mowa w ust. 2.

6. Minister wlasciwy do spraw informatyzacji moze zawiesi¢ lub zaprzesta¢ Swiadczenia ustugi, o ktoérej mowa
w ust. 1, w przypadku zaistnienia okolicznosci, ktore mogtyby wptywaé na bezpieczenstwo metody potwierdzania tozsamosci
stosowanej w ramach tej ushugi, i informuje o tym na swojej stronie podmiotowej w Biuletynie Informacji Publiczne;j.

Art. 20d. Minister wlasciwy do spraw informatyzacji okre$li, w drodze rozporzadzenia, warunki:
1) wydawania, przedluzania waznosci, wykorzystywania i uniewazniania profilu zaufanego, w tym:

a) okres waznosci profilu zaufanego,

b) zbior danych zawartych w profilu zaufanym, o ktérych mowa w art. 20ad ust. 5,

¢) przypadki, w ktorych nie dokonuje si¢ potwierdzenia profilu zaufanego,

d) przypadki, w ktorych profil zaufany traci waznos$¢,

e) warunki przechowywania oraz archiwizowania dokumentéw i danych bezposrednio zwigzanych z potwierdze-
niem profilu zaufanego,

f) dane idokumenty wymagane w procedurze potwierdzania, przedtluzania wazno$ci iuniewaznienia profilu
zaufanego,

g) warunki, ktore powinien spetnia¢ punkt potwierdzajacy profil zaufany,

D) Przez art. 8 pkt 2 ustawy, o ktérej mowa w odnosniku 2.
120 Dodany przez art. 8 pkt 3 ustawy, o ktérej mowa w odnosniku 2.
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h) warunki organizacyjne i techniczne potwierdzenia profilu zaufanego oraz uwierzytelnien i autoryzacji przy nie-
odptatnym wykorzystaniu §rodka identyfikacji elektronicznej stosowanego do uwierzytelniania w systemie tele-
informatycznym banku krajowego lub innego przedsi¢biorcy,

i)  sposob potwierdzania spelniania warunkow, o ktorych mowa w lit. h,
2) skiadania podpisu zaufanego

— biorac pod uwage konieczno$¢ zapewnienia bezpieczenstwa i pewnosci w procesie uwierzytelnienia i sktadania podpisu
oraz poufnosci kluczowych elementarnych czynnosci.

Art. 20e. 1. Minister wlasciwy do spraw informatyzacji przytacza system teleinformatyczny, w ktérym udostepniane
sa ustugi online, do systemu, o ktorym mowa w art. 20aa, w celu wykorzystywania podpisu zaufanego, na wniosek pod-
miotu odpowiedzialnego za ten system. Przylaczenie jest czynnoscig materialno-techniczna.

2. Do wniosku dotacza si¢ oswiadczenie o zapoznaniu si¢ z polityka bezpieczenstwa udostepniong przez ministra wlas-
ciwego do spraw informatyzacji w Biuletynie Informacji Publicznej na jego stronie podmiotowe;j.

3. Whniosek oraz o$§wiadczenie, o ktorych mowa w ust. 2, sklada si¢ w postaci elektronicznej opatrzone kwalifikowa-
nym podpisem elektronicznym.

Art. 20f. (uchylony)

Art. 20g. Do systemu, o ktérym mowa w art. 20aa, przyltacza si¢ elektroniczng platforme¢ ustug administracji pub-
licznej.

Rozdziat 3a
Rejestr danych kontaktowych os6b fizycznych

Art. 20h. 1. Minister wlasciwy do spraw informatyzacji prowadzi rejestr danych kontaktowych oséb fizycznych,
zwany dalej ,rejestrem danych kontaktowych”.

2. Prowadzenie rejestru danych kontaktowych ma na celu utatwienie:
1) podmiotom, o ktorych mowa w art. 2 ust. 1 pkt 1,2 14-8,
2) podmiotom, o ktorych mowa w art. 19¢c, jezeli zawarly porozumienie z ministrem wiasciwym do spraw informatyzacji,
3) organom wyborczym,
4)  Polskiemu Czerwonemu Krzyzowi — w zakresie danych osob poszukiwanych lub poszukujacych
— kontaktu z osobami fizycznymi w zwigzku z ustugami i zadaniami publicznymi realizowanymi na rzecz tych osob.

3. Do rejestru danych kontaktowych swoje dane kontaktowe moga przekaza¢ osoby pelnoletnie, posiadajace peina
zdolnos$¢ do czynnosci prawnych.

4. Dane kontaktowe nie sg wykorzystywane w celu kontaktu z osobami fizycznymi w zakresie zwigzanym z prowa-
dzong przez nie dziatalno$cig gospodarczg.

Art. 20i. 1. Rejestr danych kontaktowych prowadzi si¢ przy uzyciu systemu teleinformatycznego, w tym:
1)  zapewnia ochrong przed nieuprawnionym dost¢pem do rejestru danych kontaktowych;
2) zapewnia integralno$¢ danych w rejestrze danych kontaktowych;

3) zapewnia dostgpno$é systemu teleinformatycznego, w ktorym rejestr danych kontaktowych jest prowadzony, dla
podmiotéw przetwarzajacych dane w rejestrze danych kontaktowych;

4) przeciwdziata uszkodzeniom systemu teleinformatycznego, w ktdrym rejestr danych kontaktowych jest prowadzony;
5) okresla zasady bezpieczenstwa przetwarzanych danych, w tym danych osobowych;
6) zapewnia rozliczalno$¢ dziatan dokonywanych na danych rejestru danych kontaktowych.

2. Minister wlasciwy do spraw informatyzacji jest administratorem danych przetwarzanych w rejestrze danych kon-
taktowych.
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Art. 20j. 1. Do rejestru danych kontaktowych wprowadza sig:
1) numer PESEL;
2) imi¢ i nazwisko;
3) adres poczty elektronicznej lub numer telefonu komérkowego.

2. Przy wprowadzaniu danych, o ktérych mowa w ust. 1, do rejestru danych kontaktowych przepiséw art. 14 ust. 61 7
nie stosuje si¢.

3. W przypadku pozytywnego wyniku weryfikacji, o ktéorej mowa w art. 14 ust. 3, dane sa automatycznie wprowa-
dzane do rejestru danych kontaktowych.

4. W przypadku negatywnego wyniku weryfikacji, o ktéorej mowa w art. 14 ust. 3, osoba wprowadzajaca dane do
rejestru danych kontaktowych informowana jest o negatywnej weryfikacji danych.

5. Dane, o ktorych mowa w ust. 1, podlegaja usunieciu z rejestru danych kontaktowych z mocy prawa na podstawie
przekazanej przez rejestr PESEL informacji o zgonie osoby fizycznej, ktorej te dane dotycza.

6. W przypadku zmiany danych, o ktérych mowa w ust. 1 pkt 1 i 2, w rejestrze PESEL nastgpuje ich automatyczna
aktualizacja w rejestrze danych kontaktowych.

7. Dotychczasowe dane, o ktérych mowa w ust. 1 pkt 1 i 2, zachowuje si¢ w rejestrze danych kontaktowych przez
4 miesigce od daty zmiany tych danych w rejestrze PESEL, a po uptywie tego terminu dane te sg automatycznie usuwane
z rejestru danych kontaktowych.

8. Podmiot, o ktérym mowa w art. 2 ust. 1 pkt 1, 2 i 4-8, posiadajacy dostep do rejestru danych kontaktowych jest
obowigzany dokona¢ na wniosek osoby, ktorej dane dotycza, aktualizacji danych, o ktorych mowa w ust. 1 pkt 3, Iub
usunigcia jej danych z rejestru danych kontaktowych.

9. W przypadku usuni¢cia z rejestru danych kontaktowych wszystkich danych, o ktérych mowa w ust. 1 pkt 3, auto-
matycznie usuwane sg rowniez dane, o ktérych mowa w ust. 1 pkt 11 2.

Art. 20k. 1. Podstawg przetwarzania danych osobowych w rejestrze danych kontaktowych jest zgoda osoby, ktorej
dane dotycza.

2. Dane do rejestru danych kontaktowych sa przekazywane, aktualizowane lub usuwane:

1) samodzielnie przez osobe fizyczna, przy uzyciu ustugi online udostgpnionej przez ministra wtasciwego do spraw
informatyzacji, po uwierzytelnieniu w sposob okreslony w art. 20a ust. 1;

2) za posrednictwem podmiotu, o ktérym mowa w art. 2 ust. 1 pkt 1, 2 i 4-8, posiadajgcego dostep do rejestru danych
kontaktowych, na wniosek ztozony osobiscie w siedzibie tego podmiotu przez osobe, ktorej dane dotycza.

3. Przekazaniu podlegajg dane, o ktérych mowa w art. 20j ust. 1:
1) pkt1i2—w celuidentyfikacji osoby fizycznej i weryfikacji tych danych;
2) pkt3 —w celu utatwienia podmiotom, o ktérych mowa w art. 20m ust. 1, kontaktu z osobg fizyczna.

4. Przekazywane dane sa wprowadzane do rejestru danych kontaktowych po potwierdzeniu ich poprawnosci oraz
przyporzadkowaniu do osoby, ktorej dane dotyczg, realizowanym przy uzyciu jednorazowego kodu wystanego odpowied-
nio na przekazany do tego rejestru adres poczty elektronicznej lub numer telefonu komorkowego.

Art. 201 Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzgdzenia:
1) sposob wprowadzania, zapisu, aktualizacji oraz potwierdzania danych kontaktowych,
2)  sposob prowadzenia rejestru danych kontaktowych,
3)  wzor wniosku w postaci papierowej, o ktorym mowa w art. 20k ust. 2 pkt 2 oraz w art. 20j ust. 8,

4)  wzbr uproszczonego wniosku o udostgpnianie danych z rejestru danych kontaktowych, o ktérym mowa w art. 20m
ust. 2

— uwzgledniajgc konieczno$é zapewnienia sprawnosci, prawidtowosci i bezpieczenstwa funkcjonowania systemu tele-
informatycznego, przy uzyciu ktérego prowadzony jest rejestr danych kontaktowych, oraz prawidtowosci danych prze-
twarzanych w tym rejestrze.
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Art. 20m. 1. Dane zgromadzone w rejestrze danych kontaktowych udostepnia sig:
1) podmiotom, o ktorych mowa w art. 2 ust. 1 pkt 1, 2 1 4-8;
2) podmiotom, o ktorych mowa w art. 19¢, jezeli zawarly porozumienie z ministrem wiasciwym do spraw informatyzacji;
3) organom wyborczym;
4)  Polskiemu Czerwonemu Krzyzowi — w zakresie danych osdb poszukiwanych lub poszukujacych.

2. Podmiotowi, o ktérym mowa w ust. 1, minister wlasciwy do spraw informatyzacji udostepnia dane z rejestru
danych kontaktowych za pomocg urzadzen teletransmisji danych, po zlozeniu jednorazowego uproszczonego wniosku,
jezeli podmiot ten spehnia tacznie nastepujgce warunki:

1) posiada urzadzenia lub systemy teleinformatyczne przeznaczone do komunikowania si¢ pomig¢dzy uprawnionym
podmiotem a rejestrem danych kontaktowych, umozliwiajace identyfikacje osoby, ktorej udostgpniono dane z reje-
stru danych kontaktowych, zakres udostgpnionych danych oraz datg ich udostgpnienia;

2) posiada zabezpieczenia techniczne i organizacyjne wiasciwe dla przetwarzania danych osobowych, w szczegdlnosci
uniemozliwiajace dostgp 0s6b nieuprawnionych do przetwarzania danych osobowych i wykorzystanie danych nie-
zgodnie z celem ich udostepnienia;

3) udostepnienie danych tg droga jest uzasadnione specyfika lub zakresem wykonywanych zadan, $wiadczonych ustug
albo prowadzonej dziatalnosci.

3. Whniosek, o ktorym mowa w ust. 2, ztozony w postaci elektronicznej opatruje si¢ podpisem zaufanym, podpisem
osobistym albo kwalifikowanym podpisem elektronicznym.

4. Organowi gminy zapewnia si¢ dostep do danych zgromadzonych w rejestrze danych kontaktowych bez koniecz-
nosci sktadania wniosku, o ktorym mowa w ust. 2.

Art. 20n. 1. Udostgpnienie danych, odmowa udostgpnienia danych oraz cofnigcie dostgpu do danych zgromadzo-
nych w rejestrze danych kontaktowych nast¢puje w drodze decyzji administracyjne;j.

2. Podmiotowi lub organowi, o ktorych mowa w art. 20m, minister wiasciwy do spraw informatyzacji cofa dostep do
danych zgromadzonych w rejestrze danych kontaktowych:

1) na wniosek tego podmiotu lub organu;

2) w przypadku braku uzasadnienia dla dalszej wymiany danych migdzy tym systemem teleinformatycznym a syste-
mem teleinformatycznym, w ktorym prowadzony jest rejestr danych kontaktowych, w szczegolnosci w przypadku
gdy podmiot lub organ zaprzestat realizacji ustug lub zadan, o ktérych mowa w art. 20h ust. 2;

3) jezeli nie zostaty spetnione warunki, o ktérych mowa w art. 20m ust. 2 pkt 3.

3. Decyzja o cofnigciu dostgpu do danych zgromadzonych w rejestrze danych kontaktowych za pomoca urzadzen
teletransmisji danych podlega natychmiastowemu wykonaniu.

4. Do organu gminy przepisow ust. 1-3 nie stosuje sig.

Art. 200. Osobie fizycznej, po uprzednim jej uwierzytelnieniu w sposob okreslony w art. 20a ust. 1, zapewnia si¢
wglad do dotyczacych jej danych, o ktérych mowa w art. 20j ust. 1.

Rozdzial 3b'?

Zintegrowana platforma analityczna

Art. 20p. Minister wlasciwy do spraw informatyzacji zapewnia funkcjonowanie rozwigzania organizacyjno-
-technicznego, zwanego dalej ,,zintegrowang platformg analityczng”, stuzgcego do prowadzenia analiz wspomaga-
jacych tworzenie kluczowych polityk publicznych z wykorzystaniem danych udostepnianych przez podmioty,
o ktorych mowa w art. 2, gromadzonych w rejestrach publicznych i systemach teleinformatycznych.

Art. 20q. 1. W ramach zintegrowanej platformy analitycznej minister wlasciwy do spraw informatyzacji prze-
twarza dane udostepnione z rejestrow publicznych i systeméw teleinformatycznych okreslonych w przepisach wy-
danych na podstawie ust. 7, w celu wykonywania zadan zwiazanych z analizami wspomagajacymi tworzenie klu-
czowych polityk publicznych.

13) Rozdzial dodany przez art. 51 pkt 3 ustawy, o ktorej mowa w odnosniku 1.
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2. Podmioty prowadzace rejestry publiczne i systemy teleinformatyczne okreslone w przepisach wydanych na
podstawie ust. 7 udostepniaja na potrzeby analiz w ramach zintegrowanej platformy analitycznej dane okreslone
w tych przepisach, zgromadzone przez te podmioty na podstawie przepiséw odrebnych w zwigzku z realizacjg za-
dan publicznych.

3. Jezeli jest to niezbedne do realizacji konkretnej analizy w ramach zintegrowanej platformy analitycznej,
dane udostepnione z réznych rejestrow publicznych i systeméw teleinformatycznych mogg by¢ laczone.

4. Dane osobowe udostepniane na potrzeby prowadzenia analiz w ramach zintegrowanej platformy analitycznej
podlegaja pseudonimizacji.

5. Pseudonimizacja jest dokonywana przez organ lub podmiot, ktory udostepnia dane, po okresleniu niezbed-
nego celu i zakresu prowadzonej analizy.

6. Podmiot, ktory udostepnia dane, oraz minister wlasciwy do spraw informatyzacji uzgadniaja metode pseudo-
nimizacji udost¢pnianych danych oraz tryb udostepniania, majac na uwadze cel, zakres analizy oraz przepisy
o ochronie danych osobowych.

7. Rada Ministréw okresli, w drodze rozporzadzenia, zakres danych iwykaz rejestrow publicznych
i systemow teleinformatycznych, z ktérych sa udostepniane niezbedne dane na potrzeby prowadzenia analiz
w ramach zintegrowanej platformy analitycznej, oraz podmiotow je prowadzacych, ktére sq obowigzane do prze-
kazywania danych pochodzacych z tych rejestrow i systemow, a takze sposéb udostepniania tych danych, majac na
uwadze zapewnienie skutecznego pozyskiwania danych oraz zgodno$ci ich udostepniania z przepisami o ochronie
danych osobowych.

Art. 20r. 1. Minister wlasciwy do spraw informatyzacji zawiera porozumienie w sprawie wykorzystywania
zintegrowanej platformy analitycznej z podmiotem, o ktorym mowa w art. 2, na potrzeby kluczowej polityki pub-
licznej.

2. Porozumienie okresla w szczegélnoSci:
1) cel analizy;
2) zakres danych niezbednych do przeprowadzania analizy;

3) rejestry publiczne i systemy teleinformatyczne, ktére zawieraja dane na potrzeby prowadzenia analizy oraz
podmioty je prowadzace.

3. Zawarcie porozumienia poprzedza si¢ przeprowadzeniem weryfikacji dotyczacej celu izakresu analizy
wspomagajacej tworzenie kluczowej polityki publicznej oraz niezbednosci laczenia danych udostepnianych z rejestréw
publicznych i systemdéw teleinformatycznych dla realizacji tej analizy.

Art. 20s. 1. Minister wlasciwy do spraw informatyzacji w ramach zapewniania funkcjonowania zintegrowanej
platformy analitycznej:

1) zapewnia ochrone przed nieuprawnionym dostepem do danych;

2) przeciwdziala uszkodzeniom zintegrowanej platformy analitycznej;

3) zapewnia integralno$¢ gromadzonych danych;

4) okresla zasady bezpieczenstwa przetwarzanych danych, w tym danych osobowych;

5) zapewnia rozliczalno$¢ dzialan dokonywanych w ramach zintegrowanej platformy analitycznej;
6) okresla zasady zglaszania naruszenia ochrony danych osobowych.

2. Dane osobowe przetwarzane w ramach zintegrowanej platformy analitycznej sa wykorzystywane adekwatnie,
w sposob stosowny i ograniczony, wylacznie w zakresie niezbednym do realizacji okreslonych celéw analitycznych.

3. Wykorzystywanie danych do celéw innych niz okreslone w ustawie, w szczegélno$ci do podejmowania decyzji
lub indywidualnych rozstrzygnieé, jest zabronione.

Art. 20t. Dane przetwarzane w ramach zintegrowanej platformy analitycznej sa usuwane niezwlocznie po
przeprowadzeniu analiz, na potrzeby ktorych dane zostaly udostepnione.
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Rozdziat 4

Badanie osiagania interoperacyjnosci oraz kontrola przestrzegania przepisow ustawy

Art. 21. 1. W celu zapewnienia interoperacyjnosci systemow teleinformatycznych uzywanych do realizacji zadan pub-
licznych przeprowadza si¢, z zastrzezeniem art. 24, badanie poprawnosci wdrozenia rozwigzan, o ktorych mowa w art. 13
ust. 2 pkt 2 lit. a, w oprogramowaniu interfejsowym przy wykorzystaniu testow akceptacyjnych udostgpnionych przez
podmiot publiczny, zgodnie z art. 13 ust. 2 pkt 2 lit. b, zwane dalej ,,badaniem”.

2. Badanie przeprowadza, na wlasny koszt, tworca oprogramowania interfejsowego albo inny podmiot posiadajacy
autorskie prawa majgtkowe do oprogramowania interfejsowego, ktére ma by¢ wykorzystywane do realizacji zadania pub-
licznego, zwany dalej ,,podmiotem uprawnionym”:

1) przed udostepnieniem po raz pierwszy oprogramowania interfejsowego do realizacji tego zadania;

2) po modyfikacji oprogramowania interfejsowego w zakresie, o ktorym mowa w art. 13 ust. 2 pkt 2 lit. a, dokonanej od
czasu poprzedniego badania.

3. Podmiot uprawniony:

1) informuje podmiot publiczny o rodzaju, wersji, dacie wytworzenia i charakterystyce techniczno-funkcjonalnej
oprogramowania interfejsowego poddawanego badaniu;

2) sktada podmiotowi publicznemu o$wiadczenie o wyniku badania.

4. W celu potwierdzenia wyniku badania podmiot publiczny moze przeprowadzi¢ weryfikacje tego badania, wyko-
rzystujac testy akceptacyjne udostepnione podmiotowi uprawnionemu. Podmiot publiczny informuje podmiot uprawniony
o wyniku weryfikacji.

5. W razie niezgodnosci wyniku weryfikacji z wynikiem badania dokonanego przez podmiot uprawniony rozstrzyga
wynik weryfikacji. W tym przypadku koszty weryfikacji ponosi podmiot uprawniony.

5a. W celu zapewnienia interoperacyjnosci systemow teleinformatycznych uzywanych do realizacji zadan publicz-
nych z innymi systemami teleinformatycznymi podmiot publiczny moze udostepni¢ testowy system teleinformatyczny,
funkcjonalnie odpowiadajacy systemowi produkcyjnemu, w celu dokonywania sprawdzenia poprawno$ci wdrozenia roz-
wigzan pod wzgledem organizacyjnym, semantycznym i technologicznym.

5b. W przypadku udostgpnienia przez podmiot publiczny systemu testowego nie jest wymagane udostgpnienie
testow akceptacyjnych.

6. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia:
1) metodyke, warunki i tryb sporzadzania testow akceptacyjnych,

2) sposob postepowania w zakresie badania oraz weryfikacji badania, w tym sposoéb dokumentowania wynikéw badania
oraz weryfikacji badania,

3) rodzaje oprogramowania interfejsowego podlegajacego badaniu,
4) szczegolowy zakres informacji, o ktorych mowa w ust. 3 pkt 1, oraz sposéb i tryb przekazywania tych informacji,
5) wzor o$wiadczenia o wyniku badania oraz wyniku weryfikacji badania

—uwzgledniajac konieczno$¢ wprowadzenia jednolitych warunkéw przygotowania rzetelnego zestawu testow akceptacyj-
nych oraz dokonania obiektywnej oceny oprogramowania interfejsowego.

Art. 22. 1. Oprogramowanie interfejsowe moze by¢ uzywane do realizacji zadan publicznych, jezeli uzyskato pozy-
tywny wynik badania.

2. Podmiot publiczny moze nieodptatnie udostepni¢ oprogramowanie interfejsowe, ktore uzyskato pozytywny wynik
badania, albo jego kody zrédtowe, w zakresie okreslonym w umowie licencyjnej z podmiotem uprawnionym.

3. W razie stwierdzenia uzywania do realizacji zadania publicznego oprogramowania interfejsowego, ktore:
1) nie zostatlo poddane badaniu,
2) nie uzyskato pozytywnego wyniku badania w przypadkach, o ktérych mowa w art. 21 ust. 2

— podmiot publiczny moze odmoéwi¢ przyjecia danych przekazywanych za pomoca tego oprogramowania; w takim przy-
padku odmowa przyjecia danych jest rOwnoznaczna z nieprzekazaniem tych danych.
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Art. 23. 1. Przepisy art. 21 i 22 stosuje si¢ odpowiednio, jezeli:
1) podmiot publiczny jest podmiotem uprawnionym;
2)  podmiot uprawniony przekazal podmiotowi publicznemu autorskie prawa majatkowe do oprogramowania interfejsowego.

2. W przypadkach, o ktorych mowa w ust. 1, w razie zaistnienia okolicznos$ci, o ktorych mowa w art. 22 ust. 3 pkt 1
albo 2, oprogramowanie interfejsowe nie moze by¢ uzywane do realizacji zadan publicznych do czasu uzyskania pozy-
tywnego wyniku badania.

Art. 24. Przepisoéw art. 21-23 nie stosuje si¢ w przypadku, o ktéorym mowa w art. 13 ust. 4, chyba ze:
1) podmiot publiczny udostepnit testy akceptacyjne;
2) podmiot uprawniony wystapit o udostepnienie testow akceptacyjnych w celu przeprowadzenia badania;
3) podmiot publiczny udostepnit system testowy, o ktérym mowa w art. 21 ust. Sa.

Art. 25. 1. Kontroli:
1) realizacji ponadsektorowych projektow informatycznych dokonuje Prezes Rady Ministrow;

2) realizacji sektorowych projektow informatycznych dokonuje minister kierujacy dzialem administracji rzadowej, dla
ktorego ustanowiono sektorowy projekt informatycznys;

3) dzialania systemow teleinformatycznych, uzywanych do realizacji zadan publicznych albo realizacji obowigzkéw wyni-
kajacych z art. 13 ust. 2, dokonuje:

a) w jednostkach samorzadu terytorialnego iich zwigzkach oraz w tworzonych lub prowadzonych przez te jed-
nostki samorzadowych osobach prawnych i innych samorzadowych jednostkach organizacyjnych — wlasciwy
wojewoda, z zastrzezeniem ust. 3,

b) w podmiotach publicznych podlegtych lub nadzorowanych przez organy administracji rzadowej — organ admini-
stracji rzagdowej nadzorujacy dany podmiot publiczny,

¢) w podmiotach publicznych niewymienionych w lit. a i b — minister wlasciwy do spraw informatyzacji

— pod wzgledem zgodnosci z minimalnymi wymaganiami dla systemow teleinformatycznych lub minimalnymi wy-
maganiami dla rejestrow publicznych i wymiany informacji w postaci elektronicznej.

2. (uchylony)

3. W stosunku do organéw i jednostek, o ktorych mowa w ust. 1 pkt 3 lit. a, kontrola moze dotyczy¢ wylacznie sys-
temow teleinformatycznych oraz rejestréw publicznych, ktore sg uzywane do realizacji zadan zleconych z zakresu admini-
stracji rzadowej. Jezeli do uzyskania petnej oceny systemu teleinformatycznego lub rejestru publicznego uzywanego do
realizacji zadan zleconych z zakresu administracji rzagdowej niezbedna jest ocena takze innego systemu teleinformatycz-
nego lub rejestru publicznego, kontrola moze zostac objety takze ten system lub rejestr.

4. Kontroli w zakresie prawidlowo$ci wydatkowania $rodkoéw finansowych przekazywanych na podstawie art. 12f,
z punktu widzenia legalnos$ci, gospodarnosci, celowosci i rzetelnosci wydatkowania $rodkoéw publicznych:

1) podmiotow okreslonych w ust. 1 pkt 3 lit. a — dokonuje wlasciwa regionalna izba obrachunkowa, na zasadach okres-
lonych w ustawie z dnia 7 pazdziernika 1992 r. o regionalnych izbach obrachunkowych (Dz. U. z 2019 r. poz. 2137);

2) podmiotoéw niewymienionych w pkt 1 — dokonuje minister wlasciwy do spraw informatyzacji.

Art. 25a. Do kontroli stosuje si¢ przepisy ustawy z dnia 15 lipca 2011 r. o kontroli w administracji rzadowej (Dz. U.
7 2020 r. poz. 224) okreslajace zasady i tryb przeprowadzania kontroli.

Art. 26. (uchylony)

Art. 27. (uchylony)

Art. 28. 1. Kontrolerem moze by¢ osoba pelnoletnia, ktora:
1) posiada wyksztalcenie wyzsze;

2) posiada obywatelstwo panstwa cztonkowskiego Unii Europejskiej, Konfederacji Szwajcarskiej lub panstwa czton-
kowskiego Europejskiego Porozumienia o Wolnym Handlu (EFTA) — strony umowy o Europejskim Obszarze Gos-
podarczym, chyba Ze przepisy odrebne uzalezniajg zatrudnienie jej w jednostce kontrolowanej od posiadania obywa-
telstwa polskiego;
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3)
4)
5)

ma petng zdolnos¢ do czynno$ci prawnych oraz korzysta z pelni praw publicznych;
nie byta karana za umyslne przestepstwo lub umyslne przestepstwo skarbowe;
posiada certyfikat, o ktorym mowa w ust. 3.

2. Kontroler jest obowigzany zachowaé w tajemnicy informacje, ktore uzyskat w zwigzku z wykonywaniem czyn-

nosci kontroli. Obowigzek zachowania tajemnicy trwa rowniez po ustaniu pelnienia obowigzkéw kontrolera w urzedzie
obshugujacym organ dokonujacy kontroli.

3. Minister wlasciwy do spraw informatyzacji okresli, w drodze rozporzadzenia, wykaz certyfikatow uprawniajacych

do prowadzenia kontroli w rozumieniu art. 25, uwzgledniajac zakres wiedzy specjalistycznej wymaganej od 0sob legity-
mujacych si¢ poszczegolnymi certyfikatami i zakres kontroli okreslony w art. 25.

4. W przypadku przeprowadzania kontroli przez zesp6t kontrolerow, co najmniej jeden kontroler, bedacy cztonkiem

tego zespotu, posiada certyfikat, o ktérym mowa w ust. 3.

1)

2)

1)
2)

3)

Art. 29. (uchylony)
Art. 30. (uchylony)
Art. 31. (uchylony)
Art. 32. (uchylony)
Art. 33. (uchylony)
Art. 34. (uchylony)
Art. 35. (uchylony)

Rozdzial 5

Zmiany w przepisach obowigzujacych

Art. 36-52. (pomini¢te)

Rozdzial 6

Przepisy dostosowujace, przejsciowe i koncowe
Art. 53-60. (pomini¢te)

Art. 61. 1. Ilekro¢ w przepisach dotyczacych informatyzacji zawartych w odrebnych ustawach jest mowa o:

elektronicznym nos$niku informacji, elektronicznym nosniku informatycznym, elektronicznym no$niku danych, kom-
puterowym nos$niku informacji, komputerowym nosniku danych, nosniku elektronicznym, no$niku magnetycznym,
nosniku informatycznym albo no$niku komputerowym — nalezy przez to rozumie¢, w przypadku watpliwosci inter-
pretacyjnych, informatyczny no$nik danych, o ktérym mowa w art. 3 pkt 1 niniejszej ustawy;

danych elektronicznych, danych w postaci elektronicznej, danych w formie elektronicznej, danych informatycznych,
informacjach w postaci elektronicznej albo informacjach w formie elektronicznej — nalezy przez to rozumie¢, w przy-
padku watpliwosci interpretacyjnych, dokument elektroniczny, o ktorym mowa w art. 3 pkt 2 niniejszej ustawy.

2. Przepisu ust. 1 nie stosuje si¢ do przepisow:
ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe;

ustawy zdnia 29 sierpnia 1997 r. o Narodowym Banku Polskim (Dz. U. z2020 r. poz. 2027 oraz z 2021 r.
poz. 1598);

ustawy z dnia 12 wrzesnia 2002 r. o elektronicznych instrumentach platniczych (Dz. U. z 2012 r. poz. 1232)'¥,
Art. 62. (pominigty)

Art. 63. (pominigty)

14)

Ustawa utracita moc z dniem 7 pazdziernika 2013 r. na podstawie art. 38 ustawy z dnia 12 lipca 2013 r. o zmianie ustawy o ustu-
gach platniczych oraz niektorych innych ustaw (Dz. U. poz. 1036), ktéra weszla w zycie z dniem 7 pazdziernika 2013 r.
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1)
2)
3)
4)

Art. 64. Ustawa wchodzi w zycie po uplywie 3 miesiecy od dnia ogloszenia'®, z wyjatkiem:

art. 17 oraz 54, ktore wchodza w Zycie z dniem ogloszenia;

art. 36 1 37, ktére wchodza w zycie po uptywie 7 miesigcy od dnia ogloszenia;
art. 40, ktory wchodzi w zycie po uptywie 27 miesigcy od dnia ogloszenia;
art. 42 pkt 1, 4 1 7, ktoére wchodzg w zycie z dniem 1 lipca 2006 r.

15 Ustawa zostala ogloszona w dniu 20 kwietnia 2005 r.
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