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1)
2)
3)
4)

Dz. U. 2021 poz. 2333

Opracowano na
podstawie: t.j.
Dz. U. z 2024 r.

USTAWA poz. 1662, z 2025
r. poz. 1017.

z dnia 2 grudnia 2021 r.

o szczegllnych zasadach wynagradzania oséb realizujacych zadania

z zakresu cyberbezpieczenstwa

Art. 1. Ustawa okre$la zasady:

dzialania Funduszu Cyberbezpieczenstwa, zwanego dalej ,,Funduszem”;
gromadzenia $Srodkéw Funduszu;

udzielania finansowania ze srodkéw Funduszu;

przyznawania $wiadczenia teleinformatycznego, o ktorym mowa w art. 5,

osobom realizujacym zadania z zakresu cyberbezpieczenstwa.

Art. 2. 1. Celem Funduszu jest wsparcie dziatah zmierzajacych do zapewnienia

bezpieczenstwa systemow teleinformatycznych przed cyberzagrozeniami.

1)

la)

2)
3)
4)

2. Fundusz jest panstwowym funduszem celowym.

3. Dysponentem Funduszu jest minister wlasciwy do spraw informatyzacji.

4. Przychodami Funduszu sa:

wplywy zkar pieni¢znych, o ktérych mowa w art. 73 ustawy z dnia 5 lipca
2018 r. o krajowym systemie cyberbezpieczenstwa (Dz. U. z 2024 r. poz. 1077 1
1222);

wplywy z kar pienigznych, o ktorych mowa w art. 33 ustawy z dnia 25 czerwca
2025r. okrajowym systemie certyfikacji cyberbezpieczenstwa (Dz. U.
poz. 1017);

srodki, o ktorych mowa w ust. 61 8;

dotacje z budzetu panstwa;

inne przychody.

5. Srodki Funduszu przeznacza sie na $wiadczenie teleinformatyczne, o ktorym

mowa w art. 5, oraz koszty z nim zwigzane.
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6. Dyrektor Naukowej i Akademickiej Sieci Komputerowej — Panstwowego
Instytutu Badawczego moze, w drodze porozumienia z ministrem wilasciwym do
spraw informatyzacji, przekaza¢ cze$¢ srodkéw z planu finansowego tego instytutu,
w tym z wypracowanego przez Naukowa i Akademicka Sie¢ Komputerowg —
Panstwowy Instytut Badawczy zysku netto za poprzedni rok obrotowy, do Funduszu.

7. Koszty obstugi Funduszu sg finansowane z budzetu panstwa, z czesci, ktorej
dysponentem jest minister wtasciwy do spraw informatyzacji.

8. Minister wlasciwy do spraw informatyzacji moze przekaza¢, w drodze
decyzji, czes¢ srodkéw z Funduszu Szerokopasmowego, o ktérym mowa w art. 16a
ustawy z dnia 7 maja 2010 r. o wspieraniu rozwoju ustug i sieci telekomunikacyjnych
(Dz. U. 22024 1. poz. 604, 834 11222), do Funduszu, informujac o tym ministra
wlasciwego do spraw finanséw publicznych. Decyzja, o ktérej mowa w zdaniu
pierwszym, nie jest decyzja administracyjng w rozumieniu przepisoOw ustawy z dnia
14 czerwca 1960 r. — Kodeks postgpowania administracyjnego (Dz. U. z2024r.
poz. 572).

9. Warunkiem ubiegania si¢ o wsparcie ze Srodkow Funduszu jest realizacja
przez osoby, o ktérych mowa w art. 5, zadan zmierzajacych do zapewnienia
bezpieczenstwa systemow teleinformatycznych przed cyberzagrozeniami.

10. Wsparcia ze $§rodkow Funduszu udziela si¢ na podstawie umowy zawartej
pomigdzy ministrem wlasciwym do spraw informatyzacji a wnioskodawca bedacym
podmiotem wskazanym w art. 5.

11. Minister wlasciwy do spraw informatyzacji przedstawia sejmowej Komisji
do Spraw Stuzb Specjalnych sprawozdanie z dysponowania §rodkami Funduszu za

dany kwartal w terminie 21 dni od zakonczenia kwartatu.

Art. 3. 1. Warunkiem ubiegania si¢ o wsparcie ze S$rodkéw Funduszu jest
ztozenie przez podmiot, o ktorym mowa w art. 5, wniosku do ministra wlasciwego do
spraw informatyzacji, zawierajacego:

1) szczegdlowy opis zadan z zakresu cyberbezpieczenstwa wraz z liczba oséb
wykonujacych dane zadanie;
2) oswiadczenie kierownika podmiotu bedacego wnioskodawca o spelnieniu

wymagan okre§lonych w przepisach wydanych na podstawie art. 8 ust. 1 pkt 1

12;

3) wskazanie maksymalnej kwoty prognozowanych kosztéow zwigzanych

z przyznaniem $wiadczenia teleinformatycznego, o ktorym mowa w art. 5;
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4)  oczekiwany termin otrzymania z Funduszu $rodkow na wyptate §wiadczenia

teleinformatycznego, o ktorym mowa w art. 5.

2. Maksymalna kwota prognozowanych kosztéw stanowi limit kosztow, jakie
moglby  poniesé Fundusz =~ w zwigzku  z finansowaniem swiadczenia
teleinformatycznego, o ktérym mowa w art. 5, dla danego podmiotu w danym roku.

3. Wnioskodawca sktada wniosek raz w roku w terminie do dnia 31 sierpnia roku
poprzedzajacego wyplate swiadczenia teleinformatycznego, o ktorym mowa w art. 5,
pod rygorem pozostawienia wniosku bez rozpoznania.

4. W razie stwierdzenia brakéw formalnych minister wlasciwy do spraw
informatyzacji wzywa wnioskodawc¢ do uzupelienia wniosku w terminie 7 dni od
dnia otrzymania wezwania, pod rygorem pozostawienia wniosku bez rozpoznania.

4a. W razie uchybienia terminu, o ktorym mowa w ust. 4, termin ten przywraca
si¢ na prosbe wnioskodawcy, jezeli uprawdopodobni, ze uchybienie temu terminowi
nastapito bez jego winy. Jednoczes$nie z wniesieniem prosby o przywrdcenie terminu
nalezy wnies¢ uzupelniony wniosek zgodnie z wezwaniem, o ile nie zostal wcze$niej
uzupetniony.

4b. Prosbe o przywrdcenie terminu, o ktorej mowa w ust. 4a, wnosi si¢ w ciggu
siedmiu dni od dnia ustania przyczyny jego uchybienia.

4c. Przywrocenie terminu do ztozenia prosby, o ktorej mowa w ust. 4a, jest
niedopuszczalne.

4d. W razie uchybienia terminu, o ktorym mowa w ust. 4, termin ten moze zostac
przywrocony, z urzedu lub na uzasadniong prosbe wnioskodawcy, niezaleznie od tego,
czy uchybienie terminu nastapilo z jego winy, gdy przemawiaja za tym szczegolnie
istotne wzgledy bezpieczefstwa panstwa i wniosek zostal uzupetliony zgodnie z
wezwaniem.

4e. W razie uchybienia terminowi, o ktdrym mowa w ust. 4, 0 jego przywroceniu
postanawia organ, o ktorym mowa w ust. 4.

4f. Od postanowienia o odmowie przywrocenia terminu zazalenie nie
przystuguje.

4g. Do obliczania terminow, o ktérych mowa w ust. 4 1 4b, stosuje si¢ przepisy
art. 57 ustawy z dnia 14 czerwca 1960 r. — Kodeks postgpowania administracyjnego.

5. Wrazie stwierdzenia omylki we wniosku minister wlasciwy do spraw

informatyzacji:
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1) poprawia t¢ omyltke zurzedu, jezeli jest to oczywista omylka pisarska,
informujac o tym wnioskodawce, albo
2) wzywa wnioskodawce do poprawienia omytki w terminie 7 dni od dnia

otrzymania wezwania, pod rygorem pozostawienia wniosku bez rozpoznania.

Art. 4. 1. Minister wlasciwy do spraw informatyzacji przekazuje spetniajacy
wymagania formalne wniosek do Kolegium do Spraw Cyberbezpieczenstwa, o ktérym
mowa wart. 64 ustawy zdnia Slipca 2018r. okrajowym systemie
cyberbezpieczenstwa.

2. Kolegium do Spraw Cyberbezpieczenstwa, o ktorym mowa w art. 64 ustawy
z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczenstwa, nie pdzniej niz do
dnia 31 grudnia roku poprzedzajacego wyplate $wiadczenia teleinformatycznego,
o ktorym mowa w art. 5, wydaje opini¢ w przedmiocie wniosku w zakresie
maksymalnej kwoty prognozowanych kosztow zwigzanych z przyznaniem
$wiadczenia teleinformatycznego.

3. Minister wlasciwy do spraw informatyzacji przekazuje z Funduszu $rodki na
wyplate $wiadczenia teleinformatycznego, o ktorym mowa w art. 5, na dany rok
kalendarzowy w terminie wskazanym przez wnioskodawce we wniosku, po uzyskaniu
pozytywnej opinii Kolegium do Spraw Cyberbezpieczenstwa, o ktéorym mowa
w art. 64 ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczenstwa.

4. W przypadku zmiany maksymalnej kwoty prognozowanych kosztow
zwigzanych z przyznaniem $wiadczenia teleinformatycznego, o ktérym mowa
w art. 5, albo negatywnej opinii Kolegium do Spraw Cyberbezpieczenstwa, o ktorym
mowa wart.64 ustawy zdnia Slipca 2018r. okrajowym systemie
cyberbezpieczenstwa, wnioskodawca moze ztozy¢ zmieniony wniosek po terminie,
o ktorym mowa w art. 3 ust. 3.

5. Zmieniony wniosek wymaga uzyskania pozytywnej opinii Kolegium do
Spraw Cyberbezpieczenstwa, o ktorym mowa w art. 64 ustawy z dnia 5 lipca 2018 r.
o krajowym systemie cyberbezpieczenstwa.

6. Uzyskanie przez tego samego wnioskodawce dwoch negatywnych opinii
Kolegium do Spraw Cyberbezpieczenstwa, o ktérym mowa w art. 64 ustawy z dnia
S5lipca 2018 r. okrajowym systemie cyberbezpieczenstwa, skutkuje brakiem
mozliwo$ci ponownego zlozenia zmienionego wniosku przez tego wnioskodawce

w danym roku kalendarzowym.
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7. Niewykorzystane w danym roku kalendarzowym $rodki na wyplate
$wiadczenia teleinformatycznego, o ktérym mowa w art. 5, wnioskodawca zwraca do

Funduszu.

Art. 5. Dodatek do wynagrodzenia za prace, a w przypadku funkcjonariuszy
i zolnierzy zawodowych $wiadczenie pieni¢zne, zwane dalej ,$wiadczeniem
teleinformatycznym”, moze by¢ przyznane osobom realizujagcym zadania:
1) w organach i podmiotach, o ktorych mowa w art. 26, art. 41, art. 44 lub art. 60

ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczenstwa,
2) w zakresie zapewnienia cyberbezpieczenstwa w:

a) Agencji Bezpieczenstwa Wewnetrznego,

b) Agencji Wywiadu,

¢) Centralnym Biurze Antykorupcyjnym,

d) jednostkach organizacyjnych podleglych Prezesowi Rady Ministrow lub

ministrom,
e) Kancelarii Prezesa Rady Ministrow oraz w urzedach obstugujacych
ministrow,

f)  Kancelarii Prezydenta Rzeczypospolitej Polskie;j,

g) Kancelarii Sejmu,

h) Kancelarii Senatu,

i)  Policji,

J)  prokuraturze,

k) Stuzbie Kontrwywiadu Wojskowego,

1) Stuzbie Wywiadu Wojskowego,

m) Strazy Granicznej,

n) Shuzbie Ochrony Pafstwa

— zwane dalej ,,zadaniami z zakresu cyberbezpieczenstwa”.

Art. 6. Osoby realizujace zadania z zakresu cyberbezpieczenstwa korzystaja
z ochrony przewidzianej w ustawie z dnia 6 czerwca 1997 r. — Kodeks karny (Dz. U.

72024 r. poz. 17 1 1228) dla funkcjonariuszy publicznych.

Art. 7. 1. Wysoko$¢ wynagrodzenia za prac¢ wraz z dodatkami albo uposazenia
wraz z dodatkami, z uwzglednieniem $wiadczenia teleinformatycznego, nie moze
przekroczy¢ dwudziestojednokrotnosci kwoty bazowej dla cztonkéw korpusu stuzby

cywilnej okreslonej w ustawie budzetowe;.
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2. Swiadczenie teleinformatyczne jest przyznawane corocznie na okres realizacji
zadan z zakresu cyberbezpieczenstwa.

3. Przyznania i cofnigcia §wiadczenia teleinformatycznego dokonuje kierownik
podmiotu, w ktorym osoby realizujace zadania z zakresu cyberbezpieczenstwa sg
zatrudnione albo pelnig stuzbe jako funkcjonariusze albo zolnierze zawodowi.

4. Osoba realizujagca zadania z zakresu cyberbezpieczenstwa traci prawo do
przyznanego $wiadczenia teleinformatycznego w przypadku:

1) ukarania karg porzadkowga albo karg dyscyplinarng;

2) nieusprawiedliwionej nieobecnosci w pracy, trwajacej co najmniej 2 dni;

3) stawienia si¢ do pracy albo do pelnienia stuzby w stanie nietrzezwosci lub
wskazujacym na spozycie alkoholu albo pod wptywem $rodkéw odurzajacych;

4)  spozywania alkoholu lub uzywania §rodkow odurzajacych w czasie pracy albo
petnienia shuzby;

5) opuszczenia miejsca pracy albo petnienia stuzby bez usprawiedliwienia.

5. Ponowne ustalenie wysokos$ci $wiadczenia teleinformatycznego, w przypadku
zaistnienia okolicznosci, o ktorych mowa w ust. 4, nie moze nastgpi¢ wczesniej niz po
uplywie:

1) okresu 3 miesiecy — w przypadkach, o ktorych mowa w ust. 4 pkt 2 lub 5;

2) okresu 6 miesiecy — w przypadkach, o ktorych mowa w ust. 4 pkt 1, 3 lub 4.

6. Swiadczenia teleinformatycznego nie wyptaca sie za okres:

1) korzystania z urlopu bezptatnego;

2) nieusprawiedliwionej nieobecnosci w pracy albo w stuzbie, trwajacej krocej niz
2 dni;

3) usprawiedliwionej nieobecnosci w pracy albo w stuzbie, z wylaczeniem urlopu
wypoczynkowego, dodatkowego urlopu wypoczynkowego oraz urlopu
okolicznosciowego.

7. Swiadczenie teleinformatyczne jest wyplacane w terminie platnosci
wynagrodzenia za prace albo uposazenia w miesigcu nastepujacym po miesigcu, za
ktory to §wiadczenie przystuguje, a za grudzien — w tym miesigcu.

8. Jezeli podmiot zobowigzany do wyptaty §wiadczenia teleinformatycznego nie
otrzymat §rodkdw finansowych na ten cel, §wiadczenie moze nie zosta¢ wyplacone.

9. W zakresie nieuregulowanym w ustawie stosuje si¢ przepisy dotyczace
zatrudnienia albo petnienia stluzby stosowane w podmiotach, w ktorych osoby
realizujgce zadania z zakresu cyberbezpieczenstwa sg zatrudnione albo peinig stuzbe.
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10. Swiadczenia teleinformatycznego nie wlicza si¢ do ustalania wysokosci
wynagrodzenia na potrzeby obliczenia wysoko$ci nagrody jubileuszowej lub odprawy
emerytalnej lub rentowej, atakze nie uwzglednia si¢ przy ustalaniu wysokosci
wynagrodzenia rocznego, o ktorej mowa w art. 4 ust. 1 ustawy zdnia 12 grudnia
1997 r. o dodatkowym wynagrodzeniu rocznym dla pracownikéw jednostek sfery

budzetowej (Dz. U. z 2023 r. poz. 1690).

Art. 8. 1. Rada Ministréw okresli, w drodze rozporzadzenia:

1) szczegotowe zadania z zakresu cyberbezpieczenstwa i podziat ich na grupy,

2) doswiadczenie zawodowe lub wymoég posiadania specjalistycznej wiedzy
z zakresu cyberbezpieczenstwa wymagane do realizacji zadan z poszczegdlnych
grup,

3) przedziaty kwotowe wysoko$ci $wiadczenia teleinformatycznego, uwzgledniajac
podziat zadan z zakresu cyberbezpieczenstwa na grupy, o ktorym mowa w pkt 1

—biorac pod uwage znaczenie i1wplyw realizacji poszczegdlnych zadan dla

zapewnienia bezpieczenstwa systemow teleinformatycznych przed

cyberzagrozeniami, stawki rynkowe, plan finansowy Funduszu, wymagania
kwalifikacyjne okreslone dla o0s6b realizujacych podobne zadania z zakresu
cyberbezpieczenstwa na rynku oraz potrzebe zapewnienia wiasciwej realizacji zadan.

2. Kierownik podmiotu, w ktérym sa zatrudnione osoby realizujace zadania
z zakresu cyberbezpieczenstwa albo na rzecz ktérego realizuja te zadania osoby
bedace funkcjonariuszami badz Zotnierzami zawodowymi, przed przyznaniem
swiadczenia teleinformatycznego weryfikuje spetnienie przez te osoby wymagan
okreslonych w przepisach wydanych na podstawie ust. 1 pkt 11 2.

3. Weryfikacja spelnienia wymagan w zakresie wymaganego doswiadczenia
zawodowego odbywa si¢ przez analize dokumentow potwierdzajacych ich spetnienie,
przedtozonych przez osobe realizujacg albo majaca realizowa¢ zadania z zakresu
cyberbezpieczenstwa.

4. Wymog posiadania specjalistycznej wiedzy z zakresu cyberbezpieczenstwa
jest weryfikowany przez sprawdzian wiedzy, przeprowadzany w formie pisemnej lub
ustnej, przez kierownika podmiotu.

5. Kierownik podmiotu moze zdecydowac o przeprowadzeniu sprawdzianu
wiedzy przy uzyciu S$rodkéw komunikacji elektronicznej. Przeprowadzenie
sprawdzianu przy uzyciu Srodkow komunikacji elektronicznej obejmuje

w szczegdlnosci wielostronng komunikacje w czasie rzeczywistym, w ramach ktorej
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sprawdzajacy wiedze i1 osoba, ktorej wiedza jest sprawdzana, moga wypowiadac si¢
w toku posiedzenia, zzachowaniem niezb¢ednych zasad bezpieczenstwa. Z
przeprowadzonego sprawdzianu sporzadza si¢ protokot.

6. Kierownik podmiotu moze odstgpi¢ od przeprowadzenia sprawdzianu wiedzy
w przypadku przedtozenia przez osobe¢ realizujaca albo majaca realizowaé zadania
z zakresu cyberbezpieczenstwa aktualnego dokumentu potwierdzajacego posiadanie
specjalistycznej wiedzy zzakresu cyberbezpieczenstwa w zakresie zgodnym
z zadaniami na stanowisku.

7. W przypadku odstgpienia od przeprowadzenia sprawdzianu wiedzy w trybie
okreslonym w ust. 6, w miejsce protokotu przeprowadzonego egzaminu zatacza si¢
kopie dokumentéw potwierdzajacych posiadanie specjalistycznej wiedzy z zakresu

cyberbezpieczenstwa.
Art. 9-22. (pomini¢te)
Art. 23. Tworzy si¢ Fundusz.

Art. 24. 1. W terminie 2 miesigcy od dnia wejScia w zycie ustawy minister
wiasciwy do spraw informatyzacji przekaze §rodki w wysokosci do 150,00 min zt na
rachunek Funduszu, ze srodkéw budzetu panstwa, z czesci, ktorej jest dysponentem.

2. Dyrektor Naukowej i1 Akademickiej Sieci Komputerowej — Panstwowego
Instytutu Badawczego moze przekaza¢, na podstawie porozumienia zawartego
z ministrem wlasciwym do spraw informatyzacji, do dnia 31 grudnia 2022 r. na
rachunek Funduszu tacznie §rodki w wysokosci do 100,00 min zt ze srodkow z zysku
instytutu oraz z funduszu rezerwowego, o ktérym mowa w art. 19 ust. 1 pkt 2 ustawy
zmienianej w art. 18

3. Przekazanie $rodkow, o ktérych mowa wust. 2, ujmuje si¢ w planie
finansowym Naukowej 1 Akademickiej Sieci Komputerowej — Panstwowego Instytutu

Badawczego jako odrebna pozycje.

Art. 25. 1. Wniosek, o ktorym mowa wart.3ust. 1, skladany w celu
sfinansowania $wiadczenia teleinformatycznego w 2022 r., kierownik podmiotu,

o ktérym mowa w art. 5, sktada w terminie do dnia 21 stycznia 2022 r.

D Artykut 18 zawiera zmiany do ustawy z dnia 30 kwietnia 2010 r. o instytutach badawczych.
2025-08-27



©Kancelaria Sejmu s. 9/10

2. Kolegium do Spraw Cyberbezpieczenstwa, o ktorym mowa w art. 64 ustawy
zmienianej w art. 21?, wydaje opinie, o ktérej mowa w art. 4 ust. 2, nie pdzniej niz do
dnia 14 lutego 2022 r.

3. Swiadczenie teleinformatyczne jest wyplacane od dnia 1 marca 2022 r.

Art. 26. Minister wlasciwy do spraw informatyzacji przekaze sejmowej Komisji
do Spraw Stuzb Specjalnych pierwsze sprawozdanie z dysponowania $rodkami

Funduszu, za I kwartat 2022 r., w terminie 21 dni od dnia zakonczenia tego kwartatu.

Art. 26a. 1. Swiadczenie teleinformatyczne moze byé przyznane osobom
realizujagcym zadania z zakresu cyberbezpieczenstwa w Dowddztwie Komponentu
Wojsk Obrony Cyberprzestrzeni oraz w jednostkach podporzadkowanych Dowodcy
Komponentu Wojsk Obrony Cyberprzestrzeni.

2. Swiadczenie teleinformatyczne osobom, o ktérych mowa w ust. 1, przyznaje
i cofa Minister Obrony Narodowe;j.

3. Wniosek, o ktorym mowa w art. 25 ust. 1, ztlozony przez Narodowe Centrum
Bezpieczenstwa Cyberprzestrzeni, staje si¢ wnioskiem Dowoddztwa Komponentu
Wojsk Obrony Cyberprzestrzeni. Pozytywna opinia Kolegium do Spraw
Cyberbezpieczenstwa, o ktorym mowa w art. 64 ustawy zdnia 5 lipca 2018 .
o krajowym systemie cyberbezpieczenstwa, w przedmiocie wniosku w zakresie
maksymalnej kwoty prognozowanych kosztow zwigzanych z przyznaniem
$wiadczenia teleinformatycznego pozostaje w mocy, chyba ze wniosek zostanie

zmieniony. Stosuje si¢ art. 4 ust. 41 5.

Art. 27. 1. Maksymalny limit wydatkéw zbudzetu panstwa dla czesci
budzetowej 27 — informatyzacja, bgdacych skutkiem finansowym wejscia w zycie
ustawy, wynosi:

1) w2022r.— 150,00 mln zt;
2) w2023 r.—100,00 mln zt;
3) w2024 r.—250,00 min zt;
4)  w2025r.—250,00 min zt;
5) w2026r.—250,00 miln zt;
6) w2027 r.—250,00 miln zt;
7) w2028 r.—250,00 mln zt;

2 Artykul 21 zawiera zmiany do ustawy z dnia 5 lipca 2018 r. o krajowym systemie
cyberbezpieczenstwa.
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8) w2029r.—250,00 min zi;
9) w2030r.—250,00 mln zi;
10) w2031 r. — 250,00 min zt.

2. Minister wlasciwy do spraw informatyzacji nadzoruje i monitoruje
wykorzystanie limitu wydatkéw, o ktérych mowa wust. 1, idokonuje oceny
wykorzystania tego limitu wedtug stanu na koniec kazdego kwartatu, a w przypadku
IV kwartatu — wedtug stanu na dzien 20 listopada.

3. W przypadku gdy wysokos$¢ wydatkow, o ktorych mowa w ust. 1, po trzech
kwartatach wyniesie tacznie wiecej niz 75 % limitu przewidzianego na dany rok,
wysokos¢ wydatkow w czwartym kwartale obniza si¢ o kwote przekroczenia, okres-
lajac zakres ograniczen dla poszczegdlnych zadan realizowanych na podstawie

ustawy.

Art. 28. Ustawa wchodzi w zycie po uptywie 14 dni od dnia ogloszenia®,

z wyjatkiem art. 22, ktory wchodzi w zycie z dniem nastepujacym po dniu ogloszenia.

3 Ustawa zostata ogtoszona w dniu 17 grudnia 2021 r.
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